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1. Overall Description:
In TS 38.331, SL-SRB1 is specified to carry Direct Link Security Mode Command and Direct Link Security Mode Complete. It is observed that the SL-SRB1 integrity check is performed in the following two cases:
-	Case 1: Security establishment during connection set-up
-	Case 2: Security establishment during re-keying.
For Case 2, RAN2 respectfully requests SA3 to feedback on the following question, supposing the SL-SRB1 integrity check failure handling is decided by upper layers:
[bookmark: _GoBack]Question: Which of the following is the correct understanding on SL-SRB1 integrity check failure handling during re-keying procedure?
⁻	Keep current PC5-S link and fallback to use old security keys.
⁻	Release current PC5-S link and establish new security keys.

2. Actions:
To SA3 group
RAN2 kindly requests SA3 to provide feedback on the Question above.

3. Date of Next TSG-RAN2 Meetings:
3GPPRAN2#115-e	16th -27th August 2021	Online
3GPPRAN2#116-e	1st -12th November 2021	Online

