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1	Overall description
[bookmark: _Hlk69931360]RAN2 thanks GSMA for their LS on User location identification from Carrier Aggregation secondary cell activation messages
RAN2 have discussed the issue raised by GSMA Ls and would like to provide the following feedback:
[bookmark: _Hlk69931230]Form RAN2 perspective at least two solutions can address user location information attack as follows:
A. Changing UE identity
By operator frequently changing UE identity, user location information cannot be easily disclosed by SLIC attack
B. Randomly setting additional bits MAC CE
By randomly setting some additional bit in Scells activation/de-activation MAC CE would avoid user location information being deduced by SLIC attack.
Both solutions can be currently deployed by network implementation without any specification impact.

2	Actions
To GSMA
ACTION: 	3GPP TSG RAN WG2 kindly asks GSMA to take the above feedback into account.

3. Date of Next TSG-RAN WG2 Meetings:
3GPP RAN2#115-e	from 2021-08-16	to 2021-08-27		Electronic Meeting
3GPP RAN2#116-e	from 2021-11-01	to 2021-11-12		Electronic Meeting
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