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Introduction
SA2 discussed the possibility of enforcing SMBR for a slice in RAN as RAN is the only node that has visibility of the data for all the PDU sessions for the slice.  SA2 asked RAN2 about the feasibility for RAN to implement SMBR and the RAN2 response at that time mentioned that is feasible with resource isolation and needs further discussion for other cases.
Subsequently, SA2 went ahead with the assumption that it is feasible in the RAN.  In [1], some concerns were raised on the feasibility of enforcing SMBR in RAN based on resource isolation.
This document discusses further on the feasibility of enforcing SMBR in RAN with and without resource isolation.
Discussion
As RAN is the only network node that has visibility of all the traffic for all the PDU sessions for a slice, SMBR enforcement in RAN has to be considered.  
In the previous LS response, RAN2 mentioned the feasibility of performing SMBR in RAN when there is resource isolation for the slices.  In [1], it is suggested that SMBR enforcement in RAN based on resource isolation has real limitations as full resource isolation based on logical channel restrictions will require different cells for the slices, effectively limiting it to cases when only two UL CA cells is used.  
In our understanding it is not necessary to control SMBR at such granularity but over a larger period.  And there are several tools available to the RAN for this without total resource isolation.   
RAN has visibility of the data transferred per slice by aggregating the data from the different DRBs of the different PDU sessions for each slice.  This can be done even if data from different slices are multiplexed in the same TB and sent over the same cell.  
Observation#1: RAN can measure the SMBR for each slices even if there is no resource isolation.
In terms of enforcement of SMBR, there are other options possible in RAN.  
For GBR traffic, RAN can check the aggregate GBR at the time of call admission control when the bearer is established.  
For non-GBR traffic, dropping or delaying packets that exceed SMBR is one possible option.   This could be seen as wasteful to drop UL packets that have been transferred over the radio.  However, dropping or delaying TCP packets will normally result is a reduction in data rate and could well be sufficient.
If more specific action is required, RAN can still configure lower PBR for the logical channels and reduce the overall UL grant to match the configured PBR for the logical channels.  As long as this does not have to be done too often, it could be considered acceptable.
Observation #2: There are tools available in RAN to perform SMBR enforcement without having to perform total resource isolation of the slices.
Proposal: Current RAN mechanisms are sufficient for SMBR enforcement in RAN.
Summary and proposal
This document discussed the options for SMBR enforcement in RAN.  The following observations and proposal were made:
Observation #1: RAN can measure the SMBR for each slices even if there is no resource isolation.
Observation #2: There are tools available in RAN to perform SMBR enforcement without having to perform total resource isolation of the slices.
Proposal: Current RAN mechanisms are sufficient for SMBR enforcement in RAN.
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