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	Reason for change:
	1. The EHC feedback is transmitted via PDCP Control PDU, and the PDCP Control PDU is neither ciphered nor integrity protected. However, in the current PDCP specification, it is specified that ciphering is not applied but not specified that integrity protection is not applied. It could be misled that integrity protection is applied to PDCP Control PDU including EHC feedback.

2. [Editorial] “respectively” is missing for respective integrity protection and ciphering procedure.

3. The NOTE in RX_NEXT says that “It is up to UE implementation to select HFN for RX_NEXT as such that initial value of RX_DELIV should be a positive value.”. This NOTE allows the UE to set its own initial HFN value by implementation. However, the initial HFN value shall be 0 for normal UEs, and the NOTE should be applied only for sidelink UEs.


	
	

	Summary of change:
	1. It is specified that integrity protection and verification are not applied to PDCP Control PDU including EHC feedback.
2. “respectively” is added for respective integrity protection and ciphering procedure.
3. It is specified that the NOTE in RX_NEXT is applied only for sidelink UEs.

Impact analysis
Impacted 5G architecture options:
NR SA, NR-DC, NE-DC, EN-DC

Impacted functionality:
EHC, Sidelink

Inter-operability: 
1: If UE implements according to the CR while the NW does not, there is no interoperability problem.
2: If the NW implements according to the CR and the UE does not, there is no interoperability problem.

This CR is a clarification of already assumed UE behaviour.
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[bookmark: _Toc52796478][bookmark: _Toc52752016][bookmark: _Toc46490321][bookmark: _Toc37296195][bookmark: _Toc29239836]
[bookmark: _Toc37126979][bookmark: _Toc46492092][bookmark: _Toc46492200][bookmark: _Toc67904061]5.12.4	Header compression using EHC
If EHC is configured, the EHC protocol generates two types of output packets:
-	EHC compressed packets (i.e. EHC full header packets and EHC compressed header packets), each associated with one PDCP SDU;
-	standalone packets not associated with a PDCP SDU, i.e. EHC feedback.
An EHC compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU. The header compression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP SDU.
EHC feedback are not associated with a PDCP SDU. They are not associated with a PDCP SN and are not ciphered/integrity protected.
[bookmark: _Toc37126980][bookmark: _Toc46492093][bookmark: _Toc46492201][bookmark: _Toc67904062]5.12.5	Header decompression using EHC
If EHC is configured by upper layers for PDCP entities associated with user plane data, the PDCP Data PDUs are decompressed by the EHC protocol after performing deciphering and integrity verification as explained in clause 5.8 and 5.9, respectively. The header decompression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP Data PDU.
[bookmark: _Toc37126981][bookmark: _Toc46492094][bookmark: _Toc46492202][bookmark: _Toc67904063]5.12.6	PDCP Control PDU for EHC feedback
[bookmark: _Toc37126982][bookmark: _Toc46492095][bookmark: _Toc46492203][bookmark: _Toc67904064]5.12.6.1	Transmit Operation
When an EHC feedback is generated by the EHC protocol, the transmitting PDCP entity shall:
-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.3 i.e. without associating a PDCP SN, nor performing ciphering/integrity protection.
[bookmark: _Toc37126983][bookmark: _Toc46492096][bookmark: _Toc46492204][bookmark: _Toc67904065]5.12.6.2	Receive Operation
At reception of a PDCP Control PDU for EHC feedback from lower layers, the receiving PDCP entity shall:
-	deliver the corresponding EHC feedback to the EHC protocol without performing deciphering/integrity verification.

START OF NEXT CHANGE

[bookmark: _Toc37126985][bookmark: _Toc46492098][bookmark: _Toc46492206][bookmark: _Toc67904067]5.13	Uplink data switching
For DAPS bearers, when upper layers request uplink data switching, the transmitting PDCP entity shall:
-	for AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by the RLC entity associated with the source cell, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to uplink data switching to the RLC entity associated with the target cell as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8, respectively;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.
-	for UM DRBs, for all PDCP SDUs which have been processed by PDCP but which have not yet been submitted to lower layers, perform transmission of the PDCP SDUs in ascending order of the COUNT values to the RLC entity associated with the target cell as specified below:
-	perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4;
-	perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8, respectively;
-	submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.

START OF NEXT CHANGE

[bookmark: _Toc12616387][bookmark: _Toc37127015][bookmark: _Toc46492132][bookmark: _Toc46492240][bookmark: _Toc67904101]7.1	State variables
[bookmark: Signet14]-------- omitted --------
The receiving PDCP entity shall maintain the following state variables:
a)	RX_NEXT
This state variable indicates the COUNT value of the next PDCP SDU expected to be received. The initial value is 0, except for sidelink broadcast and groupcast, and for SRBs configured with state variables continuation. For NR sidelink communication for broadcast and groupcast, the initial value of the SN part of RX_NEXT is (x +1) modulo (2[sl-PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU. For target SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding source SRB. For source SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding target SRB.
NOTE:	For NR sidelink communication for broadcast and groupcast, Iit is up to UE implementation to select the HFN part for RX_NEXT as such that initial value of RX_DELIV should be a positive value.
-------- omitted --------
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