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Introduction
In RAN2#113bis-e[1], the following agreements were achieved:
Agreements

1	RAN2 aims to support both RO partition and preambles partition.
2	scalingFactorBI and powerRampingStepHighPriority can be configured at least in SIB (FFS for dedicated RRC signalling).
3	Network can configure slices with 4-step or 2-step (or both) RA resources.
4	Legacy 2-step RA fallback mechanism is supported. 

As the outcome of offline discussion "[AT113b-e][252][NR] Slice-specific RACH (CMCC)" , the proposals in R2-2104322[2] related to RACH were created.
	2: RAN2 will prioritize the discussion for slice specific RACH for IDLE and INACTIVE mode. And CONNECTED mode is down prioritized and can be considered if time allows. 
3: Slice specific RACH (including RACH isolation and RACH prioritization) is only applied for CBRA but not for CFRA.
4: To ensure the backward compatibility, it is RAN2’s common understanding that common RACH resource should be configured in initial BWP if the slice specific RACH resource is configured in initial BWP.
6: RAN2 confirms that the issue of prioritization parameter collision with MPS/MCS need to be resolved. There is UE based solution (option 1, fixed rule) or network based solution (option 2, configurable rule) or both. Discussion on pros and cons can be left to next meeting.
5.1: RACH type selection between 2-step slice specific RACH and 4-step slice specific RACH is based on a RSRP threshold.
FFS to introduce a slice specific threshold or reuse the legacy threshold.
FFS UE should first select between slice specific RA and common RA or UE should first select RA type between 2-step RA and 4-step RA
5.2: The table from R2-2104322 can be used for further discussion.
Slice specific RACH is only applicable if there is slice information (e.g., slice group or slice related operator defined access category) available for AS layer when access. FFS on details of slice group.



Discussion
Slice specific PRACH resource configuration
In RAN2#113bis-e[1], RAN2 agreed to support the partition for both RO and preamble. For separated RACH resources, the potential concern is RACH resources fragment. Due to limited RACH resources, the larger number of slices and the more RACH resources required for slices, the fragment issues will be more serious. Fragment will bring trouble to operators and users. Therefore, it is beneficial to configure slice specific PRACH resource per slice group to reduce fragment. And we suggest to use the same slice group mechanism as cell reselection.
Proposal 1: Both RO partition and preambles partition can be configured per slice group. The details for configuring slice group are the same as cell reselection.

Slice specific RACH prioritization
During the offline discussion in the last meeting, several issues are raised and need to be further discussed. And the table 1 from R2-2104322[2] can be used as a starting point for discussion.
Table 1. Fallback cases from R2-2104322[2]
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 1
	2-step slice specific RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 7
	2-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH. 
No fallback to 2-step common RACH.


	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS Fallback from 4-step slice specific RACH to 4-step common RACH.



Issue #1: The validity for case3/6/8 in the table 
Some companies have concern on the validity for case 3/6/8. According to the agreement “Network can configure slices with 4-step or 2-step (or both) RA resources”, it is possible for network to configure only 2-step slice specific RACH or only 4-step slice specific RACH or both. For common RACH type, how to configure is also up to network implement. Therefore, it is valid for case 3/6/8 from perspective of the network.
Proposal 2: case 3/6/8 in the table are valid from network configuration perspective.

Issue #2: How to perform RACH type selection (e.g., slice-specific and common, 2-step and 4-step)
In our view, if the network reserved separated RACH resource for slice traffic, it doesn’t make sense that the UE selects common RACH just based on RSRP threshold. Therefore, it is reasonable that when MO data associated with configured slice is arriving, only slice specific RACH (including 2-step and/or 4-step) is considered, i.e. UE will not consider common RACH. That is, the basic principle is that the UE should first select between slice specific RA and common RA, and if the slice specific RA is configured, the UE should select slice specific RA.
Proposal 3: The UE should first select between slice specific RA and common RA, if both are configured.
If the network configured slice specific 2-step RA and 4-step RA, the UE can select 2-step RA or 4-step RA based on a RSRP threshold as legacy mechanism. That is, only if the MO slice is configured with slice specific 2-step RA resources and the measured RSRP is higher than the threshold msgA-RSRP-Threshold, should the slice-specific 2-step RA be selected. Considering the RACH resources of slices are isolated, it may be flexible to configure a separate RSRP threshold for slice.
Proposal 4: The RSRP threshold for 2-step & 4-step RACH type selection can be configured differently per slice group.
Based on the above principle, the UE should select slice specific RA if the slice specific RA is configured. Therefore, for the cases in the table 1, if only 2-step specific RACH is configured (i.e. case 1/6/7), the UE will always perform 2-step specific RACH; if only 4-step specific RACH is configured (i.e. case 3/4/8), the UE will always perform 4-step specific RACH; if both 2-step and 4-step specific RACH are configured (i.e. case 2/5), the UE selects between 2-step slice RACH and 4-step slice RACH based on RSRP threshold. 

Issue #3: Support of RACH fallback cases
In the last meeting, it was agreed to support legacy 2-step RA fallback mechanism. In R16, 2-step RA can fallback to 4-step RA in two conditions:
1) If a fallback RAR containing the matched RAPID is received after UE sends MSGA, the UE will fallback to 4-step RA and replies with MSG3.
2) After 2-step RA failed for msgA-TransMax times, the UE should fallback to 4-step RA.
Both two conditions should be supported if a slice is configured with 2-step RA resource. For the first condition of receiving fallback RAR, the legacy mechanism can be simply applied. And for the second condition of maximum transmission number of MSGA, we think it would be beneficial to support different maximum transmission number for the slices which have different latency requirement.
Proposal 5: The parameter msgA-TransMax can be configured differently per slice group.
For the fallback mechanism, fallback from 2-step slice specific RA to 4-step slice specific RA is naturally supported, similar to the legacy mechanism. The key issue is whether the UE can fallback from slice specific RACH to common RACH.
From the operator’s point of view, one purpose of partitioning slice specific RACH resources is that the network can identify whether this is a slice UE based on the resources that the UE accesses (i.e. early identification). If it is possible for slice specific RA to fallback to common RA, the network cannot identify what type of the UE is. In addition, if the UE fails to access the slice resource (e.g. because of congestion), but succeeds on the common resource, we think that this may be an illogical network configuration and should be avoided as much as possible.
However, it will be helpful to try 4-step common RA (if it is available) when 2-step slice specific RA is failed because of radio condition or network load. For the fallback from 4-step slice RA to 4-step common RA and the fallback from 2-step slice specific RA to 2-step common RA, it seems to be no benefit. For the fallback from 4-step slice specific RA to 2-step common RA, it is obviously not supported.
Based on the analysis, we suggest to use a flexible solution to support the fallback mechanism, i.e. introducing new parameters (i.e. the maximum transmission number of MSGA/MSG1 before fallback from slice specific RA to common RA), and the network can configure new parameters to flexibly control whether to support the fallback from slice specific RA to common RA. For example, if the new parameter used for fallback from 2-step slice specific RA to 4-step common RA is set to infinite, it implicitly indicates that the fallback from 2-step slice specific RA to 4-step common RA is not supported. And the new parameter should be normally greater than the maximum transmission number of MSGA used for fallback from 2-step slice specific RA to 4-step slice specific RA (i.e. it is more difficult to fallback from slice specific RA to common RA than the fallback from 2-step slice specific RA to 4-step slice specific RA).
Proposal 6: Whether to support the fallback from slice specific RA to common RA is up to the network configuration.
Based on the above analysis, the cases in the table 1 can be updated as shown in Table 2. The changes are highlighted in yellow.
Table 2. Fallback cases for slice RA configuration
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 1
	2-step slice specific RACH
4-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold between 2-step slice specific RACH and 4-step slice specific RACH
	Fallback to 4-step slice specific RACH.
Fallback from 4-step slice specific RACH to 4-step common RACH based on the network configuration.

	Case 3 
	4-step slice specific RACH
2-step common RACH
	Always perform 4-step slice specific RACH
	No fallback 

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold between 2-step slice specific RACH and 4-step slice specific RACH
	Fallback to 4-step slice specific RACH. 
Fallback from 4-step slice specific RACH to 4-step common RACH based on the network configuration.

	Case 6 
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 2-step common RACH based on the network configuration.

	Case 7
	2-step slice specific RACH
2-step common RACH
4-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH or 2-step common RACH based on the network configuration.

	Case 8 
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.


 
Proposal 7: RAN2 agree the fallback cases in the table 2. The changes are highlighted in yellow.

Issue #4: Prioritization parameter collision with MPS/MCS
In last RAN2 meeting, the collision case was raised. If both slice specific RA prioritization and MPS/MCS specific RA prioritization are configured in the serving cell, which parameter the MPS/MCS UE should select needs to be discussed. There is UE based solution (fixed rule, slice overrides MPS/MCS or in contrast) or network-based solution (configurable rule) or both.
Considering backward compatibility, if multiple topics adopt the scheme of configuring priority parameters, the network-based solution seems more flexible. Of course, we can use these two solutions in combination, i.e. if the flexible rule is configured by the network, the UE will select the one with higher priority according to the network configuration; if not, the fixed rule (i.e. slice overrides the MPS/MCS) should be used to guarantee the fairness among the UEs initiating the same slice.
Proposal 8: For the topic of prioritization parameters collision with MPS/MCS, it can be configurable by network, and if not configured, slice specific RA prioritization parameters should override MPS/MCS specific RA prioritization parameters.

Conclusion
Here are the proposals for slice-based RACH.
Proposal 1: Both RO partition and preambles partition can be configured per slice group. The details for configuring slice group are the same as cell reselection.
Proposal 2: case 3/6/8 in the table are valid from network configuration perspective.
Proposal 3: The UE should first select between slice specific RA and common RA, if both are configured.
Proposal 4: The RSRP threshold for 2-step & 4-step RACH type selection can be configured differently per slice group.
Proposal 5: The parameter msgA-TransMax can be configured differently per slice group.
Proposal 6: Whether to support the fallback from slice specific RA to common RA is up to the network configuration.
Proposal 7: RAN2 agree the fallback cases in the table 2. The changes are highlighted in yellow.
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 1
	2-step slice specific RACH
4-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold between 2-step slice specific RACH and 4-step slice specific RACH
	Fallback to 4-step slice specific RACH.
Fallback from 4-step slice specific RACH to 4-step common RACH based on the network configuration.

	Case 3 
	4-step slice specific RACH
2-step common RACH
	Always perform 4-step slice specific RACH
	No fallback 

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold between 2-step slice specific RACH and 4-step slice specific RACH
	Fallback to 4-step slice specific RACH. 
Fallback from 4-step slice specific RACH to 4-step common RACH based on the network configuration.

	Case 6 
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 2-step common RACH based on the network configuration.

	Case 7
	2-step slice specific RACH
2-step common RACH
4-step common RACH
	Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH or 2-step common RACH based on the network configuration.

	Case 8 
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	Fallback to 4-step common RACH based on the network configuration.



Proposal 8: For the topic of prioritization parameters collision with MPS/MCS, it can be configurable by network, and if not configured, slice specific RA prioritization parameters should override MPS/MCS specific RA prioritization parameters.
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