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First Modified Subclause
5.3.5.5
Cell Group configuration

5.3.5.5.1
General

The network configures the UE with Master Cell Group (MCG), and zero or one Secondary Cell Group (SCG). In (NG)EN-DC, the MCG is configured as specified in TS 36.331 [10], and for NE-DC, the SCG is configured as specified in TS 36.331 [10]. The network provides the configuration parameters for a cell group in the CellGroupConfig IE.
The UE performs the following actions based on a received CellGroupConfig IE:

1>
if the CellGroupConfig contains the spCellConfig with reconfigurationWithSync:

2>
perform Reconfiguration with sync according to 5.3.5.5.2;

2>
resume all suspended radio bearers and resume SCG transmission for all radio bearers, and resume BH RLC channels and resume SCG transmission for BH RLC channels for IAB-MT, if suspended;

1>
if the CellGroupConfig contains the rlc-BearerToReleaseList:

2>
perform RLC bearer release as specified in 5.3.5.5.3;

1>
if the CellGroupConfig contains the rlc-BearerToAddModList:

2>
perform the RLC bearer addition/modification as specified in 5.3.5.5.4;

1>
if the CellGroupConfig contains the mac-CellGroupConfig:

2>
configure the MAC entity of this cell group as specified in 5.3.5.5.5;

1>
if the CellGroupConfig contains the sCellToReleaseList:

2>
perform SCell release as specified in 5.3.5.5.8;

1>
if the CellGroupConfig contains the spCellConfig:

2>
configure the SpCell as specified in 5.3.5.5.7;

1>
if the CellGroupConfig contains the sCellToAddModList:

2>
perform SCell addition/modification as specified in 5.3.5.5.9;

1>
if the CellGroupConfig contains the bh-RLC-ChannelToReleaseList:

2>
perform BH RLC channel release as specified in 5.3.5.5.10;

1>
if the CellGroupConfig contains the bh-RLC-ChannelToAddModList:

2>
perform the BH RLC channel addition/modification as specified in 5.3.5.5.11;
Next Modified Subclause
5.3.7
RRC connection re-establishment

5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection re-establishment, successful
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Figure 5.3.7.1-2: RRC re-establishment, fallback to RRC establishment, successful

The purpose of this procedure is to re-establish the RRC connection. A UE in RRC_CONNECTED, for which AS security has been activated with SRB2 and at least one DRB setup or, for IAB, SRB2, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the network is able to find and verify a valid UE context or, if the UE context cannot be retrieved, and the network responds with an RRCSetup according to clause 5.3.3.4.

The network applies the procedure e.g as follows:

-
When AS security has been activated and the network retrieves or verifies the UE context:

-
to re-activate AS security without changing algorithms;

-
to re-establish and resume the SRB1;

-
When UE is re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context:

-
to discard the stored AS Context and release all RBs;

-
to fallback to establish a new RRC connection.

If AS security has not been activated, the UE shall not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'other'. If AS security has been activated, but SRB2 and at least one DRB or, for IAB, SRB2, are not setup, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'RRC connection failure'.

5.3.7.2
Initiation

The UE initiates the procedure when one of the following conditions is met:

1>
upon detecting radio link failure of the MCG and t316 is not configured, in accordance with 5.3.10; or

1>
upon detecting radio link failure of the MCG while SCG transmission is suspended, in accordance with 5.3.10; or

1>
upon detecting radio link failure of the MCG while PSCell change is ongoing, in accordance with 5.3.10; or

1>
upon re-configuration with sync failure of the MCG, in accordance with sub-clause 5.3.5.8.3; or

1>
upon mobility from NR failure, in accordance with sub-clause 5.4.3.5; or

1>
upon integrity check failure indication from lower layers concerning SRB1 or SRB2, except if the integrity check failure is detected on the RRCReestablishment message; or

1>
upon an RRC connection reconfiguration failure, in accordance with sub-clause 5.3.5.8.2; or

1>
upon detecting radio link failure for the SCG while MCG transmission is suspended, in accordance with subclause 5.3.10.3 in NR-DC or in accordance with TS 36.331 [10] subclause 5.3.11.3 in NE-DC; or

1>
upon reconfiguration with sync failure of the SCG while MCG transmission is suspended in accordance with subclause 5.3.5.8.3; or

1>
upon SCG change failure while MCG transmission is suspended in accordance with TS 36.331 [10] subclause 5.3.5.7a; or

1>
upon SCG configuration failure while MCG transmission is suspended in accordance with subclause 5.3.5.8.2 in NR-DC or in accordance with TS 36.331 [10] subclause 5.3.5.5 in NE-DC; or

1>
upon integrity check failure indication from SCG lower layers concerning SRB3 while MCG is suspended; or

1>
upon T316 expiry, in accordance with sub-clause 5.7.3b.5.

Upon initiation of the procedure, the UE shall:

1>
stop timer T310, if running;

1>
stop timer T312, if running;

1>
stop timer T304, if running;

1>
start timer T311;

1>
stop timer T316, if running;

1>
if UE is not configured with conditionalReconfiguration:

2>
reset MAC;

2>
release spCellConfig, if configured;

2>
suspend all RBs, and BH RLC channels for IAB-MT, except SRB0;

2>
release the MCG SCell(s), if configured;

2>
if MR-DC is configured:

3>
perform MR-DC release, as specified in clause 5.3.5.10;

2>
release delayBudgetReportingConfig, if configured and stop timer T342, if running;

2>
release overheatingAssistanceConfig, if configured and stop timer T345, if running;

2>
release idc-AssistanceConfig, if configured;

2>
release btNameList, if configured;

2>
release wlanNameList, if configured;

2>
release sensorNameList, if configured;

2>
release drx-PreferenceConfig for the MCG, if configured and stop timer T346a associated with the MCG, if running;

2>
release maxBW-PreferenceConfig for the MCG, if configured and stop timer T346b associated with the MCG, if running;

2>
release maxCC-PreferenceConfig for the MCG, if configured and stop timer T346c associated with the MCG, if running;

2>
release maxMIMO-LayerPreferenceConfig for the MCG, if configured and stop timer T346d associated with the MCG, if running;

2>
release minSchedulingOffsetPreferenceConfig for the MCG, if configured stop timer T346e associated with the MCG, if running;

2>
release releasePreferenceConfig, if configured stop timer T346f, if running;

2>
release onDemandSIB-Request if configured, and stop timer T350, if running;

1>
if any DAPS bearer is configured:

2>
reset the source MAC and release the source MAC configuration;

2>
for each DAPS bearer:

3>
release the RLC entity or entities as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the source SpCell;

3>
reconfigure the PDCP entity to release DAPS as specified in TS 38.323 [5];

2>
for each SRB:

3>
release the PDCP entity for the source SpCell;

3>
release the RLC entity as specified in TS 38.322 [4], clause 5.1.3, and the associated logical channel for the source SpCell;

2>
release the physical channel configuration for the source SpCell;

2>
discard the keys used in the source SpCell (the KgNB key, the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key), if any;

1>
perform cell selection in accordance with the cell selection process as specified in TS 38.304 [20], clause 5.2.6.

Next Modified Subclause
6.2.2
Message definitions

–
IABOtherInformation
The IABOtherInformation message is used by IAB-MT to request the network to allocate IP addresses for the collocated IAB-DU or inform the network about IP addresses allocated to the collocated IAB-DU.

Signalling radio bearer: SRB1 or SRB3

RLC-SAP: AM

Logical channel: DCCH

Direction: IAB-MT to Network

IABOtherInformation message

-- ASN1START

-- TAG-IABOTHERINFORMATION-START

IABOtherInformation-r16 ::=     SEQUENCE {

    rrc-TransactionIdentifier       RRC-TransactionIdentifier,

    criticalExtensions              CHOICE {

        iabOtherInformation-r16         IABOtherInformation-r16-IEs,

        criticalExtensionsFuture        SEQUENCE {}

    }

}

IABOtherInformation-r16-IEs ::=         SEQUENCE {

    ip-InfoType-r16                         CHOICE {

        iab-IP-Request-r16                      SEQUENCE {

            iab-IPv4-AddressNumReq-r16              IAB-IP-AddressNumReq-r16                OPTIONAL,

            iab-IPv6-AddressReq-r16                 CHOICE {

                iab-IPv6-AddressNumReq-r16              IAB-IP-AddressNumReq-r16,

                iab-IPv6-AddressPrefixReq-r16           IAB-IP-AddressPrefixReq-r16,

                ...

            }                                                                               OPTIONAL
        },

        iab-IP-Report-r16               SEQUENCE {

            iab-IPv4-AddressReport-r16      IAB-IP-AddressAndTraffic-r16                    OPTIONAL,

            iab-IPv6-Report-r16             CHOICE {

                iab-IPv6-AddressReport-r16      IAB-IP-AddressAndTraffic-r16,

                iab-IPv6-PrefixReport-r16       IAB-IP-PrefixAndTraffic-r16,

                ...

            }                                                                               OPTIONAL
        },

        ...

    },

    lateNonCriticalExtension        OCTET STRING                                            OPTIONAL,

    nonCriticalExtension            SEQUENCE {}                                             OPTIONAL
}

IAB-IP-AddressNumReq-r16 ::=    SEQUENCE {

    all-Traffic-NumReq-r16          INTEGER (1..8)                                  OPTIONAL,

    f1-C-Traffic-NumReq-r16         INTEGER (1..8)                                  OPTIONAL,

    f1-U-Traffic-NumReq-r16         INTEGER (1..8)                                  OPTIONAL,

    non-F1-Traffic-NumReq-r16       INTEGER (1..8)                                  OPTIONAL,

    ...

}

IAB-IP-AddressPrefixReq-r16 ::= SEQUENCE {

    all-Traffic-PrefixReq-r16       ENUMERATED {true}                               OPTIONAL,

    f1-C-Traffic-PrefixReq-r16      ENUMERATED {true}                               OPTIONAL,

    f1-U-Traffic-PrefixReq-r16      ENUMERATED {true}                               OPTIONAL,

    non-F1-Traffic-PrefixReq-r16    ENUMERATED {true}                               OPTIONAL,

    ...

}

IAB-IP-AddressAndTraffic-r16 ::= SEQUENCE {

    all-Traffic-IAB-IP-Address-r16  SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    f1-C-Traffic-IP-Address-r16     SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    f1-U-Traffic-IP-Address-r16     SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL,

    non-F1-Traffic-IP-Address-r16   SEQUENCE (SIZE(1..8)) OF IAB-IP-Address-r16     OPTIONAL
}

IAB-IP-PrefixAndTraffic-r16 ::= SEQUENCE {

    all-Traffic-IAB-IP-Address-r16  IAB-IP-Address-r16                              OPTIONAL,

    f1-C-Traffic-IP-Address-r16     IAB-IP-Address-r16                              OPTIONAL,

    f1-U-Traffic-IP-Address-r16     IAB-IP-Address-r16                              OPTIONAL,

    non-F1-Traffic-IP-Address-r16   IAB-IP-Address-r16                              OPTIONAL
}

-- TAG-IABOTHERINFORMATION-STOP

-- ASN1STOP

	IABOtherInformation-IEs field descriptions

	iab-IPv4-AddressNumReq

This field is used to request the numbers of IPv4 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv4-AddressReport

This field is used to report the IPv4 address per specific usage assigned by OAM for IAB-DU. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-AddressNumReq

This field is used to request the numbers of IPv6 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-AddressPrefixReq
This field is used to request the prefix of IPv6 address per specific usage. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-AddressReport

This field is used to report the IPv6 address per specific usage assigned by OAM for IAB-DU. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.

	iab-IPv6-PrefixReport

This field is used to report the prefix of IPv6 address per specific usage assigned by OAM for IAB-DU. The specific usages include F1-C traffic, F1-U traffic, non-F1 traffic and all traffic.


	IAB-IP-AddressNumReq-IEs field descriptions

	all-Traffic-NumReq

This field is used to request the numbers of IP address for all traffic.

	f1-C-Traffic-NumReq

This field is used to request the numbers of IP address for F1-C traffic.

	f1-U-Traffic-NumReq

This field is used to request the numbers of IP address for F1-U traffic.

	non-F1-Traffic-NumReq

This field is used to request the numbers of IP address for non-F1 traffic.


	IAB-IP-AddressPrefixReq-IEs field descriptions

	all-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for all traffic. The length of allocated IPv6 prefix is fixed to 64.

	f1-C-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for F1-C traffic. The length of allocated IPv6 prefix is fixed to 64.

	f1-U-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for F1-U traffic. The length of allocated IPv6 prefix is fixed to 64.

	non-F1-Traffic-PrefixReq

This field is used to request the IPv6 address prefix for non-F1 traffic. The length of allocated IPv6 prefix is fixed to 64.


	IAB-IP-AddressAndTraffic-IEs field descriptions

	all-Traffic-IAB-IP-Address

This field is used to report to IAB-donor-CU the IP address(es) or IPv6 address prefix for all traffic.

	f1-C-Traffic-IP-Address

This field is used to report to IAB-donor-CU the IP address(es) or IPv6 address prefix for F1-C traffic.

	f1-U-Traffic-IP-Address

This field is used to report to IAB-donor-CU the IP address(es) or IPv6 address prefix for F1-U traffic.

	non-F1-Traffic-IP-Address

This field is used to report to IAB-donor-CU the IP address(es) or IPv6 address prefix for non-F1 traffic.


Next Modified Subclause
6.3.2
Radio resource control information elements
<Omit>
–
LogicalChannelIdentity
The IE LogicalChannelIdentity is used to identify one logical channel (LogicalChannelConfig) and the corresponding RLC bearer (RLC-BearerConfig) or BH RLC channel (BH-RLC-ChannelConfig).

LogicalChannelIdentity information element

-- ASN1START

-- TAG-LOGICALCHANNELIDENTITY-START

LogicalChannelIdentity ::=          INTEGER (1..maxLC-ID)

-- TAG-LOGICALCHANNELIDENTITY-STOP

-- ASN1STOP

End of Modified Subclause
_1677919515.bin

_1677919516.bin

