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According to the agreed WID RP-210904, Layer 2 relay is going to be specified in Rel-17. In the objective specific for Layer-2 (L2) relaying, the control plan procedure needs to be specified as follows,
	Work Item objectives specific to Layer-2 (L2) relaying:
3. Specify mechanisms for E2E, i.e. PC5 and Uu, QoS management [RAN2]:
4. Specify mechanisms for service continuity 
0. Limited to intra-gNB cases [RAN2]
5. Specify mechanisms for U2N Adaptation layer design [RAN2]
0. For bearer mapping and Remote UE identification, incl. RAN related security aspects if any
 6.	Specify Control Plane procedures for U2N, including RRC connection management, system information delivery, paging mechanism and access control for Remote UE [RAN2, RAN3]


In this paper, we discuss the detailed CP procedures based on the working assumption and agreements in the RAN2#113bis meeting.  
2 Discussion
2.1 Connection Management 
2.1.1 Remote UE ID allocation and AL configuration 
In last meeting, it was agreed that the remote UE identity is included in the AL header@Uu link. But when/who to allocate the remote UE identity is FFS. Furthermore, if the AL header is needed for SRB0 transfer@Uu link is also FFS. The common understanding is that the AL header is at least should be present for SRB1/DRBs relaying on Uu link, thus the remote UE identity should be allocated during RRC connection establishment (including setup, reestablishment and resume) procedure and the AL configuration should be provided to the relay UE to do the mapping between PC5 RLC bearer IDs, identity information of remote UE and Uu radio bearer, and Uu RLC bearer IDs.  
Whether SRB0 relaying with AL header@Uu link
When there are more than one Remote UEs try to establish RRC connections with the gNB via the same Relay UE, the gNB should be able to differentiate each remote UE when receiving multiple msg3 from the relay UE, and the relay UE should be able to know which msg4 is responding to which remote UE’s msg3. One possible way is to configure multiple Uu RLC bearers to the relay UE, and the relay UE will use one dedicated RLC bearer for relaying one remote UE’s msg3, so that when the relay UE receives msg4 via the same RLC bearer, it knows to forward the msg4 to which remote UE. However, the drawback of this option is a relay UE needs to reserve many Uu RLC bearer for msg3 relaying in order to serve an amount of remote UEs. A more straightforward and simpler way is to carry remote UE identity in AL header when relaying msg3. In this case, the gNB can differentiate the remote UE by AL header when receiving msg3, and response msg4 with AL header to the relay UE as well. 
Proposal 1: The Remote UE’s SRB0 messages (i.e. msg3 and msg4) should be delivered with AL header carrying Remote UE ID@Uu link for the purpose of Remote UE differentiation at Relay UE and the gNB.
For SRB0 transfer, one dedicated RLC bearer could be used at Uu link with higher LCID priority, so that the gNB can be aware the RRC message is from a new accessing remote UE and accelerate the RRC connection establishment. This dedicated Uu RLC bearer can use default configuration like normal Uu SRB1/2.
Proposal 2: One dedicated Uu RLC bearer with default configuration should be used for Remote UE’s SRB0 delivering at Uu link. 
When/who to allocate the remote UE identity
It was agreed that the UE ID in the adaptation layer header is a local, temporary remote UE ID in the last meeting. Based on above discussion, the UE ID should be included when a relay UE forwarding a new remote UE’s msg3 to the network during the remote UE’s RRC connection establishment. Thus the remote UE ID is available at relay UE before forwarding the msg3. It should be easy for Relay UE to allocate the UE ID as a locally unique identifier under the relay UE. In addition, since only the relay UE can see the PC5 uncast link (e.g. the remote UE’s L2 IDs) the Relay UE can directly associate the PC5 link of the Remote UE with the remote UE ID without more network effort to configure the mapping. 
Proposal 3: The Remote UE ID is allocated by Relay UE, and used to uniquely identify one Remote UE under one Relay UE.
This remote UE’s local ID is temporary, like the temporary ID C-RNTI that is assigned by the base station. The local ID allocation method is up to Relay UE implementation, which can guarantee as much as possible that the newly assigned local ID is different from the previous one. Furthermore, local ID is just used by the Relay UE and the gNB to differentiate different Remote UEs’ traffic and is not used for any other signaling procedures. Hence we see no security issues to add the local ID in the adaption layer header.
Proposal 4: RAN2 confirms that there is no security issues to include the local ID in the adaption layer header.
How to configure AL in relay UE
According to the agreement that mapping is done at Relay UE between PC5 RLC bearer IDs, identity information of remote UE and Uu radio bearer, and Uu RLC bearer IDs, the AL configuration should include the above mapping provided by the network to the relay UE when adding a remote UE’s SRB1/SRB2/DRBs. And the configuration could be modified later as usual.
Proposal 5: the AL configuration should include the mapping between PC5 RLC bearer IDs, identity information of remote UE and Uu radio bearer and Uu RLC bearer IDs provided by the network to the relay UE when adding a remote UE’s SRB1/SRB2/DRBs.
2.1.2 Content of the RRC messages
In legacy Uu configuration, RRCSetup contains SRB1 configurations including the PDCP and RLC bearer configuration. For the relay scenario, since it has been agreed that only RRCResume and RRCReestablishment use default PC5 configuration, RRCSetup/RRCResume/RRCReestablishment for Remote UE should provide the SRB1’s PC5 configuration for delivery of other SRB1 RRC message of the Remote UE, by that the remote UE knows the association between SRB1 PDCP and PC5 RLC bearer assuming there is only 1 to 1 mapping between Uu bearer and PC5 RLC bearer i.e. no AL@PC5.
Proposal 6: RRCSetup/RRCResume/RRCReestablishment of the Remote UE should contain PC5 RLC bearer configuration of SRB1, and the remote UE performs the association between the Uu SRB1 PDCP and PC5 RLC bearer.
For the DRBs of the remote UE, the layers over PDCP (including PDCP) have the same configuration as within the gNB. The layers below PDCP are SL bearers. Therefore, when RRC Reconfiguration for the Remote UE is adding a new Uu bearer, it should include the configuration of corresponding PC5 RLC bearer, then the remote UE can associate the Uu bearer PDCP and the PC5 RLC bearer. Different from the legacy PC5 RRC configuration, where the LCID is not configured, the LCID of the Remote UE’s can be directly assigned to both relay UE and remote UE. 
Proposal 7: When the RRC Reconfiguration message for the Remote UE is adding a Uu DRB, it should include PC5 RLC bearer configuration with assigned LCID.
For the Connection Release message which release the remote UE to RRC_INACTIVE or RRC_IDLE, we do not see the need to change the message content. The Remote UE may need to indicate to the Relay UE the status change and parameters update. 
Proposal 8: Reuse the RRC Release message as Uu interface for the Remote UE. 
2.1.3 RRC Establishment/ Resume Cause for Relay UE
There are two scenarios that Relay UE needs to add the establishment/resume cause. One is that Relay UE determine to provide relay service even no message is received from the Remote UE. The other is that Relay UE is triggered by the message in the PC5 RLC bearer which is received from the Remote UE. 
For the two cases, the reason the relay UE sets up the RRC connection is to provide relaying service to upcoming remote UE, which is different from the current triggers defined in NAS layer. Therefore it is better to add a new establishment/resume cause for the Relay UE when entering the RRC_CONNECTED. For the first case, the decision could be made by NAS layer or AS layer; while for the second case, the relay UE’s RRC connection is triggered by the remote UE’s messages in PC5 RLC bearer, and it can only be seen in AS layer. Considering that L2 relay service has minor impact on the core network, we prefer slightly that the cause can be set by the RRC layer.  
Proposal 9: A new establishment/resume cause value is needed for the case that a Relay UE establishes RRC connection in order to be a relay or relaying remote UE’s service, and the establishment/resume cause is set by RRC layer. 
2.2 Failure Detection and Handling
2.2.1 Failure Detection
Since Remote UE connects to the gNB via a Relay UE, there are two radio links which affects the Remote UE’s link quality. 
For the PC5 link, UE can detect sidelink RLF according to the following guidelines in TS38.331 clause 5.8.9.3, which is captured as follows,
	1>	upon indication from sidelink RLC entity that the maximum number of retransmissions for a specific destination has been reached; or
1>	upon T400 expiry for a specific destination; or
1>	upon indication from sidelink MAC entity that the maximum number of consecutive HARQ DTX for a specific destination has been reached; or
1>	upon integrity check failure indication from sidelink PDCP entity concerning SL-SRB2 or SL-SRB3 for a specific destination:
2>	consider sidelink radio link failure to be detected for this destination;


Therefore, Remote UE can detect the sidelink RLF according to the legacy procedure. When the sidelink RLF is detected, we propose that Remote UE considers it as radio link failure with the gNB,
Proposal 10: When SL RLF is detected, Remote UE considers it as radio link failure with the gNB.
For the Uu link, Relay UE may suffer from Uu RLF but still with good SL quality. In this case, since the Relay UE cannot provide the Remote UE the relay service anymore, it should release the PC5 connection with the Remote UE, meantime follow normal Uu FLF handling, i.e. initiating RRC connection re-establishment procedure.  However, according to the context of the relay UE, it is not enough to recovery the RRC connection of the Remote UE. To avoid complicated handling and unclear standard impact, it is better for Relay UE indicating the Remote UE its own situation upon detection of the RLF. The Remote UE can consider RLF detected after receiving the indication from the Relay UE. Therefore, we propose,
Proposal 11: When Uu RLF is detected by relay UE, the relay UE sends an indication to the remote UE. After receiving the indication from the Relay UE indicating Uu RLF, the remote UE considers it as radio link failure with gNB.
2.2.2 Failure Handling
In legacy procedure, with detected radio link failure with setup DRB(s), UE triggers connection re-establishment in a selected cell. 
For Remote UE, besides re-establishment via Uu, it is also possible to re-establish the connection via a relay. Therefore, we propose, 
Proposal 12: When Remote UE radio link failure with gNB is detected, the remote UE tries to re-establish the RRC connection with gNB, during which a relay UE or a normal cell could be selected as long as the relay UE/cell meets the relay selection/cell selection criteria. 
2.3 Paging
According to the agreement in [1], the option 2 in TR 36.746 is selected as the baseline for paging monitoring and relaying, where the Relay UE monitors the Remote UE's Paging Occasion (PO)(s) in addition to its own PO(s) and relay UE is required to identify whether and which Remote UE is paged. For the paging relaying, both CN paging and RAN paging need to be supported. 
2.3.1 PO monitoring
According to the agreement in RAN2#113bis, Relay UE should monitor all POs for the Remote UE.
	Proposal 12: [19/23] [Easy] Suppose a relay UE needs to monitor paging for a remote UE, the relay UE should monitor all POs for the remote UE as a baseline


To enable the Relay UE monitoring the Remote UE’s POs, Relay UE needs to know the PO(s) of the Remote UE. PO is calculated with UE specific parameters (including UE specific DRX value(s) configured by RRC layer and/or upper layers and UE_ID, i.e., 5G-S-TMSI mod 1024,) and cell specific parameters (including Ns, nAndPagingFrameOffset, nrofPDCCH-MonitoringOccasionPerSSB-InPO, and the length of default DRX Cycle). To calculate the POs, there are following two options,
· Option 1: Remote UE calculates the POs based on UE specific parameters and the cell specific parameters transmitted from Relay UE. The calculated POs and Remote UE’s ID (5G-S-TMSI for RRC_Idle, 5G-S-TMSI and I_RNTI for RRC_Inactive) are sent to the Relay UE for paging monitoring.  
· Option 2: Relay UE calculates the POs based on the UE specific parameters (UE specific DRX cycle and 5G-S-TMSI) transmitted from Remote UE and the cell specific parameters. Remote UE’s IDs (5G-S-TMSI for RRC_Idle, 5G-S-TMSI and I_RNTI for RRC_Inactive) are sent to the Relay UE for identifying whether and which Remote UE is paged.
For option2, the security concern on exposing 5G-S-TMSI on PC5 link was raised in the last meeting, for that a LS to SA3 was sent. Our understanding is that the remote UE will send the 5G-S-TMSI via an established/secured PC5 unicast link, and the 5G-S-TMSI itself is a temporary UE ID, so there would be no security risk for option2. Thus if SA3 responds the LS with the answer there is no security issue for option2, then option2 should be chosen. But if SA3 identifies some security risk for option2, the option 1 should be chosen. So we prefer to wait for SA3’s response before making decision between option1 and option2.
Proposal 13: RAN2 to wait for SA3’s response before making decision on paging monitoring. 
Since the relay UE needs to monitor multiple PO(s) for the connected Remote UEs, it will be power consumed as the relay UE needs to be activated in multiple PO. The more power saving way for the Relay UE can also be further studied, e.g. alignment the POs by changing the PO calculated parameters. 
2.3.2 Paging message relaying
In RAN2#113bis meeting, it is agreed that unicast can be used for paging forwarding via PC5 as follows.
	Proposal 13: [23/23] [Easy] Unicast can be used for the paging forwarding via PC5.


According to the option 2 in TR 36.746, Relay UE will decode the paging message received in the remote UE’s POs and check whether the Remote UE is paged. For unicast the paging, a new PC5-RRC message is needed to indicate which Remote UE is paged. 
Proposal 14: A new PC5-RRC message is needed to relay the paging information from relay UE to Remote UE for unicast.  
Since the Relay UE already knows whether the paging message is for the Remote UE, broadcast/group cast are not needed. Therefore we propose the paging message only forwarding via unicast.
Proposal 15: Broadcast and group cast cannot be used for the paging forwarding via PC5.
2.4 System Information Delivery
In SI TR [1], it was captured that the system information can be forwarded via broadcast, group cast or unicast but without details. On-demand SI request is supported for Remote UE for all RRC state and DedicatedSIBRequest procedure is re-used for the Remote UE in RRC_CONNECTED to request SI via the Relay UE. A Remote UE (IC or OOC) can request/receive SI via the Relay UE when PC5-RRC is established to a Relay UE. In RAN2#113bis meeting, the following agreements have been achieved.
	Proposal 9-1: [23/23] [Easy] For RRC_Connected remote UE, RAN2 confirm that DedicatedSIBRequest procedure is re-used for the Remote UE to request the SI via relay UE.
Proposal 9-2: [22/23] [Easy] For RRC_Idle/INACTIVE remote UE, remote UE informs relay UE on requested SIB type(s) via PC5 RRC message. Then, relay UE triggers legacy on-demand SI acquisition procedure according to its own RRC state (if needed) and sends the acquired SIB to remote UE.
Proposal 10-2: [23/23] [Easy] PC5-RRC message can be used to carry the system information forwarding via PC5.


Regarding the agreement of SI forwarding via a PC5-RRC message, it should be further clarified which cast type from unicast, broadcast and group cast can be supported. In our understanding, the unicast can be supported as least so that unicast can be taken as a baseline. In that case the system information forwarding using the agreed new dedicated PC5-RRC message could be via the existing SCCH logical channel. On the other hand, if broadcast or group cast is used for the system information delivery, how to setup the group and which L2 ID and/or LC to be used for SI forwarding should be further discussed in both SA2 and RAN2. On the other hand, we do not see the need to support SI forwarding by broadcast or group cast, thus we propose to not consider it in this release for simplicity.  
Proposal 16: For the System information forwarding using the new PC5-RRC message, unicast should be supported. 
Proposal 17: System information forwarding by broadcast or group cast is not supported in Release 17.
The system information in Uu includes Minimum SI (i.e., MIB and SIB1) and Other SIs (SIB2-SIB14). 
· For Minimum SI, there are some physical transmission related information e.g. SFN/SCS/SSB/PDCCH config, which is not needed to relay to the remote UE. But the cell status information should be relayed to the remote UE so that the UE can determine if the cell is suitable to access. However, whether the MIB can be forward as in Uu RRC message format or only including some information in relay UE’s PC5 RRC message could be discussed further. 
· For SIB1, most information is useful for the remote UE, e.g. cell selection configuration, cell access related info,  UAC related information. Thus we prefer to forward the whole SIB1 to the Remote UE. 
· For Other SIs, the SIB related to cell re-selection (SIB2, SIB3, SIB4 and SIB5) can benefit the Remote UE when cell-reselection occurs. The public warning as SIB6/7/8 can also benefit Remote UE. SIB12/13/14 are used to support NR sidelink communication and LTE V2X and can be forward to the Remote UE. Thus the above SIBs should be supported at least.
Therefore, for what system information can be relayed to Remote UEs, we propose:
Proposal 18: SIB1/2/3/4/5/6/7/8/12/13/14 should be relayed to the Remote UE by Relay UE. FFS on forwarding the whole MIB or parts of information.
2.5 Access control
When considering access control, it includes the access control for the remote UE as well as the relay UE. 
According to WA, remote UE is in charge of the access control check for its own service, which is agreed as follows.
	WA: Proposal 15: [23/23] [Easy] Remote UE can reuse legacy access control and no need to enhance the access control procedure of Remote UE.  FFS whether the relay UE performs UAC for itself.


It is clear that remote UE perform the access control check when it intends to access the network and relay UE does not perform access control check for remote UE’s data. Further study is needed whether and how the relay UE perform access control check when the relay UE intends to access and provide relay service for the remote UE. 
Observation 1: It is unclear whether and how the relay UE perform access control check when the relay UE intends to access network only for the purpose to be a relay but not for its own service.
Since relay UE is introduced to increase the coverage and if the relay UE has already connects with a remote UE and receives messages from the remote UE, whose service has already been checked, it is recommended to always allow the access of the relay UE. 
Considering that the access barring check for an access attempt associated with a given Access Category and one or more Access Identities are upon request from upper layers according to TS 24.501 or the RRC layer, we propose,
Proposal 19: RAN 2 should discuss how to set the AC in relay UE when it intends to access network only to serve as a Relay UE but not for its own service.
1. Conclusion
In this paper, we discuss the detailed CP procedure for L2 U2N relay. According to the discussion, we have following proposals.
Proposal 1: The Remote UE’s SRB0 messages (i.e. msg3 and msg4) should be delivered with AL header carrying Remote UE ID@Uu link for the purpose of Remote UE differentiation at Relay UE and the gNB. 
Proposal 2: One dedicated Uu RLC bearer with default configuration should be used for Remote UE’s SRB0 delivering at Uu link. 
Proposal 3: The Remote UE ID is allocated by Relay UE, and used to uniquely identify one Remote UE under one Relay UE.
Proposal 4: RAN2 confirms that there is no security issues to include the local ID in the adaption layer header.
Proposal 5: the AL configuration should include the mapping between PC5 RLC bearer IDs, identity information of remote UE and Uu radio bearer and Uu RLC bearer IDs provided by the network to the relay UE when adding a remote UE’s SRB1/SRB2/DRBs.
Proposal 6: RRCSetup/RRCResume/RRCReestablishment of the Remote UE should contain PC5 RLC bearer configuration of SRB1, and the remote UE performs the association between the Uu SRB1 PDCP and PC5 RLC bearer.
Proposal 7: When the RRC Reconfiguration message for the Remote UE is adding a Uu DRB, it should include PC5 RLC bearer configuration with assigned LCID.
Proposal 8: Reuse the RRC Release message as Uu interface for the Remote UE. 
Proposal 9: A new establishment/resume cause value is needed for the case that a Relay UE establishes RRC connection in order to be a relay or relaying remote UE’s service, and the establishment/resume cause is set by RRC layer.
Proposal 10: When SL RLF is detected, Remote UE considers it as radio link failure with the gNB.
Proposal 11: When Uu RLF is detected by relay UE, the relay UE sends an indication to the remote UE. After receiving the indication from the Relay UE indicating Uu RLF, the remote UE considers it as radio link failure with gNB.
Proposal 12: When Remote UE radio link failure with gNB is detected, the remote UE tries to re-establish the RRC connection with gNB, during which a relay UE or a normal cell could be selected as long as the relay UE/cell meets the relay selection/cell selection criteria.  
Proposal 13: RAN2 to wait for SA3’s response before making decision on paging monitoring. 
Proposal 14: A new PC5-RRC message is needed to relay the paging information from relay UE to Remote UE for unicast.  
Proposal 15: Broadcast and group cast cannot be used for the paging forwarding via PC5.
Proposal 16: For the System information forwarding using the new PC5-RRC message, unicast should be supported. 
Proposal 17: System information forwarding by broadcast or group cast is not supported in Release 17.
Proposal 18: SIB1/2/3/4/5/6/7/8/12/13/14 should be relaying to the Remote UE by Relay UE. FFS on forwarding the whole MIB or parts of information.
Proposal 19: RAN 2 should discuss how to set the AC in relay UE when it intends to access network only for the purpose to be a relay but not for its own service.
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