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	Reason for change:
	This is a mirrored CR from R2-2106142 (CR0294)

In NR, UE first indicate integrity verification failure to the upper layer and then discard the integrity failed packet. 

In legacy LTE, UE first discard the integrity failed packet and then indicate integrity verification failure to the upper layer, e.g. for SRB (in Section 5.1.2.2.1)

When integrity verification procedure for RN(Relay Node) was added to Section 5.1.2.1.4.1, “NR style” was specified in LTE PDCP specification.

To keep the commonality of the LTE PDCP specification, it should be corrected according to “LTE style”


	
	

	Summary of change:
	To change the procedure of integrity verification failure according to LTE style.

Impact analysis
Impacted functionality: 
No functional change

Inter-operability: 
No inter-operability issue.


	
	

	Consequences if not approved:
	The commonality of LTE PDCP specification is not kept.
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<Start of modification>
[bookmark: _Toc12524371][bookmark: _Toc37299422][bookmark: _Toc46494627][bookmark: _Toc52581193][bookmark: _Toc60785905]5.1.2.1.4.1	Procedures when a PDCP PDU is received from the lower layers
For DRBs mapped on RLC AM or RLC UM, SLRB and for LWA bearers, or for DRBs and SRBs when PDCP duplication is used, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:
-	if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-	if the PDCP PDU was received on WLAN:
-	if received PDCP SN > Next_PDCP_RX_SN:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-	else:
-	for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;
-	if received PDCP SN > Next_PDCP_RX_SN:
-	decipher the PDCP PDU as specified in the clause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN - 1 and the received PDCP SN.
-	else:
-	decipher the PDCP PDU as specified in the clause 5.6, and perform integrity verification of the PDCP Data PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN.
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:
-	increment RX_HFN by one;
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:
-	use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU.
-	else if received PDCP SN >= Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification (if applicable) of the PDCP PDU;
-	set Next_PDCP_RX_SN to the received PDCP SN + 1;
-	if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:
-	set Next_PDCP_RX_SN to 0;
-	increment RX_HFN by one.
-	else if received PDCP SN < Next_PDCP_RX_SN:
-	use COUNT based on RX_HFN and the received PDCP SN for deciphering and integrity verification of the PDCP PDU;
-	if the PDCP PDU has not been discarded in the above:
-	if a PDCP SDU with the same PDCP SN is stored:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer.
-	discard the PDCP PDU;
-	else:
-	perform deciphering and integrity verification (if applicable) of the PDCP PDU and store the resulting PDCP SDU;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP Data PDU;.
-	indicate the integrity verification failure to upper layer.
[bookmark: _GoBack]-	if the PDCP PDU has not been discarded in the above:
-	if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression (if configured) using ROHC as specified in the clause 5.5.5 and/or using EHC as specified in the clause 5.14.5:
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP PDU;
-	set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;
-	if t-Reordering is running:
-	if the PDCP SDU with Reordering_PDCP_RX_COUNT – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above):
-	if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.
<End of modification>


