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1	Introduction
The work for the WI on RAN slicing enhancements started at RAN2#113-bis-e, and a summary of the discussions for slice-specific RACH can be found in ‎[1].
In this contribution, we address:
· Open issues regarding the selection between 2-step and 4-step RACH based on an RSRP threshold
· Whether a slice specific RSRP threshold should be used
· Fallback procedures
· Collision between slice-based RACH RA-RNTI and legacy RA-RNTI
[bookmark: _Ref178064866]2	Discussion
2.1	RACH type selection and RSRP threshold
In ‎[1], the following proposal and FFSs are listed:
	Proposal 5.1: RACH type selection between 2-step slice specific RACH and 4-step slice specific RACH is based on a RSRP threshold.
FFS to introduce a slice specific threshold or reuse the legacy threshold.
FFS UE should first select between slice specific RA and common RA or UE should first select RA type between 2-step RA and 4-step RA


When 2-step RACH was defined in Release 16, it was understood that 2-step RACH requires better radio conditions than 4-step RACH. This is the reason why the RSRP threshold was introduced. The UE would measure the RSRP, compare it against the RSRP threshold and use 2-step RACH if RSRP is above the threshold and 4-step RACH otherwise.
This procedure is independent of whether a UE uses common or slice specific Random Access (RA) resources (ROs or BWP).
When a UE uses slice specific ROs on the common BWP, the radio conditions will be the same as for UEs using common ROs on the same BWP. 
When a UE uses a slice specific BWP for RA, the radio conditions may be slightly different from the common BWP. However, to achieve the same success rate for 2-step RACH on the slice specific BWP as for the common BWP, the channel conditions (RSRP) need to exceed the same RSRP threshold as is used for the common BWP.
Therefore, the selection between 2-step and 4-step RACH for slice specific RA resources can follow the same principles as for the common RA resources. This also means that the same RSRP threshold can be used for both slice specific RA resources and for common RA resources.
[bookmark: _Toc71533631]The procedure for RACH type selection is independent of whether slice specific or common RA resources are used.
[bookmark: _Toc71533632]The RSRP threshold for the RACH type selection is configured such that a certain success rate should be achievable for 2-step RACH. This is also independent of whether a slice use slice specific or common RA resources.
[bookmark: _Toc71533634]The RACH type selection for slice specific RA resources should follow the same principles as for common RA resources. The same RSRP threshold should be used for both slice specific and common RA resources.
When a UE uses a slice with slice specific RA resources, the intention is that any communication for that slice should be isolated from other communication using common RA resources or other slices using other slice specific RA resources. This is a 2-way relationship:
· The UE should not be disturbed by other UEs using other slices and other resources.
· But also, the UE should not disturb other UEs using other slices and other resources.
If RA on slice specific resources fails, the UE always have the option to fallback to use the common RA resources (but not other slice specific RA resources). However, a UE configured to use slice specific resources should use these as much as possible, and only fallback to common resources as a last resort.
[bookmark: _Toc71533633]When RA on slice specific resources fails, it is always possible to fallback to try RA on common resources. However, this fallback option should be minimized.
[bookmark: _Toc71533635]A UE using slice specific resources should first try with 2-step RACH (if supported and allowed) and then try with 4-step RACH on the same slice specific resources. A fallback to use common resources should only happen if all RA attempts on slice specific resources failed.

2.2	Fallback scenarios
In ‎[1], the following fallback options were listed:
[bookmark: _Ref71286331]Table 1. List of fallback cases copied from ‎[1]
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 1
	2-step slice specific RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH

	Case 2
	2-step slice specific RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH.
FFS Fallback from 4-step slice specific RACH to 4-step common RACH

	FFS Case 3 is valid
	4-step slice specific RACH
2-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 4
	4-step slice specific RACH
4-step common RACH
	Always perform 4-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
	Fallback to 4-step slice specific RACH. 
FFS Fallback from 4-step slice specific RACH to 4-step common RACH.

	FFS
Case 6 is valid
	2-step slice specific RACH
2-step common RACH
	Always perform 2-step slice specific RACH
	FFS:
No fallback vs. Fallback to common RACH

	Case 7
	2-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 2-step slice specific RACH
	Fallback to 4-step common RACH. 
No fallback to 2-step common RACH.


	FFS
Case 8 is valid
	4-step slice specific RACH
2-step common RACH
4-step common RACH
	FFS Always perform 4-step slice specific RACH
	FFS Fallback from 4-step slice specific RACH to 4-step common RACH.



When discussing fallback scenarios, it is wise to first define a set of general principles that should apply.
As is described in Section 2.1, 2-step RACH may be used if the RSRP exceeds the RSRP threshold. Otherwise, 4-step RACH will be used. This is regardless of whether slice specific or common RA resources are used. This means that 4-step RACH is always available.
Principle #1: 4-step RACH is always available, both for common RA and slice specific RA.
This also means that, if a UE supports 2-step RACH then it supports it for all RA resources, i.e. both common and slice specific RA resources (RO or BWP). Correspondingly, if the network supports 2-step RACH then it also supports it for all RA resources.
Principle #2: If 2-step RACH is configured for common RA resources, then it will also be available for slice specific RA resources, and vice versa.
As also described in Section 2.1, any UE using slice specific RA resources can fallback to use common RA resources. However, the UE should use the slice specific resources as much as possible and only fallback to common resources as a last resort.
Principle #3: Fallback to common RA resources is always possible. However, when slice specific RA resources are configured then fallback to common RA resources should be minimized or even avoided completely.
Principle #4: Usage of slice specific RA resources (if configured) should be maximized. If an RA attempt on slice specific RA resources fails, then the UE may wait a little and try again on the same slice specific RA resources. A UE may even make several RA attempts on the slice specific RA resources before switching to common RA resources.
Principle #1 means that all cases not including 4-step RACH are invalid (cases 1, 6 and 7).
Principle #2 means that all case including 2-step RACH for only either slice specific RA or common RA, but not for both, are invalid (case 1, 2, 3 and 8).
Principle #3 means that all case not including fallback to common RA is not correctly described (part of cases 2, 3, 4 and 6).
Principle #4 means that all case not maximizing the use of slice specific RA before fallback to common RA is invalid (case 1, 6 and 7).
Applying the above principles gives the table below where only cases 4 and 5 are kept from Table 1. Additional description is also included for case 5.
For completeness, two more cases are also added:
Case 9: Release 16 UEs supporting 2-step RACH but not using slice specific RA resources.
Case 10: Release 15 UEs not supporting 2-step RACH nor using slice specific RA resources.
[bookmark: _Ref71279976]Table 2. Proposed fallback cases
	Cases
	RACH resource configuration in one BWP
	RACH type selection for slice triggered access
	Fallback after MSGA or MSG1 attempt number beyond threshold

	Case 4
	4-step slice specific RACH
4-step common RACH
	4-step slice specific RACH
	4-step common RACH

	Case 5
	2-step slice specific RACH
2-step common RACH
4-step slice specific RACH
4-step common RACH
	RACH type selection based on RSRP threshold
Threshold exceeded
2-step slice specific RACH
	First fallback:
4-step slice specific RACH
If first fallback fails, second fallback:
2-step common RACH
If second fallback fails, third fallback:
4-step common RACH 
Comment: When RSRP exceeds the threshold, this means that 2-step common RACH failed for other reasons than poor channel, probably congestion on the slice specific RACH resources. The congestion level on common RACH may be different, lower or higher, but it is worth trying with 2-step.

	
	
	RACH type selection based on RSRP threshold
Threshold not exceeded
4-step slice specific RACH
	4-step common RACH
Comment: If RSRP is below the threshold then the radio channel was not good enough for 2-step RACH. The radio channel on common RACH will likely be equally poor, which means that 2-step on common RACH will likely also fail and the UE may try with 4-step directly.

	Case 9
(Rel-16)
	2-step common RACH
4-step common RACH
	RACH type selection based on RSRP threshold
Threshold exceeded
2-step common RACH
	4-step common RACH

	
	
	RACH type selection based on RSRP threshold
Threshold not exceeded
4-step common RACH
	No fallback available
(except for try again later)

	Case 10
(Rel-15)
	4-step common RACH
	4-step common RACH
	No fallback available
(except for try again later)



[bookmark: _Toc71533636]Use the fallback cases listed in Table 2 for the remaining work.
Table 2 suggests fallback to common RA resources when RA on slice specific RA resources fails. An alternative is to repeat the RA several times on the slice specific RA resources before switching to the common RA resources. In fact, the UE could try RA on slice specific RA resources so many times that it will virtually never fallback to common RA resources.
[bookmark: _Toc71533637]RAN2 should discuss if fallback to common RA resources is needed at all, or if the UE should just simply re-try RA on the slice specific RA resources again.
2.3	Collision between slice-based RACH RA-RNTI and legacy RA-RNTI
In ‎[1], the following proposal is listed as difficult to converge on:
	[7/17] Proposal 7: FFS whether there is collision between slice-based RACH RA-RNTI and legacy RA-RNTI.


As we described in our response at the last meeting, this issue has been identified in the past but has been left to network configuration. 
[bookmark: _Toc71533638]The issue with collision between slice-based RACH RA-RNTI and legacy RA-RNTI should be discussed with low priority or not at all. Other issues should be addressed first.
Conclusion
In the previous sections we made the following observations: 
Observation 1	The procedure for RACH type selection is independent of whether slice specific or common RA resources are used.
Observation 2	The RSRP threshold for the RACH type selection is configured such that a certain success rate should be achievable for 2-step RACH. This is also independent of whether a slice use slice specific or common RA resources.
Observation 3	When RA on slice specific resources fails, it is always possible to fallback to try RA on common resources. However, this fallback option should be minimized.

Based on the discussion in the previous sections we propose the following:
Proposal 1	The RACH type selection for slice specific RA resources should follow the same principles as for common RA resources. The same RSRP threshold should be used for both slice specific and common RA resources.
Proposal 2	A UE using slice specific resources should first try with 2-step RACH (if supported and allowed) and then try with 4-step RACH on the same slice specific resources. A fallback to use common resources should only happen if all RA attempts on slice specific resources failed.
Proposal 3	Use the fallback cases listed in Table 2 for the remaining work.
Proposal 4	RAN2 should discuss if fallback to common RA resources is needed at all, or if the UE should just simply re-try RA on the slice specific RA resources again.
Proposal 5	The issue with collision between slice-based RACH RA-RNTI and legacy RA-RNTI should be discussed with low priority or not at all. Other issues should be addressed first.
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