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This paper discusses details for slice grouping based on the agreements in last RAN2 meeting. In this paper, we discuss candidate options for how to organize slice grouping.

RAN2 agreement
	1: With regard the main solution for prioritisation for slice based cell reselection, the following topics to be the initial focus for discussion: Details of slice availability in terms of Slice grouping and frequency priority information for broadcast and RRC Release message,  usage of “intended slice” (FFS whether we use this term in specification), UE prioritisation of slice when there is more than one intended slice and how UE determines frequency priority for inter-frequency cell reselection based on these.
2: Following topics are only considered after some progress on the main solution for prioritisation for slice based cell reselection: which SIB(s) to carry slice availability, whether an LS to SA3 is needed (if SST/SD is agreed for slice info), whether SIB segmentation/on-demand is required (if new SIB is defined).
3: Other topics that have some support and could be discussed further depending on companies providing more details on the motivation and level of support: slice based reselection for MO, different RSRP/RSRQ thresholds for inter and intra-frequency slice based cell reselection, need for Validity area in RRC Release



Discussion
We explain the following four options as candidate solution to organize slice grouping.

Option1: Slice grouping identified by NSSAI

It is most straightforward, but not sure about its security risk. In the current mechanism, NSSAI related information is always transmitted/received with NAS container using cipher/integrity protections. So, we have to send LS to SA3 to ask security risk to expose NSSAI information in SIBs.

Option2: Slice grouping identified by TAC (limited to the registration area) 
With this option, gNB indicates only TACs which belong to the current registration area (TACs within the current TAI list). So, this option does not require UEs to have the knowledge about the supported slices of other registration areas. There is no impact on SA/CT side, since with the current registration mechanism, UEs have the knowledge about the supported slices of the registration area, so.

Option3: Slice grouping identified by TAC (beyond the registration area)
With this option, gNB also indicates TACs which do not belong to the current registration area (TACs with in the current TAI list and TACs beyond the TAI list). This option requires UEs to have the knowledge about the supported slices of other registration areas. So there may some impact on SA/CT side to introduce some mechanism to inform those slice information to UEs.

Option4: Slice grouping identified by a new identity

This option introduces a new identity. If we assume this identity is available only in RAN sides, we may be able to avoid changes in SA/CT side. To address security risks, one possible solution is that slice grouping identities are provided in dedicated RRC messages using cipher/integrity protections and frequencies for priorities and slice grouping identities are available in SIB.

We summarize the four options below.

	
	Security
	SA/CT
	RAN
	Use case

	Option1
	Check with SA3 whether exposing NSSAI in SIB cause any security risk
	No impact
	Indicating NSSAIs with its priority in SIB
	No restrictions

	Option2
	No concern
	No impact
	Indicating TACs with its priority in SIB
	This option works for only the case where the frequencies which belong to the same registration area.

	Option3
	No concern
	New mechanism is needed to inform slice information of the TACs which do not belong the registration area.
	Indicating TACs with its priority in SIB
	No restrictions

	Option3
	No concern
	No impact
	Indicating slice group identities with its priority in SIB
	No restrictions



We think that option1 is simple and preferable but at the same time we understand that we need to check its security risk with SA2, since it expose NSSAI without cipher/integrity protections. So, we propose the following. 

Proposal1 : RAN2 prioritze option1 over other options, agree to send LS about potential security risk with option1 to SA3
Proposal2 : If SA3 concluded that option1 has security risk, RAN2 discuss other options

Conclusion
In this conclusion, we make the following proposals.

Proposal1 : RAN2 prioritze option1 over other options, agree to send LS about potential security risk with option1 to SA3
Proposal2 : If SA3 concluded that option1 has security risk, RAN2 discuss other options
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