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Introduction
At RAN2#113-e and RAN2#113b-e, the RAN2 impact for supporting external credentials was initially discussed and the following agreements were achieved [1][2]:
A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The supported Group IDs are broadcasted
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
In the UE, AS reports to NAS about the following broadcasted new parameters:
[bookmark: _GoBack]Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
Supported Group IDs
Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.


Use the term "Credentials Holder (CH)" in future RAN2 discussions for the external entity providing subscription or credential for SNPNs.
Use the term "Group IDs for Network Selection (GINs)" in future RAN2 discussions for the service provider Group IDs.
The following assumptions in last meeting are confirmed as agreements,
The new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
GIDs are broadcasted per SNPN in network sharing scenarios.
RAN2 to revise the previous agreement as following: 
In the UE, AS reports broadcast Group IDs per SNPN to NAS.
To supporting SNPN with subscription or credentials by a separate entity, R2 assumes that there is no impact on cell (re)selection (e.g. no need to change suitable cell criteria).

In this paper, we discuss the remaining issues for supporting external credentials.
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2.1 System information
As agreed at RAN2#113-e and RAN2#113b-e, the following parameters related to the support of external credentials are broadcast:
· Indicator 1: access using credentials from a credentials holder is supported. 
· Indicator 2: registration attempts from UEs that are not explicitly configured to select the SNPN is allowed.
· Supported Group IDs (GINs) for external credentials.
It was agreed that all these parameters are broadcast per SNPN and both indicator 1 and indicator 2 are broadcast in SIB1. However, there was no consensus on the details of how to broadcast GINs. The issues related to the broadcast GINs are discussed as follows.
(1) Which SIB to broadcast GINs
At RAN2#113b-e, which SIB to broadcast GINs was discussed and the following three options were proposed: 
· Option 1: SIB1
· Option 2: SIB10
· Option 3: New SIB other than SIB1 or SIB10
In a shared cell, the GINs are broadcast per SNPN. As each SNPN may support multiple GINs and the size of each GIN is large (according to the approved CR to TS 23.501 in S2-2101079 [3], the GIN reuses the NID encoding which has a length of 44bits), it is preferred to include the GINs in a SIB other than SIB1 due to the large overhead. SIB10 is a proper choice, since this SIB is used specifically for NPN.
The GINs are broadcast in SIB10. 
(2) Maximum number of broadcast GINs
In SIB1, the maximum number of broadcast network IDs is 12. If the GINs are included in SIB10, the restriction on the number of GINs shall be independent from that of the network IDs, i.e. the number of GINs is not counted in the maximum number of broadcast network IDs (which is 12). It is suggested that the maximum number of GINs should be restricted at the cell level, and the value 12 and 24 is preferred.
The number of broadcast GINs is not counted in the maximum number of broadcast network IDs (which is 12).
The maximum number of GINs broadcast by a cell is restricted at the cell level. The values 12 and 24 are suggested. 
(3) Stage-3 details of GINs
Assume the GINs are broadcast in SIB10. Then there are two options for including the GINs in SIB10:
· Option a) Provide a GIN list for each SNPN that supports external credentials: In SIB10 a number of GIN lists are included and the n-th GIN list is associated with the n-th SNPN that broadcasts the external credentials support indication in SIB1. The GIN list is absent if the associated SNPN is not configured with supported GINs.
· Option b) Provide a bitmap, which is linked to a list of GINs, for each SNPN that supports external credentials. In SIB10 a list of GINs and a number of bitmaps are included. The n-th bitmap is associated with the n-th SNPN that broadcasts the external credentials support indication in SIB1, and the bitmap is absent if the associated SNPN is not configured with supported GINs. The m-th bit in each bitmap indicates whether the m-th SNPN in the list of GINs is supported by the associated SNPN.
These two options are illustrated in Figs. 1 and 2, where SNPN1 does not support the external credentials, SNPN2 supports the external credentials but no GINs are configured, and SNPN3, 4, 5 support the GINs{A,B,C}, GINs {A,B}, GINs{B,C} respectively. 
It is noted that each of the two options has its own advantage (in terms of the overall size of GINs) under a certain condition: When there are many GINs each of which is supported by multiple SNPNs, option b) outperforms option a). On the other hand, when there are few or no GINs each of which is supported by multiple SNPNs, option a) outperforms option b). Therefore, to enable the flexible choice of the two options in different conditions, both of the two options can be supported in the SIB and a CHOICE structure can be used to include one of the two options.
For per SNPN supported GINs, both of the following two options are supported in the SIB, and a CHOICE structure is used to include one of the two options to be actually applied. 
· Option a) Provide a GIN list for each SNPN that supports external credentials.  
· Option b) Provide a bitmap, which is linked to a list of GINs, for each SNPN that supports external credentials.
Note that along with Proposal 3 above, the total number of the GINs that can be present in the GIN lists in above two options is subject to the cell-level maximum number, i.e. 12 or 24, as suggested in Proposal 3.
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Fig. 1 Illustration of option a.
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Fig. 2 Illustration of option b.
2.2 Cell access
(1) Need of indication signalled to RAN
At RAN2#113b-e, whether UE signals an indication that the access is using external credentials to RAN was discussed. The intention for signalling this indication is to facilitate the AMF selection, under the assumption that the support of external credentials is not uniform for AMFs in the SNPN.
However, according to the approved CR to TS 23.501 in S2-2102964 [4]:
When an SNPN supports UE access using credentials assigned by a Credentials Holder separate from the SNPN, it is assumed that the is supported is homogeneously within the whole SNPN.

Our understanding of the above text is that the support of external credentials is uniform for all AMFs in an SNPN. If this understanding is correct, then there seems to be no need to signal such indication to RAN for AMF selection. If there is no common understanding about the above text, RAN2 can SA2 for confirmation.
Ask SA2 to clarify whether the support of external credentials are uniform for all AMFs in an SNPN. 


(2) UAC
The UAC parameters broadcast in SIB1 is used for access control. When the UE initiates an access attempt to the network, it needs to check whether the access attempt is allowed based on the broadcast UAC parameters. In the case that UEs may access to an SNPN with external credentials, the network can introduce a new set of UAC parameters to specifically control such access, while the old set of UAC parameters is used to control the normal access.
Introduce a set of UAC parameters specific to access with external credentials.
2.3 Connected mobility
According to SA2’s reply LS in S2-2101076 [5], the external credentials related parameters broadcast by all cells within an SNPN should be the same. This means that the support of external credentials is uniform for all cells in the SNPN, and therefore the support information related to external credentials does not need to be considered for intra-SNPN handover. So, there is no RAN2 impact to support the intra-SNPN handover in the external credentials case.
There is no RAN2 impact to support the intra-SNPN handover in the external credentials case.
Conclusion
[bookmark: OLE_LINK3]In this paper, we discussed the impact for supporting SNPN with external credentials and proposed the following:
1. The GINs are broadcast in SIB10. 
The number of broadcast GINs is not counted in the maximum number of broadcast network IDs (which is 12).
The maximum number of GINs broadcast by a cell is restricted at the cell level. The values 12 and 24 are suggested.
 For per SNPN supported GINs, both of the following two options are supported in the SIB, and a CHOICE structure is used to include one of the two options to be actually applied. 
· Option a) Provide a GIN list for each SNPN that supports external credentials.  
· Option b) Provide a bitmap, which is linked to a list of GINs, for each SNPN that supports external credentials.
Ask SA2 to clarify whether the support of external credentials are uniform for all AMFs in an SNPN. 
Introduce a set of UAC parameters specific to access with external credentials.
There is no RAN2 impact to support the intra-SNPN handover in the external credentials case.
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