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1	Introduction
During the previous meeting several proposals related to the support SNPN with subscription or credentials by a separate entity remained open [R2-2104290]: 
Cat-b-Proposal 1	RAN2 to discuss whether the indicator "access using credentials from a separate entity is supported" is set independent of the GIN broadcast.
Cat-b-Proposal 2	RAN2 to discuss which SIB to include the GIDs,
· Option 1: SIB1
· Option 2: SIB10
· Option 3: New SIB other than SIB1 or SIB10
Cat-b-Proposal 3	RAN2 to discuss whether the max number of GIDs is specified per SNPN or per cell, and how many GIDs is appropriate.
Cat-b-Proposal 4	For mixed RAN sharing scenario, discuss whether the total number of Network IDs (12 in legacy) should take into account the number of GIDs.
Cat-b-Proposal 5	RAN2 to discuss whether HRNN for GIDs is needed and to be reported by UE AS to UE NAS.
Cat-b-Proposal 6	RAN2 to discuss whether UE NAS provide the selected GID to UE AS.
Cat-b-Proposal 7	RAN2 to discuss if any other information about external authentication needs to be provided from UE NAS to UE AS.
Cat-b-Proposal 8	RAN2 to discuss whether NG-RAN needs to select an AMF based on the Home SP or GID corresponding to the credential access.
This paper addresses these open issues considering the progress of the SA2.
2	Discussion
2.1	Considerations on GIN advertisements
In SA2 a general architecture description for the support SNPN with subscription or credentials by a separate entity can be found in section 5.30.2.0 of TS 23.501:


[bookmark: _Hlk67939452]Figure 5.30.2.9.2-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AAA Server


[bookmark: _Hlk67939463]Figure 5.30.2.9.3-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM

These figures show that the Credentials Holder that is denoted by GIN(s) has no direct interface to the RAN and not responsible for session and mobility management. 
SA2 agreed the following definition for CH in TS 23.501:
Credentials Holder: Entity which authenticates and authorizes access to an SNPN separate from the Credentials Holder.
The architecture figures and the definition of Credentials Holder clarify that Credential Holder and SNPN have different functions in the system. 
Observation 1.1: The RAN has no direct interface to the network of the Credentials Holder.
Observation 1.2: The Credential Holder and the SNPN have different functions in the system
Based on these observations even if the identifiers of the SNPNs and CHs have the same format, the UE should differentiate them, as they are used in different ways; e.g. when the UE performs network selection. This understanding was also confirmed at RAN2#113bis when it was agreed 
· "SNPN with subscription or credentials by a separate entity, R2 assumes that there is no impact on cell (re)selection (e.g. no need to change suitable cell criteria)". 
· "GIDs are broadcasted per SNPN in network sharing scenarios"
To enable the differentiation of SNPN identifiers and CH identifiers they should be advertised separately in SI.
Proposal 1.1: RAN2 assumes that GINs are separated from SNPN IDs in RAN SI broadcast.
Another consequence of observation 1.1 and 1.2 is that the maximum number SNPNs that can share a cell does not valid to the maximum the number of GINs that can be supported by a cell. This view is implicitly confirmed with the RAN2 agreement that "GINs are broadcasted per SNPN in network sharing scenarios".
Observation 1.3: The maximum number SNPNs that can share a cell does not applicable to the maximum the number of GINs that can be supported by a cell.
When the maximum number of GINs per SNPN is selected the following aspects should be considered
1)	More GINs provides more flexibility in deployments.
2) 	The broadcast of GINs requires radio resources. The more GINs are advertised the more radio resources are used.
A possible approach could be to maximize the number of GINs in a way that all GINs can fit in single SIB message. The maximum size of a SIB message is 2976 bits. A GIN consists of a PLMN ID (24 bits) and an NID (44 bits), therefore a GIN is 68 bits. This results that maximum 43 GINs can fit in a SIB. 
Another approach can to maximize the number of GINs per SNPN as GINs are advertised per SNPN. As maximum 12 SNPNs can share a cell, maximum 3 GINs per SNPN can guarantee that all GINs fit a SIB message without considering message overhead. As in most of the cells are not shared among 12 SNPNs, a higher limit is more reasonable in practice. Therefore, we propose to introduce a maximum number per SNPN with the additional disclaimer that GINs for all SNPNs sharing the cell shall fit in a single SIB message. Our view is that maximum 16 GINs per SNPN is a reasonable limit.
Proposal 1.2: The maximum number of GINs per SNPN is 16, but GINs for all SNPNs sharing the cell shall fit in a single SIB message.
Another open issue from the RAN2#113bis is the SIB to be used for GIN advertisement. The following proposals were at RAN2#113:
1)	SIB1
2)	SIB10, which is used for HRNNs of NPNs
3)	A new SIB
SIB1 contains the essential system information that is needed to access a cell. The GINs cannot be considered essential, e.g. the UE does not need them for cell selection and reselection. Therefore, adding GINs to SIB1 is a waste of SIB1 resources. Both SIB10 and a new SIB are reasonable, only the SIB size limitation should be considered. If a cell is not shared by many NPNs then HRNNs and GINs can fit in a single SIB. In the extreme case when 12 SNPNs share a cell, and all them have HRNNs and support GINs then using the same SIB for HRNNs and GINs can be a problem, it may result that operator has to choose between advertising HRNNs or GINs. Therefore, we think that it is more flexible if a separate SIB is specified for GINs.
Proposal 1.3: A new SIB is specified for GIN advertisement. 
2.2	Sending the selected GIN to RAN in AS signalling
At RAN2#113bis it was left open whether the UE should send the selected GIN to the RAN in RRC signalling. As SA2 indicated in their LS the uniform support of external authentication related parameters in an SNPN, the motivation of including the GIN in RRC signalling can be to support GIN based AMF selection. Until now there is no such a requirement in SA2, e.g., in the description of network selection procedure it is explicitly specified that the UE shall send the selected SNPN identifier to NG-RAN, but there is no similar requirement on GIN (clause 5.30.2.4.1 of 23.501):
When a UE performs Initial Registration to an SNPN, the UE shall indicate the PLMN ID and NID as broadcast by the selected SNPN to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.
Therefore, our view is that RAN2 can assume that this is not needed. 
Proposal 2.1: RAN2 assumes that there is no need to indicate the selected GIN in AS signalling.
3	Conclusion
This document has made the following observations and proposals:
Observation 1.1: The RAN has no direct interface to the network of the Credentials Holder.
Observation 1.2: The Credential Holder and the SNPN have different functions in the system
Proposal 1.1: RAN2 assumes that GINs are separated from SNPN IDs in RAN SI broadcast.
Observation 1.3: The maximum number SNPNs that can share a cell does not applicable to the maximum the number of GINs that can be supported by a cell.
Proposal 1.2: The maximum number of GINs per SNPN is 16, but GINs for all SNPNs sharing the cell shall fit in a single SIB message.
Proposal 1.3: A new SIB is specified for GIN advertisement. 
Proposal 2.1: RAN2 assumes that there is no need to indicate the selected GIN in AS signalling.
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