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Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]At RAN2#113bis-e meeting, the objective “Support UE onboarding and provisioning for NPN” was discussed and some agreement has been reached  [1] as the following:
	UE AS forwards the onboarding indication (and Group IDs if Proposal#1 is agreed) per SNPN to UE NAS for onboarding network selection.
No UE impact on connected mode mobility for onboarding.
A new onboarding indication is included in RRCSetupComplete message.
R2 assumes that no enhancement is needed to support onboarding for provisioning the PNI-NPN credentials to UE.
There is no need to introduce an onboarding request indication in RRC messages for UEs in RRC_INACTIVE. 
Group IDs per SNPN for onboarding purpose is broadcast in the SIB. FFS whether the Group IDs for onboarding purpose and for credential by separate entity are different. 
R2 assumes that onboarding will not impact cell reselection. 


In this contribution, we discuss left issues on this objective.
Discussion
Group IDs for onboarding SNPN has been discussed in RAN2#113bis-e meeting, it has been agreed the Group IDs per SNPN for onboarding purpose is broadcast in the SIB,but companies have different view on whether the Group IDs for onboarding purpose and for credential by separate entity are different.
	Group IDs per SNPN for onboarding purpose is broadcast in the SIB. FFS whether the Group IDs for onboarding purpose and for credential by separate entity are different. 


Some companies think Group IDs for onboarding purpose and for credential by separate entity purpose are same according to the statement in SA2 TR [2],
	NOTE 3:	The Group ID(s) in the SIB that UE can use for selecting an O-SNPN are the same as the Group ID(s) in the SIB that the UE uses for SNPN selection as part of KI#1.


[bookmark: _GoBack]But onboarding and access using credential by separate entity are two independent functions provided by the SNPN. Operator may have different agreement with other operator for these two purposes separately, so it seems not reasonable to impose a restriction that the Group IDs used for onboarding purpose and for credential by separate entity are always same. Nonetheless, this issue is in the scope of SA2, it should be clarified further by SA2. 
Proposal 1: SA2 to clarify whether Group IDs for onboarding purpose and for credential by separate entity can be different.
In reply to RAN2 LS according to [1], SA confirmed that onboarding can be enabled in only part of the SNPN network.
	Question 3: Can RAN2 assume uniform support of onboarding in all cells in an O-SNPN? (I.e. can RAN2 assume that all cells of an O-SNPN broadcasts the support for onboarding or can some cells not set the ”onboardingEnabled” bit to e.g. control RAN congestion?)
[SA2 answer] The ”onboardingEnabled” bit can be set/enabled per cell e.g. when onboarding is enabled in only part of the SNPN network and can also be used to avoid the load from onboarding UEs. The parameter is used to assist the UE in network selection. 


According to above SA2 answer, a specific cell of a onboarding SNPN may set the ”onboardingEnabled” bit to TRUE or FALSE. Hence, even a SNPN supporting onboarding has been selected by UE, UE performing onboarding should again check whether the candidate cell supports onboarding or not before chosing it as the target cell during cell selection/reselection.
Therefore the legacy SNPN suitable cell criteria need to be modified to reflect this new requirement.
Proposal 2: Modification to suitable cell criteria is needed to support SNPN onboarding.
Given that onboarding is a one-shot procedure and rarely occurs, we do not see the need of a special UAC mechanism for onboarding. To avoid extra design on UE side, it can be kept simple by treating the onboarding as MO signaling, and then UE can follow the legacy UAC mechanism completely without extra design.
Proposal 3: Legacy UAC is used for the access control of onboarding.
Based on SA2 conclusion，a SNPN can be used only for on-boarding service purpose, or be used for both on-boarding service purpose and normal service purpose.
	Onboarding network should support functionality to restrict usage to only on-boarding service.
-	When Onboarding network is O-SNPN, the information required to restrict the usage to only onboarding service is locally configured in the AMF and SMF, and the AMF and SMF restrict the usage when the UE indicates that the registration is for Onboarding (e.g. onboarding registration type) or NG-RAN indicates that the access is for Onboarding.


If the selected SNPN is only used for on-boarding service purpose, then in principle only the onboarding UE should be allowed to camp on cell of the selected O-SNPN. UE requires normal service should not be allowed to camp on it. 
According to SA2 conclusion, even though it is not mentioned there is any NG-RAN impacts, we see benefit of a RAN level solution to prevent normal UE from camping on SNPN cell only for Onboarding. To facilitate this, RAN node may need to indicate whether a SNPN is only used for onboarding service or for both onboarding service and normal service.
Proposal 4: Discuss whether NG-RAN needs to indicate whether the SNPN supports only onboarding service, or both onboarding service and normal service.
Using PLMN as Onboarding Network is also supported according to SA conclusion in [2], clause 8.4 as following,
	-	Using PLMN credentials for UE onboarding and PLMN as Onboarding Network (ON) is already possible.


And onboarding is performed via the UP connectivity of PLMN.
	Usage of a PLMN as Onboarding Network for a UE equipped with a USIM shall be possible. The SO-SNPN credentials can be transmitted to UE via UP connectivity.


It seems that SA2 is assuming any PLMN is able to provide UP connectivity to the provisioning server for credentials provisioning. With this, PLMN as Onboarding Network (ON) is transparent to NG-RAN. Therefore, from NG-RAN point of view, we do not need to indicate to UE whether onboarding is enabled by a specific PLMN, i.e. not like what is needed for onboarding SNPN.
Proposal 5: No enhancement is needed when PLMN is used as onboarding network.
Since there is no SA2 agreement that the group IDs or SO-SNPN list can be different between AMFs of a specific O-SNPN, so there is no need to use it in the AMF selection. Hence, it is not necessary for UE to include the group IDs or SO-SNPN list in RRCSetupComplete.
Proposal 6: For onboarding, do not include group IDs or SO-SNPN list in RRCSetupComplete message.
Conclusion
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK47][bookmark: OLE_LINK48]According to the analysis in section 2, we propose:
Proposal 1: SA2 to clarify whether Group IDs for onboarding purpose and for credential by separate entity can be different.
Proposal 2: Modification to suitable cell criteria is needed to support SNPN onboarding.
Proposal 3: Legacy UAC is used for the access control of onboarding.
Proposal 4: Discuss whether NG-RAN needs to indicate whether the SNPN supports only onboarding service, or both onboarding service and normal service.
Proposal 5: No enhancement is needed when PLMN is used as onboarding network.
Proposal 6: For onboarding, do not include group IDs or SO-SNPN list in RRCSetupComplete message.
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