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1. Introduction
This contribution discusses how to define RedCap UE type and capability signaling design. Based on that, this contribution further discusses how to constrain reduced capabilities.
2. Discussion
2.1. Definition of RedCap UE type
According to WID, only one RedCap UE type is to be defined.
·  Specify definition of one RedCap UE type including capabilities for RedCap UE identification and for constraining the use of those RedCap capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths. [RAN2, RAN1]
However it is unclear whether only one UE type is defined for both FR1 and FR2, or one UE type is defined per FR. Per our understanding, the gNB knows the current operating FR of the UE. It can apply corresponding capabilities according to current operating FR. It only needs to know whether the UE is RedCap UE or not. Thus it seems unnecessary to define separate RedCap UE types for FR1 and FR2.
Proposal 1: RAN 2 to confirm that only one RedCap UE type is defined for both FR1 and FR2.

In the SI phase, there are several recommended options for RedCap device type definition:
-	Option 1: All the reduced capabilities recommended at the end of the RedCap study
-	Option 2: Only include the reduced capabilities that the network needs to know during initial access, if any.
-	Option 3: All the recommended reduced capabilities as well as recommended power saving features
-	Option 4: The corresponding minimum set of the reduced capabilities that one RedCap UE type shall mandatorily support
Considering some reduced capabilities may be optional capability, the difference between option 4 and option 1/3 is whether these optional capabilities are counted in UE type definition. Per our understanding, optional capabilities may not be supported by all RedCap UE. Thus it is unnecessary to include all reduced capabilities in RedCap UE type definition.
As to option 2, which reduced capabilities needs to be known during initial access is still unclear. For example, whether RX branch number needs identification during initial access. According to WID, RedCap UE may support 1 or 2 RX branches for FR1 and FR2. If such capabilities are counted in type definition, it may lead to more than one UE type. That contradicts the objective of RedCap WID.
Then option 4 is preferred. A RedCap UE can be defined such that it satisfies the minimum set of reduced capabilities that RedCap UE shall mandatory support, but does not satisfy the mandatory capability required for non-RedCap UE.
Proposal 2: RedCap device type is defined based on option4, i.e. RedCap UE type definition is based on the minimum set of reduced capabilities that RedCap UE shall mandatorily support.

In SI phase, it is agreed the existing UE capabilities framework is used to indicate the capabilities of RedCap UE. Based on the existing capability framework, RedCap UE capabilities can be categorized as mandatory and optional capabilities, like non-RedCap UE:
-	Minimum mandatory capabilities that all RedCap UEs support, if identified.
-	Optional capabilities, to be signalled explicitly.
Further, following potential scenarios are identified regarding the difference between RedCap UE capabilities and non-RedCap UE capabilities:

-	For the features that are mandatory for non-Redcap UEs:
-	The Redcap UE mandatorily supports the feature with the same value.
-	The Redcap UE mandatorily supports the feature, but with different value (e.g. bandwidth value).
-	The Redcap UE optionally supports the feature.
-	The Redcap UE does not support the feature at all.
-	For the features that are optional for non-Redcap UEs:
-	The Redcap UE does not support the feature at all.
-	The Redcap UE supports the feature with a different value.
-	The Redcap UE supports the feature with the same value.
-	The Redcap UE mandatorily supports the feature.

Based on the categorization and possible scenarios, two capability design principle alternatives are captured:
Alternative 1:
-	The UE capability requirements for a RedCap device type, that are different from those for non-RedCap UEs, are listed in the specifications. That is:
-	Mandatory features for non-RedCap UEs that are not applicable for RedCap UEs.
-	Mandatory features for non-RedCap UEs that are optional for RedCap UEs.
-	Mandatory features for non-RedCap UEs that are supported for RedCap UEs but with different value.
-	Optional features for non-RedCap UE that are not applicable for RedCap UE.
-	Optional features for non-RedCap UE that are mandatorily supported for RedCap UE.
	For a RedCap device type, define new signalling fields in UE capability signalling for the features that are mandatory without capability signalling for non-RedCap UEs but are optional for Redcap UEs, or mandatory with capability signalling for non-RedCap UEs but with different value for RedCap UEs. Such new signalling is only applicable for RedCap UEs.
Alternative 2:
-	Directly define the UE capabilities required for RedCap devices, including:
-	Mandatory features for RedCap UEs (defined in specification).
-	Optional features for Redcap UEs (introduce signalling fields in an independent container defined specifically for Redcap UE).
Alternative 1 can be regarded as a ‘mixed signaling approach’: adding new signaling fields applicable only to RedCap UE, and reusing existing signaling fields supported by RedCap UE and non-RedCap UE. The impact on specification includes the following:
- 	Identify scenarios regarding difference between RedCap capabilities and non-RedCap capabilities. 
-	Add new signalling fields for the features that are mandatory without capability signalling for non-RedCap UEs but are optional for Redcap UEs, or mandatory with capability signalling for non-RedCap UEs but with different value for RedCap UEs. 
-	Add description to existing signaling fields to describe whether RedCap UE support or not. 
Observation 1: Alternative 1 can be regarded as “mixed signaling approach” which adds new signaling on top of existing capability signaling for non-RedCap UE. 
While alternative 2 can be regarded as “isolated signaling approach”: signaling fields for RedCap UE and non-RedCap UE are isolated by including them in separate signaling containers. The RedCap specific container should be reported only by RedCap UE and RedCap UE can only report capability with this container. The impact on specification includes the following: 
- 	Identify scenarios regarding difference between RedCap capabilities and non-RedCap capabilities. 
- 	Define a new container in existing container list, and add capabilities supported by RedCap UE into the container. These capabilities includes the mandatory features for non-RedCap UE, but optionally supported by RedCap UE, optional features for non-RedCap UE and also optionally supported by RedCap UE with same or different values.
Observation 2: Alternative 2 can be regarded as “isolated signaling approach” which separates capabilities signaling for RedCap UE and non-RedCap UE in different containers.
Note that these two alternatives shares the same step: to identify differences between RedCap capabilities and non-RedCap capabilities. Per our understanding, this step will count for the main part of the specification work. Thus, the specification workload for these two alternatives will not have big difference.
Observation 3: Alternative 1 and 2 share the same step to identify the difference between RedCap capabilities and non-RedCap capabilities, which will be the main part of the specification work.
One important objective of the RedCap WID is to constrain the use of reduced capabilities are only for RedCap UE, and prevent RedCap UEs from using capabilities not intended for RedCap UE at least CA, DC, and wider bandwidth:
·  Specify definition of one RedCap UE type including capabilities for RedCap UE identification and for constraining the use of those RedCap capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths. [RAN2, RAN1]
One of the options to perform constraining reduced capabilities is verification of RedCap UE, i.e. network performs capability match between UE's reported radio capabilities and the set of capability criteria associated with UE's RedCap type. With alternative 1, for each capability reported by RedCap UE, the network needs to check whether it is allowed for RedCap UE. And for each reported reduced capability, the network needs to check whether it is reported by a non-RedCap UE. This cause complexity in implementation and effort in testing. 
While with alternative 2, it is much easier to perform such capability verification. Actually, the capability criteria associated with RedCap UE is encoded in the RedCap specific container. To perform verification based on alternative 2, the network only needs to check whether only the RedCap specific container is reported by RedCap UE, and whether the RedCap specific container is not reported by non-RedCap UE.
Observation 4: With “isolating signaling approach” of alternative2, it is much easier to perform verification of RedCap UE than the “mixed signaling approach” of alternative 1, in terms of both implementation complexity and testing effort.
Another difference between alternative 1 and 2 is about how to decide new features which will be introduced in future WIs for non-RedCap UE. With alternative 1, since RedCap UE and non-RedCap UE share the same container and part of capability signaling, it may results in the new introduced features are regarded as applicable for RedCap UE by default, unless there is extra discussion in each WI to decide whether new features is applicable for RedCap UE. However, we think it is difficult to require each WI to perform such discussion and make decision.
With alternative 2, since the capabilities of RedCap UE and non-RedCap UE are isolated by separate containers, when introducing new feature for non-RedCap UE there is no need to consider whether it is applicable to RedCap UE. If the new feature is considered as needed for RedCap UE, it can be added to the RedCap specific container separately. Thus, the introduction of new features in the future for RedCap UE and non-RedCap UE is decoupled. This decoupling is beneficial to the progress of introducing new features for non-RedCap UE. 
Observation 5: With separate signaling container provided by alternative 2, introduction of new features for RedCap UE and non-RedCap UE is decoupled, which is beneficial to progress the introduction of new features for non-RedCap UE.
This decoupling is also beneficial to control the feature scale for RedCap UE. If all new features introduced for non-RedCap are applicable for RedCap by default, the boundary between RedCap UE and non-RedCap UE will be vague gradually. This will impact RedCap UE’s market positioning. In addition, limiting the feature scale of RedCap UE is also beneficial to avoid market fragmentation.
Observation 6: Decouple the introduction of new features for RedCap UE and non-RedCap UE is also beneficial to control the feature scale for RedCap UE, so it can fit RedCap UE’s market positioning, and avoid market fragmentation.
Based on above discussion, the capability signaling solution in alternative 2 is preferred.
Proposal 3: To adopt capability signaling solution in alternative 2, i.e. to introduce signalling fields for optional capabilities and mandatory capabilities with signaling in an independent container defined specifically for Redcap UE.
2.2. Constrain of Reduced Capabilities
Besides UE identification during initial access, UE identification is also needed in both AS and NAS layer to handle UE capabilities properly, e.g. to constrain reduced capability and ensure RedCap UE can only use resource and services intended for RedCap UE. There are several options regarding RedCap UE identification are captured in RedCap TR:
-	Option 1: RedCap device type is indicated as part of the capability signalling.
-	Option 2: Define a new IE specifically for RedCap UEs containing RedCap-specific capabilities. The IE is included in the signalling only by Redcap UEs.
-	Option 3: The network identifies RedCap UEs based on identification solution (see Clause 11.1), e.g. during Msg1, Msg3, MsgA, etc, (pending RAN1 conclusion). The identification is forwarded it to target gNB during handover. 
-	Option 4: The network identifies RedCap UE based on the reported capabilities, assuming the identification can be done through RedCap-specific capabilities not used by non-RedCap UEs. 
Because there will be only one RedCap UE type, if a new container is defined specifically for RedCap specific capabilities, it can also be used for RedCap UE indication. There is no need for additional explicit indicator in capability signaling. Network can identify RedCap UE by checking whether this RedCap specific container is included. 
If option 2 is adopted, option 1 and option 4 are not needed. Whether option 3 is needed depends on the results on discussion of early identification.
Proposal 4: To adopt at least option 2 for RedCap UE identification, i.e. define a new IE specifically for RedCap UEs containing RedCap specific capabilities and the new IE is included in the signaling only by RedCap UEs.
One objective of RedCap WID is to constrain the use of reduced capabilities are only for RedCap UE, and prevent RedCap UEs from using capabilities not intended for RedCap UE at least CA, DC, and wider bandwidth. In the RedCap TR, there are several options on how to constrain reduced capabilities:
-	Option 1: RRC Reject based approach
-	Option 2: Subscription validation (Note: SA2, CT1 confirmation is needed)
-	Option 3: Verification of RedCap UE
-	Option 4: Left up to network implementation to ensure RedCap UE uses intended services and/or resources.
As to option 1, RRC rejection is an existing mechanism for non-RedCap UE. We don’t think special treatment to RedCap UE is needed. Someone may think service initiated by RedCap UE has lower priority than non-RedCap UE. However we don’t think reduced capabilities lead to lower importance and priority. Further, it is hard to perform RRC rejection based on RedCap UE type and the requested service type. Service type validation should be perform in NAS layer, but not in AS layer. And the service type should not be defined as special establishment cause in Msg3.
Proposal 5: No extra establishment cause is specified for the purpose of RRC Rejection for RedCap UE.
As to option 2, it is related to validate UE’s indication against its subscription plan. Based on this validation, network can decide whether to accept or reject UE’s registration request. Per our understanding, this validation should be performed in CN and it is beyond RAN2’s scope. Thus it is up to SA2/CT1 to check whether there is any specification impact to perform such validation.
Proposal 6: To consult SA2/CT1 whether there is any specification impact to perform subscription validation.
As to verification of RedCap UE (option 3), network performs capability match between UE's reported radio capabilities and the set of capability criteria associated with UE's RedCap type. This function can prevent misbehavior UE report capabilities not allowed for RedCap UEs. And it can also be used to prevent non-RedCap UE report reduced capabilities.
Capability verification can be performed based on capability signaling. As the discussed above, the choice of capability signaling solution (alternative 1 or alternative 2) has big impact on implementation complexity and testing effort. With alternative 2, the capability criteria associated with RedCap UE is actually hard encoded in the RedCap specific container. While with alternative 1, network needs to check reported capabilities one by one against capability criteria.
Proposal 7: Verification of RedCap UE is performed based on RedCap specific container solution.
3. Conclusion
Observation 1: Alternative 1 can be regarded as “mixed signaling approach” which adds new signaling on top of existing capability signaling for non-RedCap UE. 
Observation 2: Alternative 2 can be regarded as “isolated signaling approach” which separates capabilities signaling for RedCap UE and non-RedCap UE in different containers.
Observation 3: Alternative 1 and 2 share the same step to identify the difference between RedCap capabilities and non-RedCap capabilities, which will be the main part of the specification work.
Observation 4: With “isolating signaling approach” of alternative2, it is much easier to perform verification of RedCap UE than the “mixed signaling approach” of alternative 1, in terms of both implementation complexity and testing effort.
Observation 5: With separate signaling container provided by alternative 2, introduction of new features for RedCap UE and non-RedCap UE is decoupled, which is beneficial to progress the introduction of new features for non-RedCap UE and to control feature scale for RedCap UE.
Observation 6: Decouple the introduction of new features for RedCap UE and non-RedCap UE is also beneficial to control the feature scale for RedCap UE, so it can fit RedCap UE’s market positioning, and avoid market fragmentation.
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Proposal 2: RedCap device type is defined based on option4, i.e. RedCap UE type definition is based on the minimum set of reduced capabilities that RedCap UE shall mandatorily support.
Proposal 3: To adopt capability signaling solution in alternative 2, i.e. to introduce signalling fields for optional capabilities and mandatory capabilities with signaling in an independent container defined specifically for Redcap UE.
Proposal 4: To adopt at least option 2 for RedCap UE identification, i.e. define a new IE specifically for RedCap UEs containing RedCap specific capabilities and the new IE is included in the signaling only by RedCap UEs.
Proposal 5: No extra establishment cause is specified for the purpose of RRC Rejection for RedCap UE.
Proposal 6: To consult SA2/CT1 whether there is any specification impact to perform subscription validation.
Proposal 7: Verification of RedCap UE is performed based on RedCap specific container solution.
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