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1. Introduction
In RAN2#113bis-e [1], RAN2 has made the following working assumption on Layer-2 UE-to-NW relay:

Working Assumption:
1: 
Remote UE can reuse legacy access control and no need to enhance the access control procedure of Remote UE.  FFS whether the relay UE performs UAC for itself.
In this paper, we discuss this working assumption and the remaining issues for supporting unified access control.
2. Discussions
In SL relay study phase, the access control issue has been discussed and the following agreements have been reached at RAN2#112-e [2].
Agree the following access control check principles for L2 UE-to-NW relay

1. The Relay UE may provide UAC parameters to Remote UE 

2. The access control check is performed at Remote UE using the parameters of the cell it intends to access.

3. The UE-to-Network Relay UE does not perform access control check for the Remote UE's data.
In general, it is not reasonable to reverse the well-discussed agreements in the study unless there is new major technical problem discovered. As discussed in WI phase, the UAC parameters, as part of SIB1 can be forwarded to the remote UE by relay UE. Therefore, UAC can be simply performed by remote UE based on cell configuration. There is no need to create an inter-dependency of UACs between remote UE and relay UE, the access can be barred in remote UE w/o considering the RRC states of relay UE. 
Proposal 1  
Confirm the working assumption that remote UE performs UAC based on legacy procedure independently. 

For FFS whether the relay UE preforms UAC for itself when relay UE is in IDLE/INACTIVE, this is a system design issue whether relay UE shall have a privilege to skip access control. 
For U2N relay, if a relay UE has been granted this privilege, then this in-coverage UE will no longer be subject to the UAC-config in SIB1. Once it enters RRC_CONNECTED with this privilege, any of its own traffic will also be able to reach NW. Therefore, this basically creates an “exception” for relay UE to avoid access control. There could be some additional mechanism implemented in gNB side to check whether the relay UE skipping UAC indeed relay remote UE traffic or not, but this is completely up to NW implementation. If the access must be further revoked due to those mechanisms, it also adds the complexity of the system  and may not be easily specified.  

On the other hand, if relay UE still need to perform UAC, then UAC has been performed in both UEs, and this will multiply the UAC effects for a remote UE, and the chance of a successful access via relay UE will be further reduced. Literally, this creates a discrimination of remote UE which wants to use a relay when relay UE is not already in CONNENCTED state.
Hence, there is a trade-off in system design of how to balance the U2N relay access and legacy UE access.  If the relay scenario is to be prioritized by gNB, then relay UE shall be allowed to skip UAC procedures. Otherwise, the relay UE shall be treated as like legacy UE to comply with UAC procedures.

Proposal 2  
RAN2 discuss whether SL relay UE can have the prioritized access to skip UAC.
In case that the UAC cannot be skipped, or NW wants to have the option to keep this configurable so it can be adjusted from time to time, then which access category is used to perform UAC in relay UE needs to be discussed. Basically, there can be three options:
· Option 1: Relay UE uses Access Category 8 (MO Signaling for RRC)
· Option 2: Relay UE uses a new Access Category designated for this circumstance

· Option 3: Relay UE checks the content of message (RRC establishment-cause, resume-cause, etc.) and chooses a proper AC correspondingly.
Among the three options, we think Option 3 reflects more accurately the true reason for access. For example, if remote UE’s access attempt is triggered by CN paging, then the access category used by remote UE is AC0, and relay UE shall also be evaluated with AC0 for its access barring, instead of AC8. This can help to avoid unnecessary access barring in the relay UE. If remote UE has emergency, then relay UE access shall be also categories as emergency (AC2) instead of AC8. The relay UE can examine the RRC message from the remote UE and figure out the exact reason for access and choose a proper AC correspondingly.
Proposal 3  
In case of UAC needs to be performed by relay UE, relay UE choose an AC matching the intent of remote UE access request.
Another question for UAC barring is how to handle the case when multiple remote UEs connected to the same relay UE. We think when relay UE is serving multiple remote UEs, it is more vital for relay UE to get access to the network and shall have more probability to clear the UAC check. In this case, even when the T390 for a specific AC (e.g., AC8) may be running, the relay UE shall still be given another chance to try UAC. 

Proposal 4  
In case of relay UE is triggered by access attempts from different remote UEs, relay UE performs a new UAC check for each new access request, in regardless of whether there is an existing T390 timer running or not. 

Literally, access from different remote UEs and access from the relay UE itself cannot be mixed with the same T390 timer, so we propose:

Proposal 5  
Relay UE can maintain multiple T390 timers for each Access Category. 
If UAC is performed in relay UE, then we need to consider the possibility that access is barred. This create a dilemma in the relay UE, because it cannot enter RRC_CONNECTED to accomplish the relay task and the message from remote UE must be buffered. But the RRC procedure initiated in remote UE continues, as remote UE has no idea what happened in the relay UE. The remote UE procedure has its own timers and may be timed out due to no responses from NW side. So, when access barring is eventually elevated in the relay UE and the message (from remote UE) is delivered to the gNB, the remote UE may already abort the RRC procedure due to timeout. 
To avoid this, it is better to keep remote UE informed about the UAC barring. Relay UE can send a PC5-RRC signaling to remote UE about the barring and expected wait time, and the remote UE can then decide whether it wants to stop the procedure and retry at another time. 

[image: image1.png]Relay UE

«>

Legacy UAC OK

- RRCSetupRequest

Stop procedure and stop T300 <

Wait

>

UAC barred, Start T390

RelayFailure (Access barred in Relay, [Wait time])





Figure 1: 
Signaling exchange when UAC is barred in Relay UE

Basically, as shown in example in Figure 1, Remote UE passes the legacy UAC check and initiates its RRCSetupRequest to gNB, but when the message arrives relay UE, the relay UE is subject to access barring, e.g., T390 is running. Logically, the relay is current incapable of relaying. So, relay UE need to send a failure signaling back to remote UE and indicates this failure and expected wait time. Remote UE can then take this into account and take corresponding actions. For example, the remote UE can stop the current RRC procedure gracefully and restart after a wait period. In this case, the relay UE does not need to buffer the RRCSteupRequest message when access is barred.

Proposal 6  
When UAC is barred in relay UE, relay UE informs the barring to remote UE via a PC5-RRC signaling.

UAC barring in relay UE is an exceptional condition for remote UE, and it is reasonable to discuss whether the relay reselection shall be triggered in this case. We think the UAC barring problem is different from Uu RLF problem. Uu RLF means the particular link between relay and gNB is definitely broken, and remote UE must act immediately. However, in the UAC barring case, barring is a cell-wide configuration, so remote UE may reselect another relay and face the same issue. Also, the barring may be alleviated due to some other factors, e.g., another access attempt from relay UE itself or from another remote UE. In those cases, relay UE may enter CONNECTED without waiting for the expiry of T390 timer. However, it is also pointless to make remote UE hang on the current selected relay indefinitely. There must be some exit strategy for a remote UE for this exceptional condition. One possible solution is to have the remote UE to maintain a reselection timer. If the relay UE solves the barring issue within this timer and enters CONNECTED, then relay reselection is not triggered. Another possible solution is to count how many times the remote UE procedure fails, assuming the remote UE will retry the procedure after receiving the relay failure signaling in PC5 interface. Relay reselection shall be triggered if the failed attempts has exceeded a certain configured threshold.
Proposal 7  
Remote UE triggers relay reselection, if one of the following conditions met: 1) relay UE fails to enter RRC_CONNECTED within a certain time; 2) the number of failures of remote UE procedure due to relay UAC barring has reached or exceeded the configured threshold.
As we can see, choosing the IDLE/INACTIVE relay UE does create some additional complications for remote UE access via U2N relay, in regards of UAC barring. So, it is reasonable to make the RRC state information available when UE has multiple candidate relays to select. This information is better to be included as additional AS-layer relay selection criteria.

Proposal 8  
RAN2 consider to add RRC state of relay UE as an additional AS layer criterion.
3. Conclusions

In this paper, we have discussed the UAC issue for Layer 2 U2N relay and have the following proposals:
Proposal 1  
Confirm the working assumption that remote UE performs UAC based on legacy procedure independently. 

Proposal 2  
RAN2 discuss whether SL relay UE can have the prioritized access to skip UAC.
Proposal 3  
In case of UAC needs to be performed by relay UE, relay UE choose an AC matching the intent of remote UE access request.
Proposal 4  
In case of relay UE is triggered by access attempts from different remote UEs, relay UE performs a new UAC check for each new access request, in regardless of whether there is an existing T390 timer running or not. 

Proposal 5  
Relay UE can maintain multiple T390 timers for each Access Category. 
Proposal 6  
When UAC is barred in relay UE, relay UE informs the barring to remote UE via a PC5-RRC signaling.
Proposal 7  
Remote UE triggers relay reselection, if one of the following conditions met: 1) relay UE fails to enter RRC_CONNECTED within a certain time; 2) the number of failures of remote UE procedure due to relay UAC barring has reached or exceeded the configured threshold.
Proposal 8  
RAN2 consider to add RRC state of relay UE as an additional AS layer criterion.
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