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Introduction
As part of Rel-17 eNPN WI, the following agreements regarding the on-boarding of UEs with a 3rd party authentication server were made in [2]. 
	A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
In the UE, AS reports to NAS about the following broadcasted new parameters: Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
    Supported Group IDs
    Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.

In this discussion, we request RAN2 to look at additional indications that are needed in order for such an SNPN on-boarding scenario and solution to be successful. 
Discussion
One major concern using 3rd party authentication in SNPN modes is for the UE to use a trusted server from a trusted 3rd party source. Currently using the 1-bit indication, the only information has is if the SNPN is using a 3rd party authentication server. However, if it is the UE preferred trusted server is unknown. In such situations, for the UE to know the trust aspects of the authentication server, a vendor ID broadcast or unicast through the SNPN gNB using AS mechanisms will help the UE know if it wants to proceed with the authentication or not. Further, service classification can also be achieved where if a trusted 3rd party authentication is available premium services are supported on the UE while only limited-service capability can be achieved with an untrusted 3rd party authentication server. In this regard, we have the following proposals for RAN2. 

Proposal 1: RAN2 to discuss additional options to identify trusted 3rd party authentication servers for onboarding procedures of SNPN. 
Proposal 2: RAN2 to discuss vendor ID transmission through unicast messages (such as RRC etc.) to enable UEs to identify trusted 3rd party servers.    

Conclusion
In this contribution, we provided our views on adding additional options to the on-boarding procedures using 3rd party authentication servers. We have the following proposals: 

Proposal 1: RAN2 to discuss additional options to identify trusted 3rd party authentication servers for onboarding procedures of SNPN. 

Proposal 2: RAN2 to discuss vendor ID transmission through unicast messages (such as RRC etc.) to enable UEs to identify trusted 3rd party servers.    
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