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1 Introduction
According to the latest LS form CT1, the following were made for UE UAC [1]:

CT1 thanks TSG RAN for their LS on Unified Access Control (UAC) for RedCap. 

CT1 would like to provide the following feedback:

From CT1 perspective it would be possible to extend UAC to support differentiation between RedCap and non-RedCap UEs via creation of one or more new Access Identities, creation of one or more new Access Categories, or both of them.
CT1 will follow SA1’s requirement on UAC for RedCap UEs.
It seems that at least to define new Access Identity for Redcap UEs or define new Access Categories for Redcap UEs is feasible from CT1’s view. In this contribution, we give some detailed analysis on how the enhanced UAC works for Redcap UEs.
2 Discussion
Access barring is used as a relief of temporary congestion. CT1 has agreed that Unified Access Control (UAC) can be enhanced for Redcap UEs and to define new Access Identity for Redcap UEs or define new Access Categories for Redcap UEs are feasible.
Some details need to be considered in RAN2 firstly. The first question is whether those three main use cases included in the study item will present very different impacts in terms of cell load and whether we need to differentiate Redcap scenarios when using UAC.
For the high-end wearables requiring a peak rate of 150 Mbps case use case, it is possible that the load and traffic involved have no difference with the NR normal UEs since the same traffic models of FTP model 3 or VoIP was used to characterize the wearables service types. Considering that there is not massive number of high-end wearables in the field, it seems that their access barring do not need to be considered separately from NR normal UEs. While for other cases, e.g., if huge amount of the industrial sensors/ video surveillances are reporting at the same specified time, which hardly happens in traditional mobile communication systems, the network is likely to be congested. To support those scenarios, we propose the access control scheme should be enhanced.
Due to the nature of the traffic, if the traffic models identified are different from the existing services related access categories, it is reasonable to add new access categories or reuse the reserved ones. To add a new access category for video surveillance is reasonable which mainly focused on uplink. It is logical to permit video surveillance while restrict the legacy MO when congestion happens only to downlink resources. 
Regarding to new UE type, additional access identities can be introduced for clearer UE categorization. An example is for industrial wireless sensor scenarios, the operator clarifies 2 new access identities for the sensors. And the details of the newly added access identities should be based on the operator’s needs and this work involves other groups (SA2/CT1).
· For general wireless sensors, Access Class 3

· For safety related sensors, Access Class 4
We also notice that in NR UAC, the Bitmap is used for access identities 1,2,11-15 and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor. If access identities are adopted for Redcap IOT devices, in certain cases, many Redcap or IOT devices may be in the same location need to report at almost the same time (during rush hour). So without the barring factor/timer when an AC turns to “not bar” from “bar”, all the UEs with that AC will access the network synchronously after reading the SIB. Hence, to avoid such network congestions and overloading, we may need to study ways to distribute UEs to prevent such collisions. It seems that a separate SIB for Redcap access barring control is reasonable as in EAB.
Another question is whether CE-level-based access class barring using PRACH resource barring introduced in R15 narrowband can be reused whose purpose is to prevent access to coverage enhancement resources in the congestion case. If Redcap UEs requires coverage recovery and the additional enhancement will be carried out on the repetition transmission, it seems reasonable that the access could be configured to be more restrictive for Redcap UEs. This depends on more RAN1’s input on coverage recovery.
Proposal 1 Unified Access Control can be enhanced for Redcap UE with more details can be discussed further.
· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., industrial sensors);

· CE-level-based access class barring
3 Conclusions

Based on the discussion, our proposals are provided as follows:
Proposal 2 Unified Access Control can be enhanced for Redcap UE with more details can be discussed further.

· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., IOT devices);

· CE-level-based access class barring
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