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Discussion and Decision
1
Introduction
SA3 has agreed on a LS [1], and the content is as below:
SA3 thanks RAN2 for the LS (R2-2010894) on the user consent for trace reporting. 

SA3 understands that regulations for collection of location information could vary around the globe. In some regulations, user consent may not be required on the basis of other legal grounds. In other regulations, user consent may be required regardless.

Therefore, SA3 opines that RAN2, RAN3, and SA5 do not need to make user consent mandatory for RLF/CEF cases but should provide a possibility so that the operator has an option to collect and handle user consent. SA3 also believes it is not required to update previous releases (R15 and prior).
Generally the above statement is different from RAN2 agreement in [2]:
· For for RLF, CEF no configuration is sent from NG-RAN to the UE, there is no need for consent check for these report as such

Regarding the SA3 LS [1], this paper provide technical views for handling user consent.

2
Discussion
From RAN2 point of view, there were lots of discussions regarding user consent for NR SON features. The views are summarized as below (based on the outgoing LS [2]):

(1) RAN2 understands that MDT user consent can cover the location reporting for MDT purpose

(2) For RLF, CEF and SCG failure report, there are location information inside, and currently there is no user consent for the location information

(3) RAN2 had no intention to require the framework change for user consent, but detailed principles of apply user consent for NR reports require SA5 insight

We also note that SA5 LS [3] mentioned the following:
SA5 also understands user consent is needed for the privacy and legal obligations.
In general, we summarize the views from RAN/SA WGs in the following table.

	WG
	Views

	RAN2
	No intention to change the framework for user consent 

	SA3
	Should provide a possibility to handle user consent for RLF/CEF

	SA5
	user consent is needed for the privacy and legal obligations.


At SA5#132-e meeting, we had some papers [4][5][6] for discussing potential impacts due to user consent.

Firstly we think the target is for the location information of RLF/CEF/SCG failure reports. Secondly, we list some options for user consent, and also CRs.The main discussion is listed as below.

	3. Options to apply user consent in RLF, SCG failure and CEF reports

In order to assure the privacy and legal obligations, there are 2 options to apply user consent checking also to the UE location in RLF, SCG failure and CEF reports:

· Option 1: To extend the applied scope of the existing user consent.

· Option 2: To introduce a new user consent for UE location information (i.e., new IE in Initial UE Context Setup in NGAP).

Option 1: The extension of the applied scope of the user consent to RLF, CEF and SCG failure reporting cases is needed in TS 32.422. And it has minimum RAN impact and no impact on CN protocols.

Option 2:
It will introduce a new function in RAN3 specifications and the impact on core network protocol is unavoidable to transfer a new user consent from UDM to NG-RAN node. Option 2 also increase operators’ efforts to collect the new user consent from their customers.

According to the above considerations and the requirements to fix the issue in Rel-16, it is propose to adopt option 1.


For above option 1 and option 2, there are pros and cons for them. For option 2, the introduction of new user consent mechanism may bring lots of impacts to RAN2/RAN3/SA5 and perhaps other WGs, so it should be carefully checked. The whole discussion is mainly for Rel-16, and the potential impacts should be reasonable and straightforward. In other words, if the complexities is huge, it may be better to consider such discussions in later release.

At SA5#132-e meeting, SA5 would like to check more with RAN2/SA3, and thus the papers [4][5][6] were not concluded. Actually, the LSs [1][2] are the consequences.
Based on the above analysis, we have the following observations:

Observation 1: Both SA3 and SA5 would like to consider using user consent for RLF/CEF/SCG failure reports.

Observation 2: RAN2 discussed the issue and reached some consensuses in the past, and it may be good to wait for SA5 decisions. Otherwise, there will be repeated discussions between RAN WGs and SA WGs.
So we propose:

Proposal 1: SA5 should firstly discuss the requirement and solutions based on SA3 LS [1], and then RAN2/RAN3 can check potential impacts correspondingly.

3
Conclusion

In this paper, we discuss the user consent for trace reporting based on SA3 incoming LS [1]. We have the following observation and proposal:

Observation 1: Both SA3 and SA5 would like to consider using user consent for RLF/CEF/SCG failure reports.

Observation 2: RAN2 discussed the issue and reached some consensuses in the past, and it may be good to wait for SA5 decisions. Otherwise, there will be repeated discussions between RAN WGs and SA WGs.

Proposal 1: SA5 should firstly discuss the requirement and solutions based on SA3 LS [1], and then RAN2/RAN3 can check potential impacts correspondingly.
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