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[bookmark: _Ref165266342]Introduction
In R17 NPN, RAN is aim at to support enhanced non-public network (eNPN) based on SA2 conclusion of eNPN. One of RAN objective is to specify the corresponding RAN functionality as following:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
In this contribution, we will analyze the possible RAN enhancement to support SNPN with subscription or credentials by a separate entity.
Discussion
In RAN2#113e, the following agreements were made regarding broadcasting parameters: 
	A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The supported Group IDs are broadcasted
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.



It can be found that the broadcasting parameters above are used for SNPN selection. Based on the design principle of SIB, different SIBs are used to support different function, e.g. SIB2 is used to assist cell re-selection. As SIB1 is designed to control network selection and cell access, it is reas onable that the indication for onboarding should be put in SIB1. Moreover, if this indication is put in the SIB other than SIB1, the acquisition of this indication will be delayed as the other SIBs carrying in SI message are transmitted by NW periodically. Thus, it is proposed toconfirm that these parameters is broadcast in SIB1.
[bookmark: OLE_LINK1]Proposal 1: RAN2 confirms that for each SNPN cell, the following parameters is broadcasted in SIB1:
· Indication that "access using credentials from a separate entity is supported"
· Optionally, supported Group IDs (GIDs)
· Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
[bookmark: _Hlk68031218]For convenience, we use a shortened name externalCredentialsSupport instead of indication that "access using credentials from a separate entity is supported", and use a shortened name opportunisticRegAttemptsAllowed for an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN. Next, we will use externalCredentialsSupport as an example to illustrate how the network broadcasts these parameters, approach of broadcasting of opportunisticRegAttemptsAllowed and supported Group IDs can be analogous to externalCredentialsSupport.
RAN2 has agreed that the externalCredentialsSupport is broadcast per SNPN. There are two options to associates an externalCredentialsSupport with its corresponding SNPN:
· Option 1: Associate the above parameters and the SNPN ID explicitly;
· Option 2: Associate the above parameters and the SNPN ID implicitly.
For option 1, a network index of its corresponding SNPN shall be always provided together with the externalCredentialsSupport , which causes more signaling overhead. 
For option 2, similar with the way of providing HRNN, a list of externalCredentialsSupport indication can be used. In this solution, the list for externalCredentialsSupport shall have the same number of externalCredentialsSupport elements as the number of NPNs in SIB1. The n-th entry of the list of externalCredentialsSupport contains the externalCredentialsSupport indicator of the n-th NPN of SIB1. The indicator in the corresponding entry in the list of externalCredentialsSupport is absent if there is no externalCredentialsSupport associated with the given NPN. It is noted that only the entry corresponding to SNPN may have externalCredentialsSupport. Compared with option 1, this option has less overhead.
Proposal 3: Associate the following parameter and its corresponding SNPN ID implicitly, resepectively. For the list for each parameter, it shall have the same number of elements as the number of NPNs in SIB1. These elements are absent for PNI-NPN.
· ExternalCredentialsSupport;
· supported Group IDs;
· opportunisticRegAttemptsAllowed
According to the TS 23.700-07,RAN2 need to determine the number of supported Group IDs that can be broadcast.
	-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].
NOTE 2:	The number of supported Group IDs that can be broadcast will be determined by RAN2.



[bookmark: OLE_LINK8][bookmark: OLE_LINK7][bookmark: _GoBack]It is found that the Group ID is a specific case of SNPN ID, which has a size of 92 bits. As we know, in R16 NPN, RAN sharing between SNPNs is supported. Considering that the maximum number of shared networks indicated in SIB1 is 12, the number of supported Group IDs can be limited to reduce signaling overhead. It is suggested that up to 12 Group IDs can be broadcasted in a cell, which means that a SNPN belonging to a cell can at least support using the subscription or credentials of a separate entity. For single SNPN, we think it’s not necessary to limit the max number of supported Group IDs broadcast to the UE. 
Proposal 4: Up to 12 Group IDs can be broadcasted in a cell.
Conclusions
Based on the analysis given above, we have the following Observations and Proposals:
Proposal 1: RAN2 confirms that for each SNPN cell, the following parameters is broadcasted in SIB1:
· Indication that "access using credentials from a separate entity is supported"
· Optionally, supported Group IDs (GIDs)
· Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Proposal 2: The following parameters can be added under NPN-IdentityInfoList:
· Indication that "access using credentials from a separate entity is supported"
· supported Group IDs (GIDs)
· an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Proposal 3: Associate the following parameter and its corresponding SNPN ID implicitly, resepectively. For the list for each parameter, it shall have the same number of elements as the number of NPNs in SIB1. These elements are absent for PNI-NPN.
· ExternalCredentialsSupport;
· supported Group IDs;
· opportunisticRegAttemptsAllowed
[bookmark: _Toc502437832]Proposal 4: Up to 12 Group IDs can be broadcasted in a cell.
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