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1	Introduction
This document provides the summary of GNSS positioning integrity based on the contributions [1]-[13] in agenda item 8.11.5. These contributions are related to the following work item objective:
	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]          Note: This objective is applicable to 5GS and EPS.
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The contribution proposals have been sorted and structured into the following categories:
· Liaising with external working groups/organization
· QoS requirement related to integrity
· Integrity for Automotive Use Case

· Considerations on the information transferred for supporting GNSS positioning integrity
· GNSS Feared Events
· GNSS Assistance Information 
· Integrity KPIs
· Integrity Results

· Framework and Mechanisms for supporting GNSS positioning integrity 
· Guiding framework on integrity concepts
· Selection of positioning integrity methods 
· Timer-related integrity event triggering at UE
· Recovery from integrity failure condition
· Integration of multiple positioning methods for integrity

· Signalling and procedures for positioning integrity
· Feasibility of reusing LPP procedures
· Signalling to determine the positioning integrity capability
· Signalling to deliver the KPIs and integrity results
· Signalling to deliver the integrity assistance information to the UE/LMF
· Signalling to deliver the integrity information related to the GNSS positioning measurements from the UE to the LMF
· Overall Signalling Procedures
2	Liaising with external working groups and organizations
2.1 QoS requirement related to integrity
In [6], it is indicated that with the application of integrity to 3GPP positioning systems, the QoS requirements for LCS request need to be redefined to incorporate this concept. Then, according to the QoS requirements, the positioning system can evaluate whether the integrity is guaranteed or not. 
· - <[6] Huawei > Proposal 1:  Define the positioning integrity KPI (e.g. AL, TIR, TTA) in the QoS requirements in LCS request. Send an LS to CT1 and CT4
[bookmark: _Hlk68704754]Proposal 1: 	Define the positioning integrity KPI (e.g. AL, TIR, TTA) in the QoS requirements in LCS request. Send an LS to CT1 and CT4
[bookmark: _Hlk68703338]2.2	Integrity for Automotive Use Case
For supporting integrity for automotive use case, it is recommended in [8] to discuss at group level what are the implications of ISO-26262 on the work for positioning integrity (especially for safety-critical and liability-critical use cases).
· <[8] ESA > Proposal 1:  Liaise with RTCM SC134 working group on GNSS assistance data for integrity message
[bookmark: _Hlk68704762]Proposal 2: 	Liaise with RTCM SC134 working group on GNSS assistance data for integrity message 
3	Considerations on the information transferred for supporting GNSS positioning integrity
[bookmark: _Hlk68704832]3.1	GNSS Feared Events
In this subsection, the proposals from companies related to the different feared events to be considered for supporting UE-based and UE-assisted positioning integrity are discussed.
1 
2 
3 
3.1 
  Inclusion of GNSS Feared Events in LPP 
In [3] it was proposed that the details about the sufficiency of existing IE in LPP to support GNSS positioning integrity are to be studied, as well as benefits and impacts of introducing new related additional IEs in LPP. In [4], it was indicated that the feared events identified in SI, can be considered for GNSS positioning integrity. 
· < [3] Nokia > Proposal 2:  RAN2 should identify the feared events that the existing IEs in LPP cannot support, in order to determine what new IEs for assistance information should be introduced
· <[4] Xiaomi > Proposal 1:  We suggest RAN2 to consider following feared events for GNSS positioning integrity:
· Feared events during positioning data transmission, including data integrity faults
· GNSS feared events, including Satellite feared events, Atmospheric feared events and Local Environment feared events
· UE feared events, including GNSS receiver measurement error
[bookmark: _Hlk68680842][bookmark: _Hlk68704779]Proposal 3: 	Feared events for GNSS positioning integrity include:
· Feared events during positioning data transmission, 
· including data integrity faults
· GNSS feared events, including the following:
· Satellite feared events, 
· Atmospheric feared events 
· Local Environment feared events
· UE feared events, 
· [bookmark: _Hlk68680920]including GNSS receiver measurement error
Feared events during positioning data transmission
[11] discusses that to prevent the FEs of errors during data transmission, the communications between the entities must be protected against accidental data corruption as well as manipulation of the data by a malicious attacker. It is FFS whether the existing mechanisms provided in the transport layers underneath LPP are sufficient to meet the needs of positioning integrity, to mitigate feared events during data transmission.
· <[11] Swift et al. > Proposal 5:  Agree to identify the BER and CRC length in the existing LPP data integrity mechanisms and determine if they are suitable to support positioning integrity.
[bookmark: _Hlk68466454][bookmark: _Hlk68704811][bookmark: _Hlk68680975]Proposal 4: 	Agree to identify the BER and CRC length in the existing LPP data integrity mechanisms and determine if they are suitable to support positioning integrity 
Mitigation of GNSS feared events
For UE-assisted integrity it is observed in [8] that just because LPP supports exchange of information between LMF and UE, does not mean equivalent solutions for UE-based and UE-assisted positioning integrity can be considered. Ability to mitigate GNSS local effects is a key decision factor and it should not be overlooked.
· < [8] ESA > Proposal 2:	  When deciding the details of UE-assisted mode, take into consideration the ability to mitigate all GNSS feared events
[bookmark: _Hlk68704820]Proposal 5: 	For UE-assisted positioning integrity, take into consideration the ability to mitigate all GNSS feared events
[bookmark: _Hlk68681161]Local Environment feared events 
In [10], it is described that the UE can report about high interference levels, suspected jamming or spoofing etc. Also, via configured measurements and observations from capable UEs, the location server can crowd-source information about regional errors such as multipath, interference, jamming and spoofing. Based on crowd-sourced data, the location server can provide regionalized integrity information to UEs entering a specific region to inform about local GNSS and UE feared events.
It is observed in [7] that jammers and spoofers are major threat for positioning integrity. UE can be a major source of detecting interference and spoofing events and can aid network to monitor the disturbances (interference/jamming/spoofing). It is also indicated in [7] that the signalling mechanism for monitoring in cooperative manner and signalling to UEs with low latency needs to be specified. 
· [bookmark: _Hlk68466475]<[10] Ericsson > Proposal 1:  Use UE measurements to enable integrity methods for local GNSS and UE feared events
· <[10] Ericsson > Proposal 2:  Discuss suitable representation of GNSS local environment and UE feared events in the assistance data
· [bookmark: _Hlk68466542]< [7] Fraunhofer> Proposal 1:  RAN2 shall support reporting by the UE (or reference device) integrity information relating to GNSS feared events the information includes at least of:
· Timestamp 
· GNSS feared event type (FFS)
· [bookmark: _Hlk68681283]< [7] Fraunhofer > Proposal 2:  The signaling mechanism to enable the UE (for example the reference device) to report the detected interference/spoofing events and the assistance data to other UEs from LMF shall be specified. 
[bookmark: _Hlk68704882]Proposal 6: 	Use UE measurements to enable integrity methods for local GNSS and UE feared events
Proposal 7: 	Discuss suitable representation of GNSS local environment and UE feared events in the assistance data
[bookmark: _Hlk68704890]Proposal 8: 	Support reporting by UE (or reference device) on integrity information related to GNSS feared events, 
· including at least the following:
· Timestamp
· GNSS feared event type (FFS)
· further study on signalling mechanism to enable reporting of detected interference/spoofing and assistance data from LMF to other UEs 
[bookmark: _Hlk68704911]
3.2	GNSS Assistance Information 
In this subsection, the proposals from companies related to the information carried in the assistance data are discussed.
3.2.1 Prioritization of definition of GNSS Integrity Assistance Data
In [11] it is indicated that the study item discussion about GNSS local environment feared events including multipath, interference and spoofing indicated a need to undertake more work during the work item phase to define what information UEs can detect and report to the LMF and what assistance data can be provided from the LMF to the UE. There is a potential overlap between UE-based and UE-assisted aspects of integrity that will become clearer after further discussions about local environment feared events.
· <[11] Swift et al.  > Proposal 7:	Agree to prioritize definition of the GNSS Integrity Assistance Data IEs and transfer procedures
[bookmark: _Hlk68704927]Proposal 9: 	Agree to prioritize definition of the GNSS Integrity Assistance Data IEs and transfer procedures
3.2.2 Assistance information for UE-based integrity and UE-assisted integrity
In [6], it is indicated that the integrity assistance information is to be studied for delivery to LMF or UE for the improvement of the positioning accuracy and also potentially assisting the calculation of the PL. 
In [4] and [9], the assistance information on feared events on GNSS feared events and GNSS receiver measurement error corresponding to UE-based and UE-assisted integrity are described. 
· [bookmark: _Hlk68393396]<[4] Xiaomi> Proposal 2:  The assistance information from UE to LMF on GNSS receiver measurement error and GNSS feared events and the assistance information from LMF to UE on feared events in transmitting the data to the UE can be considered
· < [6] Huawei > Proposal 2:  Study the assistance information required for UE-based and LMF-based positioning, respectively.
· For UE-based positioning, the integrity assistance information transferred from LMF to UE includes Feared events in the GNSS Assistance Data, Feared events during positioning data transmission, GNSS feared events
· For LMF-based positioning, the integrity assistance information transferred from UE to LMF includes UE feared events
· <[9] InterDigital > Proposal 3:  Support new assistance data delivered to UE for UE-based positioning integrity containing at least the following: Feared events in the GNSS assistance data, Feared events during positioning data transmission and GNSS feared events
· <[9] InterDigital > Proposal 4:  Support new assistance data delivered from UE to LMF for UE-assisted positioning integrity containing at least UE feared events (e.g. HW/SW faults in UE)
In [11] the integrity assumed probability parameters are described and it is observed that the parameters can be signalled between the GNSS Corrections Provider (GCP)/UE and the Integrity Computing Entity (ICE). It also indicated that the transfer of the assumed probability parameters can be accomplished between the LMF and the UE using the existing LPP transfer procedures. 
· <[11] Swift et al. > Proposal 1:	Agree that for UE-based positioning the assumed probability parameters relating to the GCP can be transferred from the LMF to the UE using the Assistance Data Transfer Procedure.
· <[11] Swift et al. > Proposal 2:	Agree that for UE-assisted positioning the assumed probability parameters relating to the UE can be transferred from the UE to the LMF using the Location Data Transfer Procedure.
From the analysis of the contributions, there appears to be certain consensus among companies with proposals on the assistance related to feared events transferred between UE and LMF.
[bookmark: _Hlk68704943]Proposal 10: 	For UE-based positioning integrity,
· in the assistance data transferred from LMF to UE 
· include the following: 
· feared events in the GNSS assistance data, 
· feared events during positioning data transmission,
· GNSS feared events
· Further study on the following:
· inclusion of assumed probability parameters relating to the GCP
· on whether to use LPP Assistance Data Transfer Procedure for transferring the probability parameters relating to the GCP

Proposal 11: 	For UE-assisted positioning integrity,
· in the assistance data transferred from UE to LMF
· include the following:
· UE feared events (e.g. GNSS receiver measurement error)
· Further study on the following:
· inclusion of assumed probability parameters relating to the UE
· on whether to use LPP Location Information Transfer Procedure to transfer the probability parameters relating to the UE
3.2.3 Integrity Message types included in Assistance Data
In [11] the integrity message types that can be sent as GNSS Integrity Assistance Data from the GCP are provided in Table 4 [Appendix A1].  These message types can be transferred between the LMF and UE as LPP GNSS Integrity Assistance Data to meet the requirements of UE-Based Integrity. 
· <[11] Swift et al. > Proposal 3:  Agree to define the GNSS Integrity Assistance Data IEs corresponding to the integrity messages identified in Table 4.
· <[11] Swift et al.  > Proposal 4:	Agree to define extensions to the LPP GNSS Assistance Data IEs within the existing Assistance Data Transfer Procedure to incorporate new GNSS Integrity Assistance Data IEs.
[bookmark: _Hlk68704964]Proposal 12: 	Agree to define the GNSS Integrity Assistance Data IEs corresponding to the integrity messages identified in Table 4
Proposal 13: 	Agree to define extensions to the LPP GNSS Assistance Data IEs within the existing Assistance Data Transfer Procedure to incorporate new GNSS Integrity Assistance Data IEs
3.2.4 Assistance Information for RAT-I and RAT-D
In [3] it indicated that in WI phase it is possible that the support for RAT-dependent modes will be studied.  As a starting point, it is proposed to identify the items which are common to both RAT-D and RAT-I methods and prioritize the study of those ones. It should be noted that integrity for RAT-dependent positioning is out of the Rel-17 WI scope (the WID explicitly identifies “GNSS positioning integrity” in the objective).
· <[3] Nokia> Proposal 1:	RAN2 should prioritize the assistance information that are commonly applicable to both RAT-I and RAT-D as part of assistance information.
[bookmark: _Hlk68704999]Proposal 14: 	Prioritize the assistance information that are commonly applicable to both RAT-I and RAT-D as part of assistance information

[bookmark: _Hlk68705017]3.3 Integrity KPIs
3.3.1 Integrity KPIs in LPP
In [3] it is stated that while how PL is calculated is up to implementation from specification point of view it seems at least AL, TTA, and TIR should be provided as the integrity requirement, because they are involved in the defined inequality. Similar observations are also made in [11] and [9].  In [2] it also is indicated that the QoS of integrity via LPP will be sent to UE if needed.
· <[2] CATT > Proposal 1:  Introduce integrity requirement of QoS in IE CommonIEsRequestLocationInformation, including horizontal alarm limit and horizontal integrity risk, vertical alarm limit, vertical integrity risk, and timeToalarm. 
· <[3] Nokia > Proposal 4:  LPP should be enhanced to support positioning integrity requirement (a.k.a. KPIs) information including AL, TTA, and TIR for the sake of PL derivation.
· <[11] Swift et al. > Proposal 6:  Agree that the existing LPP procedures can be used for transferring the integrity KPIs (TIR, AL, TTA) and integrity results (PL, Achieved KPIs) between the UE and the LMF.
· < [9] InterDigital > Proposal 1:  KPIs delivered to UE or LMF for ensuring positioning integrity includes at least AL, TIR, TTA
From the analysis of the contributions, there appears to be consensus among companies with proposals on the Integrity KPIs to be transferred for GNSS positioning integrity.
[bookmark: _Hlk68705032]Proposal 15: 	Agree that the Integrity KPIs transferred between UE and LMF include TIR, AL, TTA 

[bookmark: _Hlk68705040]3.4 Integrity Results
The TR 38.857 [15] captures the following modes used for reporting of integrity results: 
· Two modes of integrity result reporting are also identified below for consideration in the WI:
· [bookmark: _Hlk68469015]Mode 1 of Integrity Result Reporting: PL Reporting
· [bookmark: _Hlk68469052]Mode 2 of Integrity Result Reporting: Integrity Event Flagging

In [6] it is indicated that both Mode 1 and Mode 2 show benefit in different cases. Mode 1 can be useful when the LCS client does not want to expose the integrity KPIs to the LMF/UE, e.g., AL. Meanwhile, Mode 2 can reduce the complexity for LCS client. Similar observation is provided and the corresponding signaling is described in [3] for Mode 1 and Mode 2. [11] proposes integrity results reporting includes Protection Level (PL) and Achieved KPIs (i.e., the actual KPIs that were achieved during the integrity computation, which may sometimes be lower than the requested KPIs). 
· <[3] Nokia > Proposal 3:  LPP should be enhanced to support positioning integrity result request and delivery, and at least the following new signalling should be specified:
1. Integrity result reporting request (with an indication of reporting mode)
2. Signalling for PL value (for Reporting Mode 1 in TR 38.857)
3. Signalling for integrity event flagging (For Reporting Mode 2 in TR 38.857)
· <[6] Huawei > Proposal 3: Support both Mode 1 and Mode 2 for integrity results reporting in LCS response. Send LS to CT1 and CT4 
· <[9] InterDigital > Proposal 2: UE (for UE-based) or LMF (for UE-assisted) report at least protection level (PL) as the integrity result 
· [bookmark: _Hlk68532889]<[11] Swift et al. > Proposal 6: Agree that the existing LPP procedures can be used for transferring the integrity KPIs (TIR, AL, TTA) and integrity results (PL, Achieved KPIs) between the UE and the LMF.
In [2] it is indicated that as per the existing LCS service request which carries LCS requested QoS information it is better for LCS client to make decision if the navigation system available or not by itself.
· <[2] CATT> Proposal 2:  Support Mode 1 of Integrity Result Reporting: PL Reporting to LCS client from LMF/UE which is similar with existing accuracy mechanism. 
In [13] it is indicated that considering only the final result (estimate location) is sent to the LCS client in Rel-16 positioning, it is convenient to perform the positioning integrity result checking in integrity computing entity which only sends the integrity result to the LCS client.
· <[13] ZTE > Proposal 2:  RAN2 shall consider to only send the integrity result to the LCS client.
[bookmark: _Hlk68705053]Proposal 16: 	Agree Integrity Result reporting, 
· includes the following:
· PL Reporting (Mode 1)
· Integrity Event Flagging (Mode 2)
· Further study on whether to include Achieved KPIs (i.e. actual KPIs that were achieved during the integrity computation) in integrity result reporting

[bookmark: _Hlk68705129]4	Framework and Mechanisms for supporting GNSS positioning integrity 
In this section the aspects related to the framework and different mechanism for supporting UE-based (network-assisted) integrity and UE-assisted integrity are discussed.

[bookmark: _Hlk68705067]4.1	Guiding framework on integrity concepts
In [8] it is indicated that the basic user-level integrity features currently supported in LPP are navURA (signal-in-space accuracy after using the satellite orbits and clock information provided in the GNSS navigation message) and GNSS-SSR-URA (signal-in-space accuracy after applying the SSR corrections). [8] also discussed the possible specification impacts for UE-based and UE-assisted integrity in terms of possible extension with additional fields for GNSS-SSR IE and GNSS-Measurement IE, respectively. 
· <[8] ESA > Proposal 3:  Acknowledge the support of basic integrity features in LPP by updating TS 38.305
· <[8] ESA > Proposal 4:  Add quality indicators to the SSR assistance data IEs. Details are for FFS at this moment
· <[8] ESA > Proposal 5:  Study whether periodic reporting of measurements from UE to LMF needs enabled (if not already supported)
[bookmark: _Hlk68705078]Proposal 17: 	Acknowledge the support of basic integrity features in LPP by updating TS 38.305
Proposal 18: 	Add quality indicators to the SSR assistance data IEs. Details are for FFS at this moment
Proposal 19: 	Study whether periodic reporting of measurements from UE to LMF needs enabled (if not already supported)

[bookmark: _Hlk68705155]4.2	Selection of positioning integrity methods 
In [1] it was observed that positioning integrity has no relationship with positioning measurement methods and that positioning methods are decoupled with network-assisted and UE-assisted integrity.
· <[1] vivo> Proposal 1:  LMF decides whether to choose network-assisted or UE-assisted integrity
[bookmark: _Hlk68705204]Proposal 20: 	LMF decides whether to choose network-assisted or UE-assisted positioning integrity 

[bookmark: _Hlk68705166]4.3	Timer-related integrity event triggering at UE
In [5] is it observed that for Mode 1 of integrity result reporting, the mechanism to trigger the integrity event (system unavailable) needs to be specified for the network assisted MO-LR, network assisted MT-LR and UE assisted MO-LR use cases. It is also indicated that a timer could be introduced in the UE side to help UE determine whether or not the positioning system should be declared as unavailable. The signalling flows for Network assisted MO-LR scenario, network assisted MT-LR scenario, UE assisted MO-LR are also discussed in [5].
· < [5] Oppo > Proposal 1:  RAN 2 to agree that a timer determining whether or not the positioning system should be declared as unavailable could be introduced for the Mode 1 of Integrity Result Reporting: PL Reporting. The timer trigger condition could be PL>AL; the stop condition could be PL<AL or PL = AL; positioning system should be declared as unavailable when this timer expires (when the duration = TTA)
· [bookmark: _Hlk68469691]< [5] Oppo > Proposal 2:  If positioning integrity related timer implementation is agreed, take the above signalling flow for 1) Network assisted MO-LR, 2) network assisted MT-LR, and 3) UE assisted MO-LR as baseline for stage 2 description
[bookmark: _Hlk68705212]Proposal 21: 	For Mode 1 of Integrity Result Reporting (i.e. PL Reporting),
· Agree introducing a timer with following conditions:
· Timer trigger condition could be PL>AL; 
· Stop condition could be PL<AL or PL = AL; 
· Positioning system should be declared as unavailable when this timer expires (when the duration = TTA)
· Further study on the corresponding signalling flows for MO-LR (network-assisted and UE-assisted) and MT-LR (network assisted)  

[bookmark: _Hlk68705175]4.4	Recovery from integrity failure condition
 [9] discussed the importance of recovering to the expected positioning operation upon detecting a potential failure conditions and feared events. For enabling recovery from failure conditions, a recovery time duration can be provided (e.g. in assistance information) to UE or LMF. The recovery time duration can be considered as requirement associated with the integrity, which can be application dependent. 
· < [9] InterDigital > Proposal 14:  Support mechanisms for recovering from integrity failure conditions/feared events detectable at UE
[bookmark: _Hlk68705218]Proposal 22: 	Agree on mechanism for recovering from integrity failure conditions/feared events detectable  at UE 

[bookmark: _Hlk68705182]4.5	Integration of multiple positioning methods for integrity
In [9] it is indicated that for UE-based positioning, the LMF can provide an alternative positioning information to the UE, including information determined using RAT-dependent positioning methods. In the case of UE-assisted positioning integrity, the LMF can use the positioning information determined by UE via GNSS and RAT-dependent positioning methods at LMF for validation and improving the confidence level/accuracy of the positioning information.
· < [9] InterDigital > Proposal 13:  Support configuring of alternative positioning methods (e.g. GNSS and RAT-dependent) in UE for ensuring positioning integrity
[bookmark: _Hlk68705224]Proposal 23: 	Agree on configuring of alternative positioning methods (e.g. GNSS and RAT-dependent) in UE for ensuring positioning integrity

5	Signalling and procedures for GNSS positioning integrity
The TR 38.857 [15] identified the following LPP signalling for consideration in the WI:
a)	Signalling to determine the positioning integrity capability
[bookmark: _Hlk68383952]b)	Signalling to deliver the KPIs and integrity results
c)	Signalling to deliver the integrity assistance information to the UE 
d)	Signalling to deliver the integrity information related to the GNSS positioning measurements from the UE to the LMF 
In the following subsection the company proposals related to the signalling and procedures listed above are discussed.
[bookmark: _Hlk68705239]5.1	Feasibility of using LPP procedures for integrity
[1] observed that it is feasible that Integrity information can be transmitted by existing signalling with modification without architecture change and introducing new interface. Similar indication is provided in [13].
· <[1] vivo > Proposal 3:  To study whether integrity information can be transmitted by existed signal modification without architecture change and new interface introduced
· <[13] ZTE > Proposal 1:  RAN2 shall use the existed LPP procedure for the positioning integrity data transportation:
· [bookmark: _Hlk68686956]LPP Request Capability and LPP Provide Capability are responsible for Integrity capability transportation.
· LPP Request Location Information is responsible for the integrity KPI transportation.
· LPP Provide Location Information is responsible for the integrity results and integrity information related to the GNSS positioning measurements transportation.
· LPP Request Assistance Data and LPP Provide Assistance Data are responsible for the integrity assistance information transportation.

[bookmark: _Hlk68705252]Proposal 24: 	Agree on using the following existing LPP procedures with enhancements for transferring integrity related information between UE and LMF:
· LPP Capability Transfer procedure (via Request Capabilities and Provide Capabilities messages) 
· LPP Assistance Data Transfer procedure (via Request Assistance Data and Provide Assistance Data messages)
· LPP Location Information Transfer procedure (via Request Location Information and Provide Location Information messages)

[bookmark: _Hlk68544184]5.2	Signalling to determine the positioning integrity capability
[1] discusses different combinations related to integrity capability at UE and LMF. It is indicated that if UE has integrity function while LMF does not (legacy network, enhanced UE), then network-assisted integrity should be chosen. If network has integrity function while UE does not (legacy UE, enhanced network), then UE-assisted integrity should be chosen.
In [4] it is indicated that in Rel-16, the positioning capabilities are handled separately per each positioning method, so that integrity capabilities can be included in each positioning method. Considering only RAT-independent integrity will be studied in Rel-17, UE only needs to provide positioning integrity capabilities in A-GNSS positioning method.
· <[1] vivo > Proposal 2:  Integrity capability should be studied in WI
· <[4] Xiaomi > Proposal 3:  It is necessary to introduce positioning integrity capabilities for UE and UE provides positioning integrity capabilities in A-GNSS positioning method based on Rel-16 Capability Transfer Procedure
In terms of signalling, [6] indicated that LPP RequestCapabilities can be reused by the LMF to request the capability of the UE to support positioning integrity and to request positioning integrity capabilities from the UE. LPP ProvideCapabilities can be reused by the UE to indicate its capability to support positioning integrity and to provide its positioning integrity capabilities (e.g. GNSS-RealTimeIntegrity, integrity measurements, integrity results reporting) to the LMF. Similar signalling aspects are discussed in [9]
· <[6] Huawei > Proposal 5:  Support positioning integrity capability transfer/indication by enhancing the existing LPP capability transfer procedure
· [bookmark: _Hlk68544198][bookmark: _Hlk68518787]<[9] InterDigital > Proposal 5:  UE sends capability information for GNSS integrity upon receiving an LPP request from LMF
[bookmark: _Hlk68705282]Proposal 25: 	For supporting integrity capabilities,
· introduce positioning integrity capabilities for A-GNSS positioning
· LPP capability transfer procedure is used for transferring positioning integrity capabilities (e.g. via RequestCapabilities and ProvideCapabilities)

[bookmark: _Hlk68544209]5.3	Signalling to deliver the KPIs and integrity results
5.3.1 Signalling for Delivery of Integrity KPIs
In [4] it is indicated that the Rel-16 location information transfer procedure can be reused for positioning integrity KPIs, integrity results and integrity measurements. Likewise [6] and [9] indicated the integrity KPIs (i.e. TIR, AL, TTA)  should be delivered from LMF to UE (for MT-LR network assisted) and UE to LMF (for MO-LR UE-assisted) integrity. 
[bookmark: _Hlk68264186][6] indicated that for MT-LR UE-based (network-assisted) positioning, integrity KPIs should be delivered to UE from LMF, through LPP ProvideAssistanceData or RequestLocationInformation. For MO-LR LMF-based (UE-assisted) positioning, integrity KPIs should be delivered to LMF from UE by enhancing the location service request.
· < [4] Xiaomi> Proposal 5:  The Rel-16 LPP location information transfer procedure can be reused for integrity KPIs, integrity results and integrity measurements delivering.
· < [6] Huawei> Proposal 6:  Support integrity KPIs and integrity results delivery by enhancing the existing LPP for MT-LR UE-based
· < [9] InterDigital >Proposal 7:  Integrity KPIs are delivered to UE from LMF in assistance data for UE-based MT-LR positioning integrity
· < [9] InterDigital > Proposal 10:  Integrity KPIs are delivered to LMF from UE in assistance data for UE-assisted MO-LR positioning integrity
From the analysis of the contributions, there appears to be consensus among companies with proposals on the signalling used delivery of integrity KPIs for UE-based and UE-assisted positioning. 
[bookmark: _Hlk68705308]Proposal 26: 	For UE-based positioning integrity (i.e. MT-LR),
· support delivery of integrity KPIs from LMF to UE 
· LPP Location information transfer procedure is used for delivering integrity KPIs from LMF to UE 
Proposal 27: 	For UE-assisted positioning integrity (i.e. MO-LR),
· support delivery of integrity KPIs from UE to LMF 
· Further study on the procedure to be used for delivering integrity KPIs from UE to LMF 
5.3.2. Signalling for Delivery of Integrity Result
In [2][6][9], the information delivered as integrity results are described for UE-based and UE-assisted integrity. [6] indicated that the integrity results (e.g. PL and Integrity Availability) can be transferred from UE to LMF with LPP ProvideLocationInformation (for MT-LR network assisted) and from LMF to UE (for MO-LR UE-assisted) through location service response.
In [3], the signalling to support the integrity result reporting request and reporting for Mode 1 and Mode 2 are described. 
· < [2] CATT> Proposal 3:  UE may send the integrity monitor/measurement results in UE-assisted mode, or send calculated protection level in UE-based mode, via LPP Provide Location Information as below info to LMF.
	Information 
	UE‑assisted 
	UE‑based/standalone 

	Pseudorange corrections Integrity measurement(FFS)
	Yes
	No

	Carrier Phase Integrity Parameters Corrections measurement(FFS)
	Yes
	No

	Protection level
	No
	Yes

	Not Monitored
	No
	Yes


· < [3] Nokia > Proposal 3:  LPP should be enhanced to support positioning integrity result request and delivery, and at least the following new signalling should be specified:
1. Integrity result reporting request (with an indication of reporting mode)
2. Signalling for PL value (for Reporting Mode 1 in TR 38.857)
3. Signalling for integrity event flagging (For Reporting Mode 2 in TR 38.857)
· < [6] Huawei > Proposal 6:  Support integrity KPIs and integrity results delivery by enhancing the existing LPP for MT-LR UE-based.
· < [9] InterDigital > Proposal 8:  UE sends integrity result (i.e. PL) to LMF for UE-based MT-LR positioning integrity
· < [9] InterDigital > Proposal 12:  LMF sends integrity result (i.e. PL) to UE for UE-assisted MO-LR positioning integrity
From the analysis of the contributions, there appears to be consensus among companies with proposals on the signalling used for reporting of integrity result for UE-based and UE-assisted positioning. 
[bookmark: _Hlk68705315]Proposal 28: 	For UE-based positioning integrity (i.e. MT-LR),
· support reporting of integrity results from UE to LMF 
· LPP Location information transfer procedure is used for transferring integrity results from UE to LMF (e.g. via ProvideLocationInformation)
Proposal 29: 	For UE-assisted positioning integrity (i.e. MO-LR),
· support reporting of integrity results from LMF to UE 
· LPP Location information transfer procedure is used for transferring integrity results from LMF to UE

[bookmark: _Hlk68544247][bookmark: _Hlk68705333]5.4	Signalling to deliver the integrity assistance information to UE/LMF
In [4][6][9], the signalling for supporting assistance data transfer  (LMF to UE) for UE-based integrity are described.
· < [4] Xiaomi> Proposal 4(a):   For UE-based positioning integrity, the Rel-16 assistance data transfer procedure can be reused for the integrity assistance data transfer
· < [6] Huawei> Proposal 2(a):   Study the assistance information required for UE-based and LMF-based positioning, respectively.
· For UE-based positioning, the integrity assistance information transferred from LMF to UE includes Feared events in the GNSS Assistance Data, Feared events during positioning data transmission, GNSS feared events
· <[9] InterDigital > Proposal 6:  UE sends LPP request to LMF for requesting assistance data on integrity (e.g. non-UE feared events)>
[bookmark: _Hlk68544264]In [4][6][9], the signalling for supporting assistance data transfer (UE to LMF) for UE-based integrity are described.
· < [4] Xiaomi> Proposal 4(b):  For UE-assisted positioning integrity, how to transfer integrity assistance data to LMF need to be further discussed
· < [6] Huawei> Proposal 2(b):   Study the assistance information required for UE-based and LMF-based positioning, respectively.
· For LMF-based positioning, the integrity assistance information transferred from UE to LMF includes UE feared events
· <[9] InterDigital > Proposal 9:  UE sends assistance data on integrity (e.g. UE feared events) upon receiving an LPP request from LMF>
[bookmark: _Hlk68544270]From the analysis of the contributions, there appears to be certain consensus among companies with proposals on the signalling used for transferring integrity assistance data for UE-based and UE-assisted positioning intergity. 
[bookmark: _Hlk68705350]Proposal 30: 	For UE-based positioning integrity,
· support integrity assistance data transfer from LMF to UE 
· LPP assistance data transfer procedure is used for transferring integrity assistance data from LMF to UE
Proposal 31: 	For UE-assisted positioning integrity,
· support integrity assistance transfer data from UE to LMF
· Further study on the LPP procedure to be used for transferring integrity assistance data from UE to LMF

[bookmark: _Hlk68544277][bookmark: _Hlk68705363]5.5	Signalling to deliver the integrity information related to the GNSS positioning measurements from UE to LMF
In [6], it is indicated that the LPP RequestLocationInformation can be reused by the LMF to request the integrity related location information from UE, including the type of location information needed and potentially the associated QoS. The UE can send a ProvideLocationInformation to the LMF to transfer any available location information that is requested from LMF. In [9] it is indicated that in UE-assisted positioning integrity, UE can send the local environment measurement results to LMF. Similar signalling aspects are indicated in [2] and [4]. 
· < [2] CATT> Proposal 3:  UE may send the integrity monitor/measurement results in UE-assisted mode, or send calculated protection level in UE-based mode, via LPP Provide Location Information as below info to LMF.
	Information 
	UE‑assisted 
	UE‑based/standalone 

	Pseudorange corrections Integrity measurement(FFS)
	Yes
	No

	Carrier Phase Integrity Parameters Corrections measurement(FFS)
	Yes
	No

	Protection level
	No
	Yes

	Not Monitored
	No
	Yes


· <[4] Xiaomi> Proposal 5:  The Rel-16 LPP location information transfer procedure can be reused for integrity KPIs, integrity results and integrity measurements delivering
· <[6] Huawei> Proposal 8:  Support integrity related measurement information delivery by enhancing the existing LPP location information transfer procedure
· <[9] InterDigital > Proposal 11:  UE sends measurement reports on local environment feared events (e.g. interference, multipath) to LMF for UE-assisted positioning integrity
From the analysis of the contributions, there appears to be certain consensus among companies with proposals on the signalling used for reporting of integrity related measurement information.
[bookmark: _Hlk68544312][bookmark: _Hlk68705377]Proposal 32: 	For UE-assisted positioning integrity,
· support reporting of integrity related measurements (e.g. local environment feared events)
· LPP Location information transfer procedure is used for reporting of integrity related measurements (e.g. via ProvideLocationInformation) 
[bookmark: _Hlk68544325]5.6	Overall Signalling Procedures
In [12] it is observed that given KPI parameters and GNSS feared event information, PL and/or system availability information needs to be reported to the LCS entity (or positioning integrity decision entity). Also, there should be an optimal point in frequent reporting of positioning integrity result and radio resource budget available. 
· <[12] Samsung > Proposal 1:   RAN2 agree to design the signaling for positioning integrity assistance data providing and the positioning integrity result reporting on the given KPI and feared event information by optimizing the reporting frequency and the overhead of signaling/ radio resource used.
[bookmark: _Hlk68544319][bookmark: _Hlk68705398]Proposal 33: 	Agree to design the signalling for positioning integrity assistance data providing and the positioning integrity result reporting on the given KPI and feared event information by optimizing the reporting frequency and the overhead of signalling/ radio resource used
The overall signalling flows (in Appendix A2) are discussed in [6] for UE-assisted (LMF-based) positioning and for UE-based positioning to support integrity.
· < [6] Huawei > Proposal 9:  Adopt the signaling procedures for LMF-based and UE-based positioning in the appendix as a baseline. 
[bookmark: _Hlk68544462]Proposal 34:	Support signalling procedures for UE-assisted integrity (i.e. LMF-based) and UE-based integrity (LMF-assisted) as a baseline

6	Conclusion
From the summary the set of proposals are listed according to the following categories:
· Proposals that may require liaising with external working groups/organizations
· Proposals that may be agreeable (based on consensus)
· Proposals that may require further discussion
6.1 Proposals that may require liaising with external working groups/organizations
Proposal 1: 	Define the positioning integrity KPI (e.g. AL, TIR, TTA) in the QoS requirements in LCS request. Send an LS to CT1 and CT4 

Proposal 2: 	Liaise with RTCM SC134 working group on GNSS assistance data for integrity message

6.2 Proposals that may be agreeable
3.1 GNSS Feared Events
Proposal 3: 	Feared events for GNSS positioning integrity include:
· Feared events during positioning data transmission, 
· including data integrity faults
· GNSS feared events, including the following:
· Satellite feared events 
· Atmospheric feared events 
· Local Environment feared events
· UE feared events, 
· including GNSS receiver measurement error

3.2 GNSS Assistance Information 
Proposal 9: 	Agree to prioritize definition of the GNSS Integrity Assistance Data IEs and transfer procedures
Proposal 10: 	For UE-based positioning integrity,
· in the assistance data transferred from LMF to UE 
· include the following: 
· feared events in the GNSS assistance data 
· feared events during positioning data transmission
· GNSS feared events
· Further study on the following:
· inclusion of assumed probability parameters relating to the GCP
· on whether to use LPP Assistance Data Transfer Procedure for transferring the probability parameters relating to the GCP
Proposal 11: 	For UE-assisted positioning integrity,
· in the assistance data transferred from UE to LMF
· include the following:
· UE feared events (e.g. GNSS receiver measurement error)
· Further study on the following:
· inclusion of assumed probability parameters relating to the UE
· on whether to use LPP Location Information Transfer Procedure to transfer the probability parameters relating to the UE

3.3 Integrity KPIs
Proposal 15: 	Agree that the Integrity KPIs transferred between UE and LMF include TIR, AL, TTA 
3.4 Integrity Results
Proposal 16: 	Agree Integrity Result reporting, 
· includes the following:
· PL Reporting (Mode 1)
· Integrity Event Flagging (Mode 2)
· Further study on including Achieved KPIs (i.e. actual KPIs that were achieved during the integrity computation)

Feasibility of using LPP procedures for integrity
Proposal 24: 	Agree on using the following existing LPP procedures with enhancements for transferring integrity related information between UE and LMF:
· LPP Capability Transfer procedure (via Request Capabilities and Provide Capabilities messages) 
· LPP Assistance Data Transfer procedure (via Request Assistance Data and Provide Assistance Data messages)
· LPP Location Information Transfer procedure (via Request Location Information and Provide Location Information messages)

Signaling to determine the positioning integrity capability
Proposal 25: 	For supporting integrity capabilities,
· introduce positioning integrity capabilities for A-GNSS positioning
· LPP capability transfer procedure is used for transferring positioning integrity capabilities (e.g. via RequestCapabilities and ProvideCapabilities)

Signaling to deliver the KPIs and integrity results
Proposal 26: 	For UE-based positioning integrity (i.e. MT-LR), 
· support delivery of integrity KPIs from LMF to UE 
· LPP Location information transfer procedure is used for delivering integrity KPIs from LMF to UE 
Proposal 27: 	For UE-assisted positioning integrity (i.e. MO-LR),
· support delivery of integrity KPIs from UE to LMF 
· Further study on the procedure to be used for delivering integrity KPIs from UE to LMF
Proposal 28: 	For UE-based positioning integrity (i.e. MT-LR),
· support reporting of integrity results from UE to LMF 
· LPP Location information transfer procedure is used for transferring integrity results from UE to LMF (e.g. via ProvideLocationInformation)
Proposal 29: 	For UE-assisted positioning integrity (i.e. MO-LR),
· support reporting of integrity results from LMF to UE 
· LPP Location information transfer procedure is used for transferring integrity results from LMF to UE

Signaling to deliver the integrity assistance information to UE/LMF
Proposal 30: 	For UE-based positioning integrity,
· support integrity assistance data transfer from LMF to UE 
· LPP assistance data transfer procedure is used for transferring integrity assistance data from LMF to UE
Proposal 31: 	For UE-assisted positioning integrity,
· support integrity assistance transfer data from UE to LMF
· Further study on the LPP procedure to be used for transferring integrity assistance data from UE to LMF

Signaling to deliver the integrity information related to the GNSS positioning measurements from UE to LMF
Proposal 32: 	For UE-assisted positioning integrity,
· support reporting of integrity related measurements (e.g. local environment feared events)
· LPP Location information transfer procedure is used for reporting of integrity related measurements (e.g. via ProvideLocationInformation) 

6.3 Proposals that may be  require further discussion
3.1 GNSS Feared Events
Proposal 5: 	For UE-assisted positioning integrity, take into consideration the ability to mitigate all GNSS feared events
Proposal 4: 	Agree to identify the BER and CRC length in the existing LPP data integrity mechanisms and determine if they are suitable to support positioning integrity 
Proposal 6: 	Use UE measurements to enable integrity methods for local GNSS and UE feared events
Proposal 7: 	Discuss suitable representation of GNSS local environment and UE feared events in the assistance data 
Proposal 8: 	Support reporting by UE (or reference device) on integrity information related to GNSS feared events, 
· including at least the following:
· Timestamp
· GNSS feared event type (FFS)
· further study on signalling mechanism to enable reporting of detected interference/spoofing and assistance data from LMF to other UEs 

3.2 GNSS Assistance Information 
Proposal 12: 	Agree to define the GNSS Integrity Assistance Data IEs corresponding to the integrity messages identified in Table 4 
Proposal 13: 	Agree to define extensions to the LPP GNSS Assistance Data IEs within the existing Assistance Data Transfer Procedure to incorporate new GNSS Integrity Assistance Data IEs
Proposal 14: 	Prioritize the assistance information that are commonly applicable to both RAT-I and RAT-D as part of assistance information. 

4.1 Guiding framework on integrity concepts
Proposal 17: 	Acknowledge the support of basic integrity features in LPP by updating TS 38.305 
Proposal 18: 	Add quality indicators to the SSR assistance data IEs. Details are for FFS at this moment 
Proposal 19: 	Study whether periodic reporting of measurements from UE to LMF needs enabled (if not already supported) 

4.2 Selection of positioning integrity methods
Proposal 20: 	LMF decides whether to choose network-assisted or UE-assisted positioning integrity 

4.3 Timer-related integrity event triggering at UE
Proposal 21: 	For Mode 1 of Integrity Result Reporting (i.e. PL Reporting),
· Agree introducing a timer with following conditions:
· Timer trigger condition could be PL>AL; 
· Stop condition could be PL<AL or PL = AL; 
· Positioning system should be declared as unavailable when this timer expires (when the duration = TTA)
· Further study on the corresponding signalling flows for MO-LR (network-assisted and UE-assisted) and MT-LR (network assisted)  

4.4 Recovery from integrity failure condition
Proposal 22: 	Agree on mechanism for recovering from integrity failure conditions/feared events detectable  at UE

4.5 Integration of multiple positioning methods for integrity
Proposal 23: 	Agree on configuring of alternative positioning methods (e.g. GNSS and RAT-dependent) in UE for ensuring positioning integrity 

4.6 Overall Signaling Procedures
Proposal 33: 	Agree to design the signalling for positioning integrity assistance data providing and the positioning integrity result reporting on the given KPI and feared event information by optimizing the reporting frequency and the overhead of signalling/ radio resource used. 
Proposal 34:	Support signalling procedures for UE-assisted integrity (i.e. LMF-based) and UE-based integrity (LMF-assisted) as a baseline.

Appendix
A1:	GNSS Integrity Assistance Data [11]
This section focuses on identifying the types of messages that can be sent as GNSS Integrity Assistance Data from the GCP to the ICE. 
The message types are grouped into the following categories:
· Alerts: instruction not to use certain GNSS Assistance Data IEs due to feared event.
· Snapshot: information necessary for the UE to monitor its integrity if it makes no assumption on the residual error dynamics in time.
· Sequential: additional information necessary for the UE to monitor its integrity when using sequential algorithms (e.g. Kalman) that makes assumptions on the dynamics of the error in time. 

	Message Type
	Update Rate (TBD)
	Message Content

	GNSS Service

	Alert
	TBD
	· Service DNU Flag

	
	TBD
	· Constellation Health Status

	Satellite

	Alert
	TBD
	· Satellite Vehicle DNU Flag

	Snapshot
	Low
	· Time of validity
· Satellite Vehicle probability of fault
· Satellite Vehicle maximum fault duration
· Constellation probability of fault
· Constellation maximum fault duration

	
	Low
	· ID of correction that can be used with this bound
· Time of validity
· Range degradation factor
· Range rate degradation factor
· Yaw error bound 
· Yaw rate error bound
· Code bias error bound
· Code bias rate error bound
· Phase bias error bound
· Phase bias rate error bound

	
	Medium
	· ID of correction that can be used with this bound
· Time of validity
· SV Orbit and clock residual error bounds covariance/bias shape
· SV Orbit and clock rate residual error bounds covariance/bias shape

	
	Fast
	· ID of correction that can be used with this bound
· Time of validity
· SV Orbit and clock residual error bounds scale factors
· SV Orbit and clock rate residual error bounds scale factors

	Sequential
	Low
	· Time of validity
· Correlation time SV range error orbit
· Correlation time SV range error clock 
· Correlation time SV range rate error orbit
· Correlation time SV range rate error clock

	Ionosphere

	Alert
	TBD
	· Ionosphere DNU Flag

	Snapshot
	Low
	· Time of validity
· Ionospheric residual risk
· Probability of cycle slip due to ionosphere condition
· Maximum ionospheric fault duration

	
	Low
	· ID of correction that can be used with this bound
· Time of validity
· Iono degradation parameter
· Iono rate degradation parameter

	
	Medium
	· ID of correction that can be used with this bound
· Time of validity
· Iono residual error bound
· Iono rate residual error bound

	Sequential
	Low
	· Time of validity
· Correlation time ionospheric range error
· Correlation time ionospheric range rate error

	Troposphere

	Alert
	TBD
	· Troposphere DNU Flag

	Snapshot
	Low
	· Time of validity
· Tropospheric residual risk
· Maximum Tropospheric fault duration

	
	Low
	· ID of correction that can be used with this bound
· Time of validity
· Tropo degradation parameter
· Tropo rate degradation parameter

	
	Medium
	· ID of correction that can be used with this bound
· Time of validity
· Tropo residual error bound
· Tropo rate residual error bound

	Sequential
	Low
	· Time of validity
· Correlation time tropospheric range error
· Correlation time tropospheric range rate error


[bookmark: _Hlk68298532]Table 4 [11]. Message types that can be sent as GNSS Integrity Assistance Data from the GCP

A2 Signalling procedures for LMF-based and UE-based positioning [6]
A2.1 UE-assisted integrity
[image: ]
Figure 2.5- 1 UE-assisted LMF-based positioning procedure to support integrity

Figure 2.5- 1 describes the signaling flow for DL UE-assisted LMF-based positioning procedure to support integrity. The whole procedures are addressed as follows.
1a/1b/1c.  The integrity KPIs are delivered or indicated from the positioning service client (e.g. LCS client, UE) to the AMF for positioning calculation and alert decision for integrity.
2.  The AMF transfers the location service request to the LMF.
3a/3b.	 The LMF instigates location procedures with the NG-RAN nodes/UE – e.g. to obtain/transfer assistance data for integrity measurement, request positioning capabilities, request positioning measurements.
4.  The UE performs the measurements that may be useful for PL calculation.
5.  The UE provides the measurements results for position calculation as well as PL calculation.
6.  The LMF performs the location calculation and PL calculation. Also, the derived PL is compared with AL (obtained in Step 2) for the alert decision.
7.  The LMF provides an integrity alert (if any) to the AMF and includes any needed information – e.g. the error sources, threat models, failure modes, etc.
8a/8c.  The AMF forwards the integrity alert (if any) to the LCS client/UE and includes any needed information.
9.  Based on the integrity evaluation, LMF can also perform reconfiguration of the system – e.g. switch to another positioning methods, etc.[Note1]
Note 1: Alternatively, when an alert is launched, the position system may just turn off or ignore the corresponding fault. When UE receives the alert, it just can’t have the position this time (take no action).

A2.2 UE-based integrity
[image: ]
Figure 2.5- 2 UE-based positioning procedure to support integrity

Figure 2.5- 2 describes the signaling flow for UE-based positioning procedure to support integrity. The main procedures are addressed as follows.
1a/1b The integrity KPIs are delivered or indicated from the positioning service client to the AMF for positioning calculation and alert decision for integrity.
1c. For MO-LR service, the UE don’t need to transfer the integrity KPIs since the UE itself conducts the positioning calculation and makes the alert decision for integrity.
2.  The AMF transfers the location service request to the LMF.
3a/3b.	 The LMF instigates location procedures with the NG-RAN nodes/UE – e.g. to obtain/transfer assistance data for integrity measurement, request positioning capabilities, request positioning measurements. Especially, for NI-LR/MT-LR service, the LMF shall transfer the integrity KPIs to the UE.
4.  The UE performs the measurements that may be useful for PL calculation.
5.  The UE performs the location calculation and PL calculation. Also, the derived PL is compared with AL for the alert decision.
6c. For MO-LR service, the UE initiates the integrity alert (if any) locally.
6a. For NI-LR/MT-LR service, the UE provides an integrity alert (if any) to the AMF and includes any needed information – e.g. the error sources, threat models, failure modes, etc. The AMF forwards the integrity alert and related information (if any) to the LCS client.
7.  The UE may transfer the positioning results for integrity (e.g. whether PL exceeds AL or not) to LMF for further adjustment of positioning system.
8.  Based on the integrity evaluation, LMF can also perform reconfiguration of the system – e.g. switch to another positioning methods, etc.
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