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	Reason for change:
	The interspersed ROHC feedback is transmitted via PDCP Control PDU, and the PDCP Control PDU is neither ciphered nor integrity protected. However, in the current PDCP specification, it is specified that ciphering is not applied but not specified that integrity protection is not applied. It could be misled that integrity protection is applied to PDCP Control PDU including interspersed ROHC feedback.


	
	

	Summary of change:
	It is specified that integrity protection and verification are not applied to PDCP Control PDU including interspersed ROHC feedback.
Impact analysis
Impacted 5G architecture options:
NR SA, NR-DC, NE-DC, EN-DC
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ROHC

Inter-operability: 
1: If UE implements according to the CR while the NW does not, there is no interoperability problem.
2: If the NW implements according to the CR and the UE does not, there is no interoperability problem.

This CR is a clarification of already assumed UE behaviour.
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[bookmark: _Toc12616350][bookmark: _Toc52581741][bookmark: _Toc60791766][bookmark: _Toc52796478][bookmark: _Toc52752016][bookmark: _Toc46490321][bookmark: _Toc37296195][bookmark: _Toc29239836]5.7.4	Header compression
If header compression is configured, the header compression protocol generates two types of output packets:
-	compressed packets, each associated with one PDCP SDU;
-	standalone packets not associated with a PDCP SDU, i.e. interspersed ROHC feedback.
A compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU. The header compression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP SDU.
Interspersed ROHC feedback are not associated with a PDCP SDU. They are not associated with a PDCP SN and are not ciphered/integrity protected.
NOTE:	If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.
[bookmark: _Toc12616351][bookmark: _Toc52581742]5.7.5	Header decompression
If header compression is configured by upper layers for PDCP entities associated with user plane data, the PDCP Data PDUs are decompressed by the header compression protocol after performing deciphering and integrity verification as explained in clause 5.8 and 5.9, respectively. The header decompression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP Data PDU.
[bookmark: _Toc12616352][bookmark: _Toc52581743]5.7.6	PDCP Control PDU for interspersed ROHC feedback
[bookmark: _Toc12616353][bookmark: _Toc52581744]5.7.6.1	Transmit Operation
When an interspersed ROHC feedback is generated by the header compression protocol, the transmitting PDCP entity shall:
-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.2 i.e. without associating a PDCP SN, nor performing ciphering/integrity protection.
[bookmark: _Toc12616354][bookmark: _Toc52581745]5.7.6.2	Receive Operation
At reception of a PDCP Control PDU for interspersed ROHC feedback from lower layers, the receiving PDCP entity shall:
-	deliver the corresponding interspersed ROHC feedback to the header compression protocol without performing deciphering/integrity verification.
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