
3GPP TSG-RAN WG2 Meeting #113bis-e












R2-2104041
Online, April 12 – April 20, 2021
Agenda Item:

8.16.2
Souce:
Samsung
Title:




On Supporting Visited SNPN with Credentials
Document for:

Discussion

1. Introduction

In RAN2#113e, RAN2 made the following agreements in order to support the credential access:
    A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
    RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
    The supported Group IDs are broadcasted
    A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
    RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
    In the UE, AS reports to NAS about the following broadcasted new parameters:
Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
Supported Group IDs
Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.
    Send an LS to SA2 (CC: RAN3 and CT1) with the following questions:

Can RAN2 assume uniform support of GID(s) across a network or a registration area?
Is the GID selected by NAS given to AS after registration to assist UE subsequence cell selection and reselection?

Should AS support the (IDLE/INACTIVE/CONNECTED mode) mobility scenarios between different SNPNs or SNPN and PLMN when the same credentials can be used on the source and the target networks?
E.g. Can a UE move from SNPN#1 to SNPN#2 when the GID used to access SNPN#1 is supported by SNPN#2? 
Can a UE move between SNPN#1 to PLMN#a when the credential of PLMN#a is used to access SNPN#1?
Shall Group IDs be broadcasted per SNPN? (or per cell?)
This contribution introduces potential issues and possible way-forward.

2. Discussion
In Rel-17 eNPN, one of key enhancements is to support credential access. V-SNPN (Visited SNPN) needs to broadcast the (group) IDs of Home SPs that the V-SNPN is supporting. UE with the subscription credentials and configuration (e.g. allowed V-SNPN list) can try its access based on the broadcast information. 
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Figure 1
Support SNPN with credentials by a separate entity
2.1 Broadcasting of GIDs
It was agreed in RAN2-113e that GIDs (Group ID) can be broadcasted to aid network selection of UEs. The SNPN broadcasts the identities of Service Provider Groups with which the network has an agreement for accessing the SNPN. 

The open issues that are yet to be concluded are:

· On which System Information message can the network broadcast the GIDs?

· What is the maximum number of GIDs that can be broadcasted?
The GIDs are to follow similar encoding format as a SNPN identity (PLMN ID + NID), thus it takes up 68bits per GID and GIDs are to be broadcasted per SNPN. 

The question of what could be the maximum number of GIDs that can be broadcasted also dictates the decision of on which SIB to broadcast GIDs as SIBs are size constrained (372 Bytes) due to physical layer limitations.

There could be several options that needs to be considered:

Option 1: GIDs in SIB1 with limiting max number of GIDs: 
SIB1 contains cell access related information and would be beneficial for the UE to get GID related information in SIB1 as it doesn’t delay the cell selection process. The issue with using SIB1 is that the maximum number of GIDs would be limited as the remaining bits available in SIB1 needs to also be spared for future use. This will be an issue for future extensibility in case there is need to broadcast more GIDs (like in case of PALS).
Option 2: Broadcasting GIDs in SIB10:

SIB10 is already an NPN specific SIB which carries the HRNN of the NPN IDs being broadcasted in SIB1.List of GIDs corresponding to each SNPN in SIB1 can be broadcasted in SIB10. Broadcasting in SIB10 will have much relaxed constraint due to size limitation of SIBs. The issue with using SIB10 for broadcasting GIDs is that there would be impact on the time taken to perform cell selection as UE has to wait till it acquires SIB10.

In the case where UEs are configured only with SP’s GID list, the UE has to wait till reception of SIB10 to get the GID information. Alternatively, if the cell were to broadcast an indication if GIDs are being broadcasted. The UE can skip acquiring SIB10 (unless needed for manual selection) to perform SNPN selection for that cell if the GIDs are not being broadcasted. 

Option 3: Broadcasting GIDs in a new SIB:

A new SIB can also be introduced specifically for eNPN and GIDs can be broadcasted in that. This can also be made as on-demand SIB which will aid in implicitly informing UEs that GIDs are being broadcasted if that new SIB is scheduled in SIB1. 
Option 4:GIDs partially in SIB1 and partially in other SIB:

A mixed approach of broadcasting partial list of GIDs in SIB1 and partial list in another SIB with an indication in SIB1 to inform that rest of the GIDs are being broadcasted in another SIB. The network can choose to broadcast the GIDs which has the most traffic in SIB1 and rest in the other SIB (SIB10 or a new SIB). 
Since the GIDs experiencing most traffic will be broadcasted in SIB1, it reduces the delay for network selection at majority of UEs in network at the same time utilising the SIB1’s remaining length more effectively. This approach also provides the flexibility of extending the number of GIDs that can be broadcasted for future scenarios. 
Proposal 1: RAN2 discusses and considers the different options for broadcasting GIDs.
2.2 Access Control for Credential Access
In current specification, the network can provide per-PLMN/SNPN barring configuration, i.e. UAC-BarringPerPLMN-List. The access control for credential may follow the barring configuration of the corresponding V-SNPN. However, operators could prioritize their subscribers’ accesses, rather the credential accesses during congestion.
A similar use case is the access control for Access Category 1 (i.e. delay tolerant service). The network can provide three categories a, b and c (see below), and depending on the category to which UE belongs, UE has to decide whether to apply the barring parameter corresponding to Access Category 1.

	a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.


If the differential access control for credential is agreeable, RAN2 can consider the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)

· Option 2: New Access Category for credential

· Option 3: New Access Identity for credential

A 1-bit indicator may be introduced to indicate if only accesses for credential follow the barring configuration of the corresponding V-SNPN, similar to Category a/b/c applied to Access Category 1. However, it results in a specification change, but quite minor. 

A new Access Category for credential may be introduced. It’s simple and no specification impact. However, a drawback that it’s difficult to do a fine-control depending on the type of access attempt. For instance, a triggered credential access corresponds to either MMTEL voice or MMTEL video. If just a single Access Category for credential access is introduced, it’s impossible to control barring check while distinguishing between MMTEL voice and MMTEL video. 
Access Identity is usually used to prioritize accesses initiated for any specific purposes such as MPS (Multimedia Priority Service), MCS (Mission Critical Service), and Access Class 11 ~ 15. If our intention is to deprioritize the credential access during congestion, it may not be suitable to introduce the new Access Identity. 

Proposal 2: RAN2 discusses if it’s useful to apply separate access control for credential access, and if so, RAN2 considers the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)
· Option 2: New Access Category for credential

· Option 3: New Access Identity for credential

2.3 Provision of Home SP/GID upon Setup
NG-RAN can be connected to multiple AMFs, and each AMF can be also linked to different Home SPs. Accordingly, the NG-RAN should select an AMF depending on the Home SP or GID corresponding to the credential access. It means NG-RAN has to identify the Home SP or GID selected by the credential UE during setup. 
Proposal 3: RAN2 clarifies if NG-RAN needs to select an AMF, depending on the Home SP or GID corresponding to the credential access.
Proposal 4: If the proposal 4 is valid, UE provides the selected Home SP or GID upon RRCSetupRequest or RRCSetupComplete.
2.4 Impact due to update of GIDs to Home SP relation
There could be deployment scenarios for NPNs in which SPs can be dynamic or temporary and this could result in updating of relation between Home SP and the Group ID it belongs to. This can result in UEs with outdated network selection information trying to access the SNPN. 

In such scenarios, it needs to be considered if there is a need for a reconfirmation procedure in V-SNPN which rejects the access request based on the Home SP of the UE.
Proposal 5: RAN2 can discuss if a reconfirmation procedure based is needed in V-SNPNs.
2.5 UE capability information relating to support of eNPN features

The information that the UE is capable of supporting enhanced NPN features can be notified to the network via UE capability message. The UE capability information can be made use of by the network during the cases such as to selectively redirect UEs supporting eNPN features to another SNPN which also supports access from same SPID/SP GID. 

Proposal 6: UE provides eNPN feature support information in UE capability information message to network. 
2.6 Connected Mode Mobility
For the credential access, the support of Handover has not been precluded. Thus, RAN2 may need to discuss how to support connected mode mobility. If supported, nothing in the general framework would be updated, but the source and the target may need a coordination during Handover, e.g. the source informs the target of ID of Home SP selected or supported by the credential UE, with HandoverPreparationInformation.
Proposal 7: RAN2 discusses if Handover is supported for credential access, and if so, study how to support.
2.7 ANR
In current spec, SNPNs has been already collected and reported for ANR purpose, i.e. npn-IdentityInfoList-r16 in CGI-InfoNR. For ANR purpose, gNB would request UE to report the V-SNPN info of neighbour cells with CGI-InfoNR. The gNB collecting the info can broadcast V-SNPN info of neighbour cells via System Information.
Proposal 8: RAN2 discusses if V-SNPN info of neighbour cells is collected and reported for ANR purpose.
3. Conclusion
It is suggested that 
Proposal 1: RAN2 discusses and considers the different options for broadcasting GIDs.
Proposal 2: RAN2 discusses if it’s useful to apply separate access control for credential access, and if so, RAN2 considers the following options:

· Option 1: New Access Control indicator or barring configuration for credential (e.g. similar to Category a/b/c applied to Access Category 1)
· Option 2: New Access Category for credential

· Option 3: New Access Identity for credential

Proposal 3: RAN2 clarifies if NG-RAN needs to select an AMF, depending on the Home SP or GID corresponding to the credential access.

Proposal 4: If the proposal 4 is valid, UE provides the selected Home SP or GID upon RRCSetupRequest or RRCSetupComplete.
Proposal 5: RAN2 can discuss if a reconfirmation procedure based is needed in V-SNPNs.
Proposal 6: UE provides eNPN feature support information in UE capability information message to network.

Proposal 7: RAN2 discusses if Handover is supported for credential access, and if so, study how to support.

Proposal 8: RAN2 discusses if V-SNPN info of neighbor cells is collected and reported for ANR purpose.
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