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1 [bookmark: _Ref45424608]Introduction
A revision of the “NR Positioning Enhancements” work item was approved in RAN#91-e ([1]) including the following objective:
	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]Note: This objective is applicable to NR and E-UTRA.



This contribution provides considerations on the modifications needed in the signalling and procedures to support GNSS positioning integrity.
2 Network-assisted GNSS 
A-GNSS release-by-release transformation
Positioning support was added to the LTE technology within 3GPP Release 9. Besides downlink positioning and enhanced cell ID, network-assisted GNSS is the other positioning method that has been added to LPP as an answer to U.S. FCC´s 911 requirement to make cell phone location data available to emergency call dispatchers. 
The network assists the UE GNSS receiver to improve the GNSS-based position computation in several respects: reduce start-up and signal acquisition time (UE consumes less power as there is no need to demodulate GNSS information from the low-rate GNSS signal in space), increase the GNSS receiver sensitivity and allow operations in low SNR conditions (location could be estimated in poor environments such as e.g. light indoor). For a number of years A-GNSS/network-assisted GNSS did not suffer any major upgrades in LPP. For the purpose of this paper, we will use “legacy A-GNSS” to refer to A-GNSS protocols between 3GPP Release 9 and Release 14.
Starting with LTE Release 15 and continuing with LTE and NR Release 16, A-GNSS method has evolved and morphed into a concept much different than the “legacy” A-GNSS. Today, LPP includes all known GNSS-based methods such as OSR family (RTK, FKP, etc.) and SSR family (PPP, PPP-RTK). The sole purpose of these methods is to improve performance in one respect: achieve positioning accuracy with centimetre-level. For the purpose of this paper we will use High Accuracy GNSS to refer to enhancements brought to network-assisted GNSS in Release 15 and Release 16. Note, in 3GPP specifications and language they are all reunited under the term A-GNSS.
System performance of network-assisted GNSS navigation system
The performance of GNSS navigation systems is usually expressed in four parameters:
· Accuracy (mature phase - well covered by RTK, N-RTK, and SSR methods)
· Integrity (early phase)
· Continuity
· Availability
Discussions on these parameters took place during the Release 17 NR Positioning Enhancements study item and their definitions are included in TR 38.857 [2].
	
	Network Assisted GNSS

	
	Legacy A-GNSS (Rel9-Rel14)
	HA-GNSS - OSR family1 (Rel15+)
	HA-GNSS SSR family2 (Rel 15+)

	Purpose
	· Reduce battery depletion by reducing start-up and acquisition time 
· increase sensitivity
	Improve position accuracy
	Improve position accuracy 

	Typical use case
	E911
	Automotive, UAV, Railway, IIoT (outdoor only), etc.

	Configurations
	· Without assistance data (i.e. Standalone)
· With assistance data for both UE-based, UE-assisted
	Assistance Data is a must: UE-based, UE-assisted.

	LPP IEs specific to integrity aspects 
	GNSS-RealTImeIntegrity IE can list the faulty satellites and signals
	No specific IE.

	No specific IE yet (see below cell) 

	Additional enhancements to LPP
	Not needed
	No clear path identified at this moment

	Quality indicators/integrity fields could be added to relevant SSR IEs.
New IEs could also be needed.

	Note 1: RTK and N-RTK / OSR family includes single base RTK, MAC, FKP, Non-Physical Reference Station
Note 2: PPP / SSR family includes PPP, PPP-AR, PPP-RTK



Observation 1.  Support for modern GNSS techniques has been added to LPP starting with Release 15 of LTE when OSR/RTK methods have been specified based on standards backed by GNSS industry and published under the guidance of RTCM SC104. Their purpose is to achieve position accuracy with cm-level. 
Observation 2.  Starting with Release 17, 3GPP begin working on improve GNSS performance on another axis, namely integrity (trustworthiness of the position information). It is important to remark that this work takes place in parallel to RTCM efforts on standardising a set of messages to enable integrity (more in next section) which means that at this moment there is no integrity standard backed by GNSS industry.
3 Integrity concepts in the context of GNSS: beginnings & state-of-the-art
Civil aviation: first step
Positioning integrity has a long operational history in the field of civil aviation, and specifically GNSS integrity monitoring techniques such as SBAS, ARAIM, RAIM, etc. Many widely-spread GNSS reference stations provide coverage over large swaths of land. Measurements collected at each individual GNSS reference stations used by central processing facilities to monitor individual GNSS satellites (and their signals) and ionosphere conditions over the entire service area. Next step is to perform integrity checks (to determine error bounds) of the corrections computed in previous step. All these information is uplinked to GEO satellites which then broadcast this info in their field of view. Aviation is not a use cases identified in the Study Item phase and is used here only as background information.
Automotive industry: integrity for precise positioning
Initially, GNSS integrity was developed for aviation applications. However, with the advent of autonomous systems becoming mainstream by end of the decade, land-based applications are requiring safety functions which are increasingly carried out by sophisticated electric/electronic (E/E) systems. A new functional safety standard, the ISO-26262 [3], has been created to enable the design and assess systems that can prevent dangerous failures or control them when they occur. The ISO-26262 applies to safety-related road vehicle E/E system, and addresses potential hazards due to malfunctions. A navigation system (both its HW and SW components) proposed for installation in series production passenger cars is considered an E/E system and therefore subject to ISO-26262 certification.
Unlike integrity in the aviation domain, road vehicles experience new challenges due to change in environment and operation conditions. Therefore, higher level of positioning accuracy is required for in-lane navigation and higher degree of integrity is also required for safe operations. Typically, the integrity risk (maximum allowable failure of the positioning system) is selected as 10-7/hour which corresponds to the allowable hardware failure rate for an ASIL B system according to ISO 26262 [3].
Observation 3.  As per WID text, one of the objectives is to add to TS 37.355 assistance information specific to GNSS positioning integrity and to support integrity for UE-based and UE-assisted positioning. Since, 3GPP identified automotive as a use case for positioning integrity it is recommended to discuss at group level what are the implications of ISO-26262 on our work (especially for safety-critical and liability-critical use cases).
Observation 4.  The authors interpretation is that position integrity concepts designed by 3GPP would need to fulfil the ISO-26262 requirements before being adopted for lane-level navigation. If this scenario is correct, UE, LMF, and LPP/transport layers may need to be subject of ISO-26262 certification.
Translation of position integrity concepts to NR: potential pitfalls
The study phase examined how to report the integrity of positioning assistance data and the overall Positioning System, distributed via 5GS. A list of considerations, based on elements identified during the study phase are brought into attention.
#1. Many use case with diverse requirements (from very relaxed to very stringent).
Three application sectors have been identified in the study phase: Automotive, Railway, and IIoT, with very different requirements which may require a flexible integrity concept, able to satisfy the high integrity levels required in automotive and railway but also the wide range of integrity levels associated to IIoT use cases. Solutions specified with Automotive use case in mind may prove too complex for low TIR level e.g. subset of IIoT applications.
Observation 5.  Requirements collected during the study phase are spread and suggest the need for flexible integrity concepts.
#2. Fragmented integrity system (3GPP ecosystem) vs End-2-end integrity system (how integrity is nowadays implemented)
A comparison with EGNOS satellite augmentation system is added here to pass across the message on possible pitfall #2.
We recall from [4] the figure where different failure events that can happen when carrying out an assisted-GNSS positioning such as PPP-RTK/SSR using the LPP (see TS 37.355). In this setup, besides errors and threats linked to GNSS systems and GNSS CORS networks (from which data is used to generate e.g., SSR assistance data), there may be possible threats to position integrity linked to 5GS.
To add integrity information to NR positioning one should carry out an Failure Modes Effects Analysis (FMEA) on the 5GS/NR positioning architecture and GNSS (satellites, signals, network of stations) and make a fault tree, with probability of failures. Measures to bring the probability of failure to acceptable levels are then identified and implemented.
Outside 3GPP, solutions are designed and demonstrated as an one end-2-end system usually delivered by one entity. In order to provide its services to civil aviation users equipped with appropriate receivers, all components of pertaining space (satellites) and ground segment assets are part of one end-2-end system, with services compliant to the ICAO (International Civil Aviation Organization) Standards – more details can be read in [5].
NR positioning architecture involves different components, such as UE, LMF, each developed by a different actors, and a service provider. When this architecture, corresponding to a very fragmented integrity system, is brought into the context of lane-level identification and road-user charging, the roles and responsibilities are not obvious. Given the implications of ISO-26262 in automotive use case, RAN2 should discuss this item in order to reach common grounds.
[image: ][image: ]
#3. Solutions are implementation-based and therefore out of scope of the WID….but are they?!
TR 38.857 Sections 9.3 and 9.4 lists a series of feared event categories and proposes examples of positioning integrity assistance information required to address the feared events. These parameters are very dependent on how the GNSS assistance data were generated and, indirectly, they can point to particular implementation(s). What is more, as pointed by TR 38.857, RTCM (Radio Technical Commission for Maritime Services) SC-134 is working on the integrity message definition in parallel to the work carried out by 3GPP. The work has reached a planning and experimental stage following initial investigations on the application scenario requirements and first outputs are expected in 2021-2022 timeframe. Both [6] and [7] suggest that content from RTCM on this topic represents a potential resource for consideration within this study depending what content is available from SC-134 within the Release 17 timeframe. In the past, 3GPP has relied on RTCM specifications to carry out its work on RTK and SSR, being sure that all GNSS related items specified for RTK and SSR meet several important conditions: 
· are based on an industry standard backed by GNSS industry, 
· the format is open and publicly available,
· being a standard, how each field should be used is clearly documented. Besides, all the positioning algorithms employed by each GNSS methods are well known.
At this moment, the same cannot be said when it comes to integrity as RTCM SC134 did not release yet any industry backed standard for GNSS integrity messages.
Observation 6.  The parameters needed for integrity are very dependent to how the GNSS assistance data were generated (OSR and SSR IEs). Therefore, the set of parameters that will end up in LPP specs will be tightly connected to a particular implementation.
Observation 7.  A standard on GNSS integrity published by RTCM or any other relevant SDOs is not available yet and there is no independent external reference 3GPP could use to check its solution for GNSS integrity against.
Proposal 1.  	Liaise with RTCM SC134 working group on GNSS assistance data for integrity message.
#4. Solutions for UE-based and UE-assisted
Support of integrity for UE-based and UE-assisted A-GNSS positioning is an objective of the WID. From an  LPP standpoint, certainly, both the LMF and UE could compute and monitor the integrity related results. However, from GNSS standpoint, the situation is not trivial at all: local effects experienced by GNSS receiver e.g. multipath are errors with random behaviour and significant magnitude depending the environment. They are typically addressed at the UE, therefore suggesting an UE-based solution (suited for automotive use case). Most certainly, for high integrity levels (e.g. TIR ~10-5 and beyond) specific to safety-critical or liability-critical is very difficult to envisage UE-assisted implementations simply because local effects are best addressed by solutions running on-board the UE rather than being shifted to location server. However, for lower TIR levels, with relaxed accuracy and latency requirements, “light” integrity concepts could be envisaged working in UE-assisted (a sub-set of the IIoT applications). Therefore, the UE-assisted mode should be framed as an optimisation problem with at least two variables: signalling procedures, and mitigation of all GNSS errors, including local effects experienced by the UE.
Observation 8.  Just because LPP supports exchange of information between LMF and UE, does not mean equivalent solutions for UE-based and UE-assisted positioning integrity can be considered. Ability to mitigate GNSS local effects is a key decision factor and it should not be overlooked.
Proposal 2.	When deciding the details of UE-assisted mode, take into consideration the ability to mitigate all GNSS feared events.



4. Integrity concepts at different levels
In this section we have looked at elements already included in LPP and proposed a number of integrity levels that can be achieved in NR. For some of the levels, there is no need for touching LPP while for other levels SSR IEs could be extended with new fields and new IEs could be also added.
4.1. Basic system-level integrity: potential satellites and signals faults
Satellites can suffer HW failures and therefore enter into a mode in which they cannot broadcast a signal altogether for a period of time or permanently, depending on the magnitude of the issue. In situations like this the health of the GNSS satellite(s) and the signal(s) must be communicated to the UE in real-time. Outside of 3GPP, this is achieved by using flags in the message broadcast by SBAS systems or directly that particular GNSS constellation.
	3GPP: Is there already a solution in LPP?
Yes, the GNSS-RealTimeIntegrity IE. This is the most basic form of integrity capability.


4.2. Basic user-level integrity
Besides the GNSS-RealTimeIntegrity IE, additional integrity information can be provided by server in the shape of User Range Accuracy – URA (deals with signal-in-space integrity information). The term URA, employed in LPP (navURA and GNSS-SSR-URA), provides the signal-in-space integrity information and is related to satellite orbit and clock errors. Thus, navURA is the signal-in-space accuracy after using the satellite orbits and clock information provided in the GNSS navigation message and GNSS-SSR-URA is the signal-in-space accuracy after applying the SSR corrections. The URA is based on the past/historic statistics of a given satellite and is provided for the worst user location (WUL) on the Earth (the location that leads to the highest ranging error when projecting the orbit and clock errors to the line-of-sight). As it is based on past/historic data, without considering the current orbits and clocks, the URA is an a-priori estimation of the signal-in-space ranging error at WUL and is conservative with respect to the actual signal error because it´s valid for several hours at the expense of resolution.
	3GPP: Is there already a solution in LPP?
Yes, the navURA fields and GNSS-SSR-URA IE. To be checked more carefully though.



Proposal 3.	Acknowledge the support of basic integrity features in LPP by updading TS 38.305.
4.3. Uncertainty of the ranging measurement
In this level, integrity information on SSR assistance data can be generated at location server by using the measurements from a GNSS ground tracking networks and provide this information to the UE. Here, we propose to enable the overabounding of the total uncertainty of the ranging measurement as, regardless of the implementation algorithms, this is a pre-requisite. This integrity information can be provided as quality indicators with the SSR correction data.
Recalling from [9], the computation of the positioning integrity (PLs) is mainly based on: 
· The knowledge of the uncertainty of all the measurements and the system data employed as an input for the position computation.
· The amount of redundant information/measurements that is available for the algorithm to compute the position. A higher amount of measurements and a good satellite geometry implies a better observability of the positioning errors. 
Therefore, it is important to note that, in the end, the positioning integrity and the achievable performance are based on the knowledge of the uncertainty of all the ranging measurements and the system data needed to employ those measurements (e.g. satellite orbits, clocks, etc.). The following pyramid depicts this concept.
[image: ]
Figure 1. Relation between ranging measurements, integrity algorithms, and error bounds (PLs) for a certain TIR
Inputs employed by the integrity algorithms
Here is an overview of the different inputs needed by the GNSS integrity algorithms to compute positioning error bounds (PLs) for a certain TIR:
· GNSS Measurements / Residuals after the position estimation. The computation of the PLs is either based on the residuals, or is based on the geometry taking assumptions on the error distribution and then the residuals are employed to check that the assumptions hold.
· Line-of-Sight / Geometry. The geometry of the receiver with respect to the satellites has also an impact on the integrity results. For example it is needed to compute the dilution of precision which relates the measurement errors with the position errors and shows the directions in which the position error can be higher.
· Overbound of the uncertainty of ranging measurement error (see Annex A for details). The total ranging error is formed by the Signal in Space (SIS) errors, the atmospheric errors, the local effects and the receiver errors. The uncertainty of the ranging measurements, or some of its components, can be hardcoded/fixed by the integrity algorithm with worst case values or with values depending on the detected environment, but, as the uncertainty changes along time, to achieve better performances some of them can be monitored by an external system and provided to the integrity algorithm by means of what is usually called an Integrity Support Message (ISM). In the context of NR, this Integrity Support Message can be seen as LPP Provide Assistance Data message and the information transported to UE the quality indicators for the SSR IEs.
· Additional parameters. Depending on the integrity algorithm, additional parameters will be needed to compute the integrity info. These parameters can be hardcoded/fixed or updated by means of an Integrity Support Message (ISM). Here are some examples:
· Parameters to set the probability of failure of a satellite (Psat) or the whole constellation (Pconst)
· Operation parameters: satellite status flags; the Mean-Time-To-Notify (MTTN) to the user that a satellite has become faulted; validity time indicating when these integrity parameters may be safely used.
The following table provides an overview of the inputs employed by some of the integrity algorithms (see algorithm descriptions in [9]). The table shows that all the integrity algorithms need as an input the an estimation on the uncertainty of the ranging measurements.
	Integrity Algorithm
	Characteristics
	Overview of Integrity Algorithm Inputs

	
	
	GNSS Measurements / Residuals
	Line-of-Sight / Geometry
	Uncertainty of ranging measurements
	Additional parameters

	Classic RAIM
	Snapshot integrity algorithm that applies to the least-squares navigation solution.
	YES
	YES
	YES
Fixed
	YES
Fixed sat fault probability values

	ARAIM
	Snapshot integrity algorithm that applies to the least-squares navigation solution, enhanced to handle multiple failures with multiple constellations and optimised availability.
High computational load.
Intended for aeronautical environment.
	YES
	YES
	YES
ISM provides aURE, aURA, bnom
	YES
ISM provides Psat, Pconst, MTTN, validity time

	IBPL
	Snapshot integrity algorithm that applies to the least-squares navigation solution capable of handling multiple failures and constellations as well. Based on the residuals and on the isotropy of the measurement errors to estimate the PLs and satisfy integrity (proper ratio of the uncertainties is more important than proper bound, which is a more relaxed requirement).
Low computational load.
Performances improve with the number of available measurements (multi-constellation needed in urban environment).
	YES
	YES
	YES
Can employ the same uncertainty parameters as ARAIM in aeronautic environment.

	YES
In aeronautic environment and for demanding TIR: Psat, Pconst

	KFMI
	Filtered integrity algorithm that applies to standard Kalman filter navigation algorithms.
Intended to be employed in all types of environment (including deep-urban).
	YES
	YES
	YES
	NO

	KIPL
	Filtered integrity technique that applies to standard Kalman filter navigation algorithms, plus additional considerations (correlation). 
Intended to be employed in all types of environment (including deep-urban).
	YES
	YES
	YES
	YES
Time correlation parameters



Observation 9.  Overbounding the uncertainty for the ranging measurement error is a pre-requisite of any integrity algorithm known to date. It can be estimated by UE based on quality indicators for the SSR data.
The following formula can be used to statistically describe the overall error contribution for each GNSS measurement. In other words, the total uncertainty for measurements performed by the UE to each visible ith satellite can be expressed as:
       (1)
        (2)
Where
	Quality indicator
	Meaning
	Observation

	
	Total uncertainty for measurements obtained from satellite i. Is formed by the summary of the total error budget affecting a pseudorange from the user's point of view, including the signal in space ranging error called URE (User Range Error), the atmospheric effects (due to the Ionosphere and Troposphere), the impact of local environment (e.g. multipath) and the quality of the receiver.
	

	
	Uncertainty of the combined orbit, clock, and bias corrections. Could also be expressed as 
	These terms are derived in real time based on measurements collected at stations part of GNSS CORS reference network.

	
	Uncertainty of the ionosphere model
	

	
	Uncertainty of the troposphere model
	

	
	Uncertainty of the measurements in the given environment and receiver noise. Multipath is the dominant term here.
	It is computed by the UE. Is perhaps the most difficult to determine as the value is dependent on UE environment, multipath, possible spoofing and jamming, and measurement quality.



Then, the next step would be to compute Protection Level based on the expected behaviour of the error sources introduced above. How to use the quality indicators to compute integrity PLs is related to implementation aspects and it should not be part of the scope of the work in 3GPP.
Specification impact for UE-based:
· Possible extension of GNSS-SSR IE with additional fields, representative to the quality of each GNSS error here modelled as SSR: GNSS-SSR-OrbitCorrections, GNSS-SSR-ClockCorrections, GNSS-SSR-CodeBias, GNSS-SSR-PhaseBias, etc. Alternatively, a new IE collecting quality indicators flags for all GNSS SSR IEs could be defined.
Specification impact for UE-assisted:
· Possible extension of GNSS-Measurement IE with additional fields, if any identified, or improvements to existing fields (e.g., improve resolution of mpathDet to achieve better granularity).
· The 37.355 includes period reporting of Assistance Data with direction from LMF to UE. It is not clear whether periodic reporting of measurements from UE to LMF is also supported. According to our interpretation of existing LPP, UE-assisted positioning seems to be snapshot based. This may not be enough for all possible applications in IIoT, Railway, and Road where the LCS client is outside the UE.
Proposal 4.	Add quality indicators to the SSR assistance data IEs. Details are for FFS at this moment.
Proposal 5.	Study whether periodic reporting of measurements from UE to LMF needs enabled (if not already supported).
4.4. Complex integrity concepts
The concepts discussed above may not be sufficient to address the most stringent TIR levels and new IEs, addressing the feared events identified during the study phase, will be needed in several instances.
5. Conclusions
In this contribution, we have proposed a starting point for an integrity concept applicable UE-based and UE-assisted methods.
[bookmark: _GoBack]Observation 1.  Support for modern GNSS techniques has been added to LPP starting with Release 15 of LTE when OSR/RTK methods have been specified based on standards backed by GNSS industry and published under the guidance of RTCM SC104. Their purpose is to achieve position accuracy with cm-level. 
Observation 2.  Starting with Release 17, 3GPP begin working on improve GNSS performance on another axis, namely integrity (trustworthiness of the position information). It is important to remark that this work takes place in parallel to RTCM efforts on standardising a set of messages to enable integrity (more in next section) which means that at this moment there is no integrity standard backed by GNSS
Observation 3.  As per WID text, one of the objectives is to add to TS 37.355 assistance information specific to GNSS positioning integrity and to support integrity for UE-based and UE-assisted positioning. Since, 3GPP identified automotive as a use case for positioning integrity it is recommended to discuss at group level what are the implications of ISO-26262 on our work (especially for safety-critical and liability-critical use cases).
Observation 4.  The authors interpretation is that position integrity concepts designed by 3GPP would need to fulfil the ISO-26262 requirements before being adopted for lane-level navigation. If this scenario is correct, UE, LMF, and LPP/transport layers may need to be subject of ISO-26262 certification.
Observation 5.  Requirements collected during the study phase are spread and suggest the need for flexible integrity concepts.
Observation 6.  The parameters needed for integrity are very dependent to how the GNSS assistance data were generated (OSR and SSR IEs). Therefore, the set of parameters that will end up in LPP specs will be tightly connected to a particular implementation.
Observation 7.  A standard on GNSS integrity published by RTCM or any other relevant SDOs is not available yet and there is no independent external reference 3GPP could use to check its solution for GNSS integrity against.
Observation 8.  Just because LPP supports exchange of information between LMF and UE, does not mean equivalent solutions for UE-based and UE-assisted positioning integrity can be considered. Ability to mitigate GNSS local effects is a key decision factor and it should not be overlooked.
Observation 9.  Overbounding the uncertainty for the ranging measurement error is a pre-requisite of any integrity algorithm known to date. It can be estimated by UE based on quality indicators for the SSR data.
Proposal 1.  	Liaise with RTCM SC134 working group on GNSS assistance data for integrity message.
Proposal 2.	When deciding the details of UE-assisted mode, take into consideration the ability to mitigate all GNSS feared events.
Proposal 3.	Acknowledge the support of basic integrity features in LPP by updading TS 38.305.
Proposal 4.	Add quality indicators to the SSR assistance data IEs. Details are for FFS at this moment.
Proposal 5.	Study whether periodic reporting of measurements from UE to LMF needs enabled (if not already supported).
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Annex A. Overbounding the ranging errors
The Gaussian distribution is by far the most widely used distribution in engineering. There are many reasons that explain its ubiquitous use and success, among which is the application of the central limit which tells that the mean of a large number of independent, identically distributed random variables tends to a Gaussian distribution, regardless of their original distribution. As a result, many sources of random noise indeed (approximately) follow Gaussian distributions. In terms of distributions, the central limit theory tells that when a probability density function is convoluted many times with itself, it will look more and more Gaussian with every convolution. 
As a consequence, it has been a long tradition in the design of, research on, and analysis of navigation systems that error sources are assumed to have a zero mean Gaussian probability density function (in the absence of failures). This assumption has been instrumental in the development of real-life systems as it allows for a relatively simple metric for trade-off purposes in system designs, and has been the basis for the design of almost all algorithms in GNSS-based systems
But, despite the promises of the central limit theorem, most of the error sources in GNSS do not follow a Gaussian distribution (e.g. multipath). Moreover, error sources not always have zero means, especially not when observed over a relatively short period of time. Because requirements are often specified per operation, and averaging over multiple operations is not allowed, this implies that even in the error-free situation the measurement deviations might not be free from biases.
If the integrity results (the computation of the PLs) are built upon the assumption of zero mean Gaussian range error distributions, then, when the actual distribution is not (or cannot proven to be) zero mean Gaussian, the question is whether the integrity results can still be employed. The answer is obvious: the integrity equations can be used, as long as it is guaranteed not to give an overly optimistic assessment of system integrity. Thus, representing the range error distributions with overbounding Gaussian distributions will provide a conservative result that will overbound the actual position error distribution.
There are several ways of overbouding an error distribution with a Gaussian distribution (e.g. overbounding can be defined in the PDF or in the CDF, or can assume a zero-mean error distribution or not). Some of these methods are described in [4], [5] and [6].
PDF-overbounding
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CDF Overbounding (left) and its Relationship to PDFs (right)
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Paired-Gaussian Overbounding
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The characteristics of the error distribution shall be taken into account (e.g. mass of the tails, if it is a non-zero mean distribution, if it is multimodal, etc.). The more degrees of freedom the overbounding method has to adjust to the actual error distribution will make possible to build tighter error bounds and, therefore, the overbounding will be less conservative and the performances will be improved (lower PLs will lead to higher availability).
As an example of overbounding non-zero mean error distributions, ARAIM overbounds the uncertainty of the SIS error with two parameters ([7]), one to overbound the SIS error (variance and short-term bias) and a second one to overbound the SIS long-term bias error.
Annex B. Uncertainty of ranging measurement 
B.1. Uncertainty of range measurement in UE-based
Scenario: UE-based - Ranging, UE location, and position integrity is computed at the UE. LMF provides assistance data in support of the three functions.
GNSS receiver, present in the UE, aided by the information provided by the network, performs ranging on GNSS signals, compute its position, and estimates the trustworthiness of the location estimate (integrity).
Use Case:  Railway, Automotive, IIoT (outdoor only)
[image: ]
LPP Procedure: Periodic Assistance Data Transfer
	

	




	LMF sends to UE
	UE computes
	Observation

	, , 

	 Total uncertainty for satellite i

 Uncertainty of the measurements in the given environment and due to receiver characteristics (function of multipath, thermal noise, etc.)
	Of course, these quality indicators/variance needs to be provided together with the associated SSR IEs (see specification impact item further below)



Specification impact:
· Possible extension of GNSS-SSR IE with additional fields, representative to the quality of each GNSS error here modelled as SSR: GNSS-SSR-OrbitCorrections, GNSS-SSR-ClockCorrections, GNSS-SSR-CodeBias, GNSS-SSR-PhaseBias, etc. Alternatively, a new IE collecting quality indicators flags for all GNSS SSR IEs could be defined.
B.2. Uncertainty of range measurement in UE-assisted
Scenario: UE-assisted - Ranging is performed at the UE, which then forwards all measurements to LMF for location, and position integrity estimation.
Use Case: Industrial IoT applications, Pay-as-you-drive, 
[image: ]
LPP Procedure: Location Information Transfer (A-GNSS-RequestLocationInformation and A-GNSS-ProvideLocationInformation) (we think periodicity feature, i.e. like for Periodic Assistance Data Transfer procedure, would be required).
	

	


	Target replies to a solicitation form Server
	Target provides unsolicited location information to the server



In this scenario, the UE can send additional information to the LMF besides the ranging measurements. The content of GNSS-MeasurementList IE can be used to send to LMF information about the quality of the measurements performed by the UE. With this additional information, the LMF can estimate the . Note, in any foreseeable scenario, LMF, as the source of A-GNSS assistance data, can be aware of the quality of GNSS corrections. In other words, LMF knows , , . To compute the total uncertainity of a measurement provided by the UE, the LMF would need to receive the  from UE or enough information (e.g., multipath quality) to be able to compute it itself.
At a first glance, the GNSS-MeasurementList IE seems to contain enough information on measurement quality that can be shared by UE to LMF and mpathDet field (Multipath indicator value) is of particular interest as multipath is the dominant term in 

From TS 37.355:

	mpathDet
This field contains the multipath indicator value, defined in the table Value of mpathDet to Multipath Indication relation below.


Value of mpathDet to Multipath Indication relation
	Value of mpathDet
	Multipath Indication

	00
	Not measured

	01
	Low, MP error < 5m

	10
	Medium, 5m < MP error < 43m

	11
	High, MP error > 43m



Therefore
	UE sends to LMF
	LMF knows
	LMF computes

	Option 1:  (if estimated by UE)
Option 2: or information that may help the LMF estimate  (e.g. GNSS-MeasurementList IE  and in particular mpathDet field)

	, , 


	 Total uncertainty for satellite i
[and]






Specification impact:
· Possible extension of GNSS-Measurement IE with additional fields, if any identified, or improvements to existing fields (e.g., improve resolution of mpathDet to achieve better granularity).
· The 37.355 includes period reporting of Assistance Data with direction from LMF to UE. It is not clear whether periodic reporting of measurements from UE to LMF is also supported. According to our interpretation of existing LPP, UE-assisted positioning seems to be snapshot based. This may not be enough for all possible applications in IIoT, Railway, and Road where the LCS client is outside the UE.
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