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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
In the RAN#91e meeting, the WID on SL relay had been agreed and had the following objectives:
	[bookmark: _Hlk67323386]Work Item objectives on aspects common to both L2 and L3:
1. Specify mechanisms for U2N relay discovery and (re)selection for L3 and L2 relaying [RAN2, RAN4]
a. Re-use LTE relay discovery and (re)selection as baseline
2. Specify mechanisms for Relay and Remote UE authorization for L3 and L2 relaying [RAN3]
a. Re-use LTE as baseline
Work Item objectives specific to Layer-2 (L2) relaying:
3. Specify mechanisms for E2E, i.e. PC5 and Uu, QoS management [RAN2]:
4. Specify mechanisms for service continuity 
a. Limited to intra-gNB cases [RAN2]
5. Specify mechanisms for U2N Adaptation layer design [RAN2]
a. For bearer mapping and Remote UE identification, incl. RAN related security aspects if any
6. Specify Control Plane procedures for U2N, including RRC connection management, system information delivery, paging mechanism and access control for Remote UE [RAN2, RAN3]



In this contribution, we aim at analysis and proposals on control plane procedures for L2 SL relay and focus on system information delivery, paging and access control for remote UE.
2. Discussion
2.1. RRC state
In the SI stage, the RRC state combination of relay UE and remote UE in L2 U2N had been fully discussed and concluded that any valid combination may be supported. Based on that, we further clarify which RRC state combination is valid and necessary for system information delivery, paging and access control for remote UE.
In general, system information acquisition and paging monitoring are typical behaviors for IDLE or INACTIVE UE. Access control is mainly for an access attempt to perform access barring check. The key issue of access control for a remote UE is SIB1 acquisition of relay UE’s serving cell. Hence we give the categories of the following table for the relationship between CP procedure and the RRC state combination of relay UE and remote UE:
Table 1 The relationship between CP procedure and the RRC state combination
	
	RRC state of remote UE
	RRC state of relay UE
	Required CP procedure

	Category A
	IDLE/INACTIVE
Note: OOC is transient
	Any RRC state
	· System information delivery, 
· paging delivery 
· Access control for remote UE
· State transition

	Category B
	CONNECTED
	CONNECTED
	· Dedicated RRC procedure
· State transition


In our understanding, OOC is a transient state for a L2 remote UE. As long as it finds a suitable relay UE, it will enter IDLE-like state, e.g. system information and paging acquisition from the relay UE’s serving cell. And for a IDLE/INACTIVE remote UE, system information and paging delivery can be sent by any RRC-state relay UE since the relay UE is at least a normal IDLE/INACTIVE UE which camps on its serving cell and has the better link quality, e.g. RSRP higher than a threshold when acting as a relay UE.
Furthermore, if a remote UE enters CONNECTED state with a relay UE’s serving cell and system information modification can be sent by dedicated RRC signaling like legacy CONNECTED UEs, which does not need to be discussed here and can be left to gNB implementation. 
In this document, we focus on analysis and proposals for category A and our other document [3] is for category B.
Proposal 1:  RAN2 to confirm that system information delivery, paging delivery and access control for remote UE are supported for the following RRC state combination:
· Remote UE in OOC/IDLE/INACTIVE;
· Relay UE in any RRC state;
2.2. System information delivery
For a OOC or IDLE/INACTIVE remote UE, there are the following potential criteria to judge whether it can require system information delivery from a relay UE instead of reading by itself:
· Criterion 1: remote UE can not find any suitable cell to camp, e.g. OOC;
· Criterion 2: the radio link quality of remote UE is too bad to acquire system information by itself, e.g. meeting the RSRP threshold of being remote UE;
· Criterion 3: there may be some binding relationship between remote UE and relay UE, e.g. established PC5 RRC for L2 U2N or for a INACTIVE remote UE;
Criterion 1 is definitely the case that a remote UE needs to require its relay UE for system information delivery because there is no other way to acquire SIB. For a normal IDLE UE, there are repitition mechanisms for legacy SIB message and paging message delivery to increase the successfulness probability. Hence criterion 2 is an optimization/extra assurance for an IDLE remote UE with bad link quality since there is not enough evidence to suggest that the remote UE can not acquire SIB and paging successfully by itself when meeting basic camping conditions. Criterion 3 is also an optimization and may increase resource comsumption. 
Proposal 2: RAN2 to define the criteria for a remote UE to request a relay UE for system information delivery:
· An OOC remote UE;
· FFS for an IDLE/INACTIVE remote UE when meeting RSRP threshold of being a remote UE;
From our understanding, a standardized criteria for triggering system information delivery by a remote UE is also for resource efficiency and interference avoidance since it can be avoided to always broadcast SIB messages by a relay UE when there is no requirement from any remote UE.
When a remote UE meets the standardized criteria for triggering system information delivery, it needs to establish PC5 RRC with a suitable relay UE and explicitly/implicitly inform the relay UE for switching on system information delivery function. When the relay UE receives the request, it will be responsible for the first time system information forwarding and the subsequent modified system information forwarding till the remote UE informs explicitly/implicitly for switching off system information delivery function, e.g. by releasing PC5 RRC. The basic forwarding method is via dedicated RRC message of PC5 unicast, e.g. a new PC5 RRC. It is FFS now for broadcast/groupcast method of system information delivery.
Proposal 3: A relay UE will switch on/off system information delivery function by a remote UE announcement and be responsible for the first time and subsequent modified system information delivery.
Proposal 4: It can be baseline that system information delivery is via PC5 unicast RRC procedure, e.g. a new RRC message, and FFS for broadcast/groupcast.
For a relay UE, if it has stored the required SIB(s) within the validity period(s), it can send them directly to the remote UE. Otherwise the relay UE needs to re-acquire the SIB(s) and then send to the remote. It is FFS how to delivery the DL timing/synchronization information in SIB/MIB from relay UE to remote UE.
For on-demand SI procedure, remote UE also uses dedicated PC5 RRC message to require on-demand SI from relay UE after informing switching on system information delivery function to the relay UE. Otherwise remote UE triggers on-demand SI request procedure via its direct link. When relay UE receives on-demand SI request from remote UE, it may trigger legacy Uu on-demand SI request procedure based on its RRC state, e.g. via Msg 1 based or Msg 3 based request for IDLE/INACTVE relay UE and dedicated RRC for CONNECTED relay UE.
Proposal 5: A remote UE triggers on-demand SI request via dedicated PC5 RRC message after its informing switching on system information delivery function to its relay UE, otherwise on-demand SI request procedure is via its direct link.
Proposal 6: A relay UE may trigger legacy on-demand SI request procedure based on its RRC state after receiving on-demand SI request from the remote UE.
2.3. Paging
Paging delivery is similar with system information delivery, e.g. define the criteria for a remote UE to request a relay UE for paging delivery and needs to switch on/off paging delivery function by a remote UE explicit/implicit informing, to trigger this function based on requirement from a remote UE.  And the baseline method of paging message ddelivery is via PC5 unicast RRC message.
Proposal 7: Paging forwarding is switched on/off by remote UE announcement.
Proposal 8: Paging forwarding is carried by PC5 unicast RRC message, e.g. a new PC5 RRC message.
Furthermore, there is a special point for paging delivery that the remote UE needs to inform the relay UE about its paging occasion information and/or its UE ID information for paging monitoring and filtering.
Generally, there are 3 alternatives for Remote UE and Relay UE to support such paging delivery function.
· Alt-1: Remote UE shares its UE ID (5G-S-TMSI) to Relay UE. In Alt-1, the Relay UE calculates the PO(s) of Remote UE by itself once it receives the Remote UE ID and the relay UE can filter paging message to only deliver which really belongs to the remote UE . 
· Alt-2: Remote UE shares calculated PO(s) directly to Relay UE.  In Alt-2, the Relay UE gets the PO(s) from Remote UE directly without additional calculation and the relay UE will deliver all of paging messages in this PO(s) to the remote UE most of which donot belong to this remote UE, i.e. with a high false-alarm rate. 
· Alt-3: Remote UE shares a pseudo UE ID to Relay UE, which derives the same PO(s) as 5G-S-TMSI. As an example, the pseudo UE ID can be the output of 5G-S-TMSI mod 1024.
[bookmark: _Ref54305357]Alt-1 has the best performance but may be faced to security issue on exposing the 5G-S-TMSI of remote UE to relay UE over PC5 interface.
Proposal 9: For Remote UE paging delivery, RAN2 sends LS to SA3 to confirm if there is any security issue on exposing the 5G-S-TMSI of remote UE to relay UE over PC5 interface.
2.4. Access Control for Remote UE
For L2 UE-to-Network relay, the Relay UE may provide UAC parameters to Remote UE. The access control check is performed at Remote UE using the parameters of the cell it intends to access. The UE-to-Network Relay UE does not perform access control check for the Remote UE's data. The key issue of access control for remote UE is how to acquire the access control information in SIB1 of relay UE’s serving cell. If the serving cell of relay UE is cell 1, there may be the following potential scenarios for remote UE:
· Scenario 1: Remote UE is in OOC when the serving cell of relay UE is cell 1;
· Scenario 2: Remote UE camps on cell 2 when the serving cell of relay UE is cell 1, e.g. cell 1 & 2 are intra-gNB or inter-gNB;
· Scenario 3: Remote UE also camps on cell 1 when the serving cell of relay UE is cell 1;
According to TR 38.836, the access control check is performed at Remote UE using the parameters of the cell it intends to access. Except for scenario 3, in other scenario 1&2, the current serving cell of Remote UE and the cell it intends to access (i.e., relay UE’s serving cell) are different. Therefore, the UAC parameters in SIB1 of relay UE’s serving cell should be delivered to remote UE for access control check. It is a straight-forward way to differentiate the above scenarios that remote UE reports its Uu serving cell information to relay UE in the current PC5 RRC procedure or a separate procedure, e.g. carrying some extra information for relay link requirement. It is up to relay UE based on remote UE reporting to decide whether to deliver the access control information in SIB1 of its serving cell to remote UE or not, e.g. integrited into current PC5 RRC procedure or a separate procedure.
Proposal 10: Remote UE may report its Uu serving cell information to relay UE via PC5 RRC procedure, e.g. integrited into current PC5 RRC procedure or a separate procedure.
Proposal 11: It is up to relay UE based on remote UE reporting to decide whether access control information needs to be delivered to remote UE in PC5 RRC procedure, e.g.  integrited into current PC5 RRC procedure or a separate procedure.
3. Conclusion
In this contribution, we give analysis and solutions on control plane procedures.  Based on the discussion, we have the following proposals:
Proposal 1:  RAN2 to confirm that system information delivery, paging delivery and access control for remote UE are supported for the following RRC state combination:
· Remote UE in OOC/IDLE/INACTIVE;
· Relay UE in any RRC state;
Proposal 2: RAN2 to define the criteria for a remote UE to request a relay UE for system information delivery:
· An OOC remote UE;
· FFS for an IDLE/INACTIVE remote UE when meeting RSRP threshold of being a remote UE;
Proposal 3: A relay UE will switch on/off system information delivery function by a remote UE announcement and be responsible for the first time and subsequent modified system information delivery.
Proposal 4: It can be baseline that system information delivery is via PC5 unicast RRC procedure, e.g. a new RRC message, and FFS for broadcast/groupcast.
Proposal 5: A remote UE triggers on-demand SI request via dedicated PC5 RRC message after its informing switching on system information delivery function to its relay UE, otherwise on-demand SI request procedure is via its direct link.
Proposal 6: A relay UE may trigger legacy on-demand SI request procedure based on its RRC state after receiving on-demand SI request from the remote UE.
Proposal 7: Paging forwarding is switched on/off by remote UE announcement.
Proposal 8: Paging forwarding is carried by PC5 unicast RRC message, e.g. a new PC5 RRC message.
Proposal 9: For Remote UE paging delivery, RAN2 sends LS to SA3 to confirm if there is any security issue on exposing the 5G-S-TMSI of remote UE to relay UE over PC5 interface.
Proposal 10: Remote UE may report its Uu serving cell information to relay UE via PC5 RRC procedure, e.g. integrited into current PC5 RRC procedure or a separate procedure.
Proposal 11: It is up to relay UE based on remote UE reporting to decide whether access control information needs to be delivered to remote UE in PC5 RRC procedure, e.g.  integrited into current PC5 RRC procedure or a separate procedure.
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