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Introduction
In Rel-17, SA2 has already initiated a new SID to enhance NPN (latest SID updates in S2-2002592), which is to enhance 5GS functionalities that would enable more efficient support of non-public networks and simplification of 5G system for non-public networks. And in the TSG RAN meeting #90, the objective of new WI on Enhancement of Private Network Support for NG-RAN for NG-RAN was finally agreed as below:

	The objective of this work item is to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. The SA2 study covers the following SA2 objectives and the RAN objective is to specify the corresponding RAN functionality where necessary:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]
· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support of IMS voice and emergency services for SNPN [RAN2]
· Broadcasting of relevant parameters [RAN2]
[bookmark: _Hlk57062252]NOTE: The above sub-bullets for the SA2 objectives may be non-exhaustive and are subject to further discussion depending on SA2 updates if any.


This paper discusses RAN2 aspects for support of SNPN along with subscription / credentials owned by an entity separate from the SNPN including system information broadcast, associated cell selection/reselection and connected mode mobility.

Progress in SA2 （Key Issue #1 from TR 23.700）
Motivation
For key issue#1, as illustrated in [1], the support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. 

Scenario and Architecture
The scenario where the separate entity owning the credentials has only an AAA Server is supported.  In this scenario, the enhanced SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server. This function can forward EAP messages to the AAA server that is acting as the EAP Server for the purpose of primary authentication and authorization, as shown in the figure 1. The AMF discovers and selects the AUSF using the Home Network Identifier and Routing Indicator present in the SUCI provided by the UE.	The AUSF (e.g. enhanced AUSF or new NF) in SNPN selects the AAA hosted by the external entity. The discovery and selection functionality (within the AUSF) uses the domain name corresponds to the realm part within Network specific identifier that identifies the external entity to perform discovery and selection of the AAA hosted by the external entity. After completing the primary authentication and authorization successfully, the AMF or SMF can retrieve the SNPN UE subscription data (i.e. mobility management and session management subscription) using SUPI from UDM.


Figure 1: Architecture in case separate entity that owns the subscription 

System Information Broadcast
The enhanced SNPN information with credentials owned by an entity separate from the SNPN is required for cell selection and reselection, and hence it should be included in SIB. In this section, we focus on System information design which allows including the enhanced SNPN information in SI.
Context of enhanced SNPN information 
For the case of SNPN selection for UEs with an SNPN subscription:
For the case of the UE with a PLMN subscription:
For SNPN only, SIB will be enhanced as follows:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Observation 1: In Rel-17, for SNPN only, SIB will be enhanced as follows:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
-	Optionally, supported Group IDs (GIDs)’s human readable name


Observation 2: The new additional IEs are in SNPN granularity.
TR 23.700 further requests RAN2 to discuss and determine the maximum number of supported Group IDs, and the Group IDs represents a kind of separate entity that owning the credentials：
	-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].


As we know, in Rel-16, we limited the maximum number of SNPN as 12, as follows:
	· Up to 12 different SNPNs can be broadcasted in a cell.
· If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.


This restriction discussed in Rel-16 comes from the fact that there are several places in the RRC signalling (e.g. in RRC connection setup complete) where the maximum number of networks is set to 12 and where a network is referred to using an index which points to an entry in the broadcasted network list, as example, in the in RRC connection setup complete message:

RRCSetupComplete-IEs ::=            SEQUENCE {
    selectedPLMN-Identity               INTEGER (1..maxPLMN),
 …
    }                                                                                   OPTIONAL,

Hence, in order to re-use the same RRC signalling, the same restriction on the number was applied to the SNPN.  In case of “mixed” network sharing is allowed, the total number of networks including SNPN and PLMN need to be limited to 12 for the same purpose. Similarly, it is proposed that it is up to 12 different Group IDs can be broadcasted in a cell and If “mixed” network sharing is allowed (i.e. a cell can contain PLMNs, SNPNs/Group IDs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN+ #Group IDs) shall not exceed 12.

Proposal 1: Up to 12 different Group IDs can be broadcasted in a cell.
Proposal 2: If “mixed” network sharing is allowed (i.e. a cell can contain PLMNs, SNPNs/Group IDs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN+ #Group IDs) shall not exceed 12.

SIB structure proposal
Below is a SIB structure that can realize observation 1 and 2, it allows to include enhanced SNPN information inside Rel-16 IE NPN-IdentityInfoList-r16 of SIB1. Since the new additional IEs are in SNPN granularity, it is proposed to add the new IEs inside NPN-IdentityInfo-r16 as below. It requires introduction of Rel-17 IEs which are shown in red. 


Additionally, supported Group IDs (GIDs)’s Human Readable Network Name is also needed in SIB for cell manual selection.


Proposal 3: it is proposed to add the new IEs inside NPN-IdentityInfo-r16, which includes:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
And to add the new IEs inside SIB10 for cell manual selection:
-	Optionally, supported Group IDs (GIDs)’s Human Readable Network Name


Cell selection/re-selection
The enhanced suitability criteria 
In Rel-16 NR, the suitability criteria are as follow:
	· suitable cell:
…
For UE operating in SNPN Access Mode, a cell is considered as suitable if the following conditions are fulfilled:
-	The cell is part of either the selected SNPN or the registered SNPN of the UE;
-	The cell selection criteria are fulfilled, see clause 5.2.3.2;
According to the latest information provided by NAS:
-	The cell is not barred, see clause 5.3.1;
-	The cell is part of at least one TA that is not part of the list of "Forbidden Tracking Areas for Roaming" which belongs to either the selected SNPN or the registered SNPN of the UE.



The table below shows the suitability of a cell based on the conclusion from SA2:

	
	SNPN cell
	SNPN cell where the UE’s credentials owned by an entity separate from the SNPN
(Visited SNPN cell)

	Rel-16 UE that is operating in SNPN access mode (SNPN UE)
	Suitable if SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials
	Not Suitable if the SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) 

	Rel-17 UE that configured:
-	User-controlled prioritized list of preferred SNPNs 
-	Separate entity controlled prioritized list of preferred SNPNs
-	Separate entity-controlled prioritized list of Group IDs (GIDs)

	Suitable if SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials
	Suitable if where the SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials (Home SP credentials) owned by an entity separate from the SNPN 

	Rel-17 UE that UEs with a PLMN subscription 
	Not Suitable 
	Suitable if where the SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials (Home SP credentials) owned by an entity in PLMN separate from the SNPN 

	UE that can access PLMN and CAG cell
	Not suitable
	Not suitable



Based on above analysis, for Rel-17 UE which supports accessing SNPN cell where the UE’s credentials owned by an entity separate from the SNPN, it also requires the following condition to consider a cell as suitable:
-	The cell is part of either the selected SNPN or the registered SNPN of the UE;
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the user-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted Group IDs (GIDs) which is part of the Group IDs (GIDs) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting " the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN " indication; 
· 	The cell selection criteria are fulfilled, see clause 5.2.3.2 in TS 38.304;

Proposal 4: it is proposed that for Rel-17 UE which supports accessing SNPN cell where the UE’s credentials owned by an entity separate from the SNPN, it also requires the following condition to consider a cell as suitable:
-	The cell is part of either the selected SNPN or the registered SNPN of the UE;
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the user-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted Group IDs (GIDs) which is part of the Group IDs (GIDs) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting " the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN " indication; 
· 	The cell selection criteria are fulfilled, see clause 5.2.3.2 in TS 38.304;

SNPN selection
SNPN selection in case of SNPN along with credentials owned by an entity separate from the SNPN is similar to normal SNPN selection and both manual and automatic network selection is supported, as showed in the SA2 conclusions. 
Observation 3: Both automatic and manual PLMN selection in relation to SNPN along with credentials owned by an entity separate from the SNPN are agreed in SA2.

In both cases, upon request from NAS, the AS layer searches for SNPN cells with indication that access using credentials from a separate entity is supported" and optional a GID if exits, and if an SNPN cell with indication that access using credentials from a separate entity is supported" and optional a GID is found, the SNPN identifier and optional a GID are reported to the NAS layer which does the network selection. 
In case of manual network selection, the human readable network name (if broadcasted) of the SNPN will also be provided from AS to NAS to assist the user. 
[bookmark: _Toc16666979]Proposal 5: it is proposed that SNPN selection functions similar to normal PLMN selection: AS reports the found SNPNs (identified by PLMN ID + NID) to NAS which selects the network. In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
In Rel-16, since a UE can only register to an SNPN if the UE has SUPI and credentials for the given SNPN, i.e., a UE cannot register to an SNPN with a credential of another (roaming partner's) credential, there is no roaming use case. This means the selected and registered SNPN is always the "home" SNPN. Therefore, there is no need for the UE to search for higher priority SNPNs. 
However, in Rel-17, in case of SNPN along with credentials owned by an entity separate from the SNPN, the SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server. In the scenario, it is similar as in roaming use case, where the SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials (Home SP credentials) owned by an entity separate from the SNPN can be regarded as Visited SNPN. Hence, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.
Observation 4: since roaming use case( visited SNPN) exists in case of SNPN along with credentials owned by an entity separate from the SNPN, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.
For manual network selection UEs operating in visited SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists. This requires the AS to provide the advertised human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS. 
Observation 5: The AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
Proposal 6: it is proposed that the AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
Conclusions
Observation 1: In Rel-17, for SNPN only, SIB will be enhanced as follows:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN

Observation 2: The new additional IEs are in SNPN granularity.

Observation 3: Both automatic and manual PLMN selection in relation to SNPN along with credentials owned by an entity separate from the SNPN are agreed in SA2. 
Observation 4: since roaming use case( visited SNPN) exists in case of SNPN along with credentials owned by an entity separate from the SNPN, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.
Observation 5: The AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
Proposal 1: Up to 12 different Group IDs can be broadcasted in a cell.

Proposal 2: If “mixed” network sharing is allowed (i.e. a cell can contain PLMNs, SNPNs/Group IDs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN+ #Group IDs) shall not exceed 12.

Proposal 3: it is proposed to add the new IEs inside NPN-IdentityInfo-r16, which includes:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
And to add the new IEs inside SIB10 for cell manual selection:
-	Optionally, supported Group IDs (GIDs)’s Human Readable Network Name

Proposal 4: it is proposed that for Rel-17 UE which supports accessing SNPN cell where the UE’s credentials owned by an entity separate from the SNPN, it also requires the following condition to consider a cell as suitable:
-	The cell is part of either the selected SNPN or the registered SNPN of the UE;
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the user-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted SNPN ID(s) which is part of the SNPN ID(s) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting "access using credentials from a separate entity is supported" indication and the broadcasted Group IDs (GIDs) which is part of the Group IDs (GIDs) contained in the separate entity-controlled list  of the UE; 
· The cell is broadcasting " the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN " indication; 
· 	The cell selection criteria are fulfilled, see clause 5.2.3.2 in TS 38.304;
Proposal 5: it is proposed that SNPN selection functions similar to normal PLMN selection: AS reports the found SNPNs (identified by PLMN ID + NID) to NAS which selects the network. In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS.
Proposal 6: it is proposed that the AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
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