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1	Introduction
The contribution discusses enhancement of Unified Access Control (UAC) for REDCAP UEs.
[bookmark: _Toc497230266][bookmark: _Toc497230267]2	Discussion
At the last RAN2 meeting, RAN2 discussed whether to send an LS to SA1 for the enhancement of UAC for REDCAP UEs, but decided not to send it for now since RAN2 did not make notable progress on the issue [1].
Agreements:
1. Include the possible options (msg1, msg3, msg5) in the TP without saying anything on RAN2 preferences on when identification is required
2. Do not send a LS on RedCap UE identification to RAN1 and wait for more RAN1 process
3. Postpone the LS to SA1 on UAC enhancement for RedCap UEs.
4. Postpone the discussion on the camping indicator for RedCap UEs to the WI phase.
5. Postpone the discussion on intraFreqReselection indicator for RedCap UEs to the WI phase.

For the UAC, network broadcasts barring control information associated with Access Identities and Access Categories, and with this information, UE determines whether to access.
Access Identities and Access Categories defined in TS 22.261 [2] are as follows:
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1
	UE is configured for Multimedia Priority Service (MPS).

	2
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11
	Access Class 11 is configured in the UE.

	12
	Access Class 12 is configured in the UE.

	13
	Access Class 13 is configured in the UE.

	14
	Access Class 14 is configured in the UE.

	15
	Access Class 15 is configured in the UE.



Also the special access classes (i.e. access classes 11 to 15) are for the following use, as defined in TS 22.011 [3]:
		Class	15	-	PLMN Staff;
	-"-	14	-	Emergency Services;
	-"-	13	-	Public Utilities (e.g. water/gas suppliers);
	-"-	12	-	Security Services;
	-"-	11	-	For PLMN Use.



	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 

	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency, or MO exception data

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling on NAS level resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8
	All except for the conditions in Access Category 1
	MO signalling on RRC level resulting from other than paging

	9
	All except for the conditions in Access Category 1
	MO IMS registration related signalling

	10
	All
	MO exception data 

	11-31
	
	Reserved standardized Access Categories

	32-63
	All
	Based on operator classification



For the Access Identity which is about device type, it can be observed from the table and RRC procedure (i.e. subclause 5.3.14.5 in RRC) that the current Access Identity is designed for the high priority access (also observed in the R2-2009010 [4]). However, we cannot say that RedCap UE should be treated as higher priority than normal UEs, and thus to introduce a new Access Identity for RedCap UE makes little sense.
Proposal 1:	No new Access Identity is introduced for the RedCap UE.
Furthermore, for the Access Category which is about service type, it can be observed from the table above that all the services are applicable to RedCap UEs. Hence, unless a new service type for RedCap UE is identified, no additional Access Category needs to be introduced.
Proposal 2:	No new Access Category is introduced for the RedCap UE, unless a new service for the RedCap UE is identified. 

3	Conclusion
Proposal 1:	No new Access Identity is introduced for the RedCap UE.
Proposal 2:	No new Access Category is introduced for the RedCap UE, unless a new service for the RedCap UE is identified. 
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