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Introduction
LCS for NTN email discussion has triggered a number of questions by several companies, which may require asking for some clarifications from SA3-LI, SA3 and possibly SA2.
This paper attempts to frame the issue and propose a way forward.

Discussion

At the RAN#86 meeting, the work item NR-NTN-solutions was approved and revised at RAN#90-e in [1]. 
Among its objectives, the WID includes
· Identify potential issues associated to the use of the existing Location Services (LCS) application protocols to locate UE in the context of NTN and specify adaptations if any [RAN2/3]

In [2], LCS for NTN has been discussed and a set of proposals have been elaborated. Before RAN2 discusses these proposals, some companies would like to understand whether
· the reported GNSS location by the UE to the network could be sufficient to meet SA3-LI requirements given that the NR-NTN-solutions WID considers that “UEs with GNSS capabilities are assumed.”
· a finer granularity for the UE location is needed than what is available via Cell ID and TAC


It shall be noted that SA2 in its technical report [3] has selected Solution #13: Country specific PLMN selection for normative work in Rel-17 to address Key Issue #10: Regulatory services with super-national satellite ground station.
This solution #13 assumes among other that 
· “the UE is using a PLMN ID of the country where the UE is located, that 5GCN can determine the UEs location (with an accuracy depending on radio cell size) for support of regulatory services e.g. LI, emergency services etc. Additional mechanisms such as UE positioning by the network may be needed for a more accurate determination of the UE location
· NG-RAN needs to ensure that the CN is in the country that the UE is located without the use of UE based information. Whether this is feasible need to be verified by RAN WGs.”.


Let us first recall the current SA3-LI views in [4], which recalls key LI requirements:

 “SA3-LI thanks SA2 for a timely consideration of the LI aspects in designing candidate solutions to the key issues of the study.
In principle, SA3-LI have no objections to the approaches emulating terrestrial cellular networks topologies (cells, tracking areas) to support network access and mobility for a satellite UE.
However, SA3-LI want to emphasize the fundamental LI requirements to be met by any of those approaches:
-	The logical location information (Cell ID) shall be reliable, i.e. network-provided or network-verified.
-	The logical location shall unambiguously map to the geographical area of the UE physical location. Granularity of such geographical areas needs to be able to provide network location accuracy comparable with terrestrial networks.
-	Any solution shall support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located. The enforcement needs to also include cross-border service continuity scenarios.
Furthermore, SA3-LI would like to point out that any solution addressing extraterritorial (e.g. international maritime zone and aeronautical) use cases should provide means to notify the HPLMN on roaming in and out of those areas, including the cases when the serving PLMN has not changed.
SA3-LI would also like to emphasize the importance of extending the LCS capabilities onto the non-terrestrial networks.”


From the above statement, it is clear that SA3-LI requires network-provided or network-verified schemes to provide location information.

The email discussion has highlighted that an accurate positioning may be critical for some regulated services such as
· emergency calls where safety of life calls 
· lawful intercept where it is critical to enforce the use of a Core Network of PLMN in the country where the UE is physically located

In such case, the logical Cell Id information is not sufficient especially for NTN with beam size greater than the largest cell size of terrestrial networks. Therefore, GNSS based scheme such as A-GNSS (see TS 38.305) is valuable to meet the necessary accuracy requirements.

However, it may be needed to clarify whether the A-GNSS method can be considered by SA3-LI as reliable, i.e. network-provided or network-verified.

Moreover, it needs to be clarified whether reporting the GNSS location by the UE to the network over the radio interface could create privacy issues especially if the GNSS location of the UE is sent in clear text (message 5 during the initial access procedure) before the registration in the PLMN in the country where the UE is physically located.

Hence, an LS towards SA3 and SA3-LI with SA2 in copy should be sent by RAN2 to obtain their feedback on those potential issues.

Proposal: Submit the following questions to SA3 & SA3-LI via an LS:


RAN2 would like to further understand the LI requirement defined by SA3-LI in its LS (S3i-200056) applicable to LCS in NTN as “The logical location … shall be reliable, i.e. network-provided or network-verified.” In particular, RAN2 would like to understand whether the A-GNSS which is based on external systems/sensors and network assistance and is defined in TS 38.305 “Stage 2 functional specification of User Equipment positioning in NG-RAN”, can fulfil this LI requirement.
· Question 1: RAN2 would like to ask to SA3-LI on whether a UE position computed using A-GNSS in UE-based mode, as defined in TS 38.305 using the assistance data provided via broadcast (e.g. posSIBs), can be considered reliable from SA3-LI perspective ?

· Question 2: RAN2 would like to ask to SA3-LI whether the position computed at network side using A-GNSS measurements provided by UE, as defined in TS 38.305 in UE-assisted, LMF-based mode, could be considered a network-verified location?


In order to ensure that the PLMN of the country, where the UE is physically located, is selected, one possibility would be that UE reports its GNSS location to the network in the message “RRCSetupComplete” during the initial access procedure. This could be enabled by a new Rel-17 functionality exploiting the fact that this message may carry large payload. However given that, AS security is not activated during the initial phase of the RRC connection as per TS 38.331, the GNSS location of the UE would be transmitted in clear text over the air and RAN2 would like to understand whether this scheme might create some security issues (e.g. privacy, integrity).
· Question 3: RAN2 would like to ask to SA3 whether security issues (e.g. privacy, integrity) could be created with the reporting of GNSS location by the UE to the network over the radio interface in clear text (e.g. message “RRCSetupComplete”) during the initial access procedure before the registration in the PLMN in the country where the UE is physically located ?


Conclusion

Proposal: Submit the following questions to SA3 & SA3-LI via an LS:

RAN2 would like to further understand the LI requirement defined by SA3-LI in its LS (S3i-200056) applicable to LCS in NTN as “The logical location … shall be reliable, i.e. network-provided or network-verified.” In particular, RAN2 would like to understand whether the A-GNSS which is based on external systems/sensors and network assistance and is defined in TS 38.305 “Stage 2 functional specification of User Equipment positioning in NG-RAN”, can fulfil this LI requirement.
· Question 1: RAN2 would like to ask to SA3-LI on whether a UE position computed using A-GNSS in UE-based mode, as defined in TS 38.305 using the assistance data provided via broadcast (e.g. posSIBs), can be considered reliable from SA3-LI perspective ?

· Question 2: RAN2 would like to ask to SA3-LI whether the position computed at network side using A-GNSS measurements provided by UE, as defined in TS 38.305 in UE-assisted, LMF-based mode, could be considered a network-verified location?


In order to ensure that the PLMN of the country where the UE is physically located is selected, one possibility would be that UE reports its GNSS location to the network in the message “RRCSetupComplete” during the initial access procedure. This could be enabled by a new Rel-17 functionality exploiting the fact that this message may carry large payload. However given that, AS security is not activated during the initial phase of the RRC connection as per TS 38.331, the GNSS location of the UE would be transmitted in clear text over the air and RAN2 would like to understand whether this scheme might create some security issues (e.g. privacy, integrity).
· Question 3: RAN2 would like to ask to SA3 whether security issues (e.g. privacy, integrity) could be created with the reporting of GNSS location by the UE to the network over the radio interface in clear text (e.g. message “RRCSetupComplete”) during the initial access procedure before the registration in the PLMN in the country where the UE is physically located ?
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