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1	Introduction
How to handle the non-DAPS bearer during DAPS HO was discussed through email discussion [AT113-e][211][MOB] DAPS corrections (Huawei). 
Proposal 7: stick to existing specified fallback handling for non-DAPS DRB.
For P7, discuss whether a NOTE would clarify that there would be only a single observable UE behaviour for non-DAPS DRB handling from network side. Discuss via [211] for wording of the NOTE (MediaTek).

[bookmark: _Ref178064866]2	Discussion
Text Proposal:
---------------------------------------------------START------------------------------------------------------------------
[bookmark: _Toc60776766][bookmark: _Toc60867547]5.3.5.5.4	RLC bearer addition/modification
For each RLC-BearerConfig received in the rlc-BearerToAddModList IE the UE shall:
1>	if the UE's current configuration contains an RLC bearer with the received logicalChannelIdentity within the same cell group:
2>	if the RLC bearer is associated with an DAPS bearer :
3>	reconfigure the RLC entity or entities for the target cell group in accordance with the received rlc-Config;
3>	reconfigure the logical channel for the target cell group in accordance with the received mac-LogicalChannelConfig;
2>	else:
3>	if reestablishRLC is received:
4>	re-establish the RLC entity as specified in TS 38.322 [4];
3>	reconfigure the RLC entity or entities in accordance with the received rlc-Config;
3>	reconfigure the logical channel in accordance with the received mac-LogicalChannelConfig;
NOTE 1:	The network does not re-associate an already configured logical channel with another radio bearer. Hence servedRadioBearer is not present in this case.
NOTE x:  In DAPS handover, the UE may perform RLC entity re-establishment (if reestablishRLC is set) for an RLC bearer associated with a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3].
1>	else (a logical channel with the given logicalChannelIdentity is not configured within the same cell group, including the case when full configuration option is used):
2>	if the servedRadioBearer associates the logical channel with an SRB and rlc-Config is not included:
3>	establish an RLC entity in accordance with the default configuration defined in 9.2 for the corresponding SRB;
2>	else:
3>	establish an RLC entity in accordance with the received rlc-Config;
2>	if the servedRadioBearer associates the logical channel with an SRB and if mac-LogicalChannelConfig is not included:
3>	configure this MAC entity with a logical channel in accordance to the default configuration defined in 9.2 for the corresponding SRB;
2>	else:
3>	configure this MAC entity with a logical channel in accordance to the received mac-LogicalChannelConfig;
2>	associate this logical channel with the PDCP entity identified by servedRadioBearer.
[bookmark: _Toc60867560][bookmark: _Toc60776779]
5.3.5.6.5	DRB addition/modification
The UE shall:
1>	for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):
2>	establish a PDCP entity and configure it in accordance with the received pdcp-Config;
2>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
3>	if target RAT of handover is E-UTRA/5GC; or
3>	if the UE is connected to E-UTRA/5GC:
4>	if the UE is capable of E-UTRA/5GC but not capable of NGEN-DC:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10];
4>	else (i.e., a UE capable of NGEN-DC):
5>	configure the PDCP entity with the ciphering algorithms according to securityConfig and apply the key (KUPenc) associated with the master key (KeNB) or secondary key (S-KgNB) as indicated in keyToUse, if applicable;
3>	else (i.e., UE connected to NR or UE connected to E-UTRA/EPC):
4>	configure the PDCP entity with the ciphering algorithms according to securityConfig and apply the KUPenc key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB/S-KeNB) as indicated in keyToUse;
2>	if the PDCP entity of this DRB is configured with integrityProtection:
3>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	if an sdap-Config is included:
3>	if an SDAP entity with the received pdu-Session does not exist:
4>	establish an SDAP entity as specified in TS 37.324 [24] clause 5.1.1;
4>	if an SDAP entity with the received pdu-Session did not exist prior to receiving this reconfiguration:
5>	indicate the establishment of the user plane resources for the pdu-Session to upper layers;
3>	configure the SDAP entity in accordance with the received sdap-Config as specified in TS 37.324 [24] and associate the DRB with the SDAP entity;
2>	if the DRB is associated with an eps-BearerIdentity:
3>	if the DRB was configured with the same eps-BearerIdentity either by NR or E-UTRA prior to receiving this reconfiguration:
4>	associate the established DRB with the corresponding eps-BearerIdentity;
3>	else:
4>	indicate the establishment of the DRB(s) and the eps-BearerIdentity of the established DRB(s) to upper layers;
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and configured as DAPS bearer:
2>	reconfigure the PDCP entity to configure DAPS with the ciphering function, integrity protection function and ROHC function of the target cell group as specified in TS 38.323 [5] and configure it in accordance with the received pdcp-Config;
2>	if the masterKeyUpdate is received:
3>	if the ciphering function of the target cell group PDCP entity is not configured with cipheringDisabled:
4>	configure the ciphering function of the target cell group PDCP entity with the ciphering algorithm according to securityConfig and apply the KUPenc key associated with the master key (KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received from the target cell group and sent to the target cell group by the UE;
3>	if the integrity protection function of the target cell group PDCP entity is configured with integrityProtection:
4>	configure the integrity protection function of the target cell group PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) as indicated in keyToUse;
2>	else:
3>	configure the ciphering function and the integrity protection function of the target cell group PDCP entity with the same security configuration as the PDCP entity for the source cell group;
2>	if the sdap-Config is included and when indication of successful completion of random access towards target cell is received from lower layers as specified in [3]:
3>	reconfigure the SDAP entity in accordance with the received sdap-Config as specified in TS 37.324 [24];
3>	for each QFI value added in mappedQoS-FlowsToAdd, if the QFI value is previously configured, the QFI value is released from the old DRB;
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and not configured as DAPS bearer:
2>	if the reestablishPDCP is set:
3>	if target RAT of handover is E-UTRA/5GC; or
3>	if the UE is connected to E-UTRA/5GC:
4>	if the UE is capable of E-UTRA/5GC but not capable of NGEN-DC:
5>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
6>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10], clause 5.4.2.3, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	else (i.e., a UE capable of NGEN-DC):
5>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
6>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
3>	else (i.e., UE connected to NR or UE in EN-DC):
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB/S-KeNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
3>	if drb-ContinueROHC is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueROHC is configured;
3>	if drb-ContinueEHC-DL is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueEHC-DL is configured;
3>	if drb-ContinueEHC-UL is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueEHC-UL is configured;
3>	re-establish the PDCP entity of this DRB as specified in TS 38.323 [5], clause 5.1.2;
2>	else, if the recoverPDCP is set:
3>	trigger the PDCP entity of this DRB to perform data recovery as specified in TS 38.323 [5];
2>	if the pdcp-Config is included:
3>	reconfigure the PDCP entity in accordance with the received pdcp-Config.
2>	if the sdap-Config is included:
3>	reconfigure the SDAP entity in accordance with the received sdap-Config as specified in TS37.324 [24];
3>	for each QFI value added in mappedQoS-FlowsToAdd, if the QFI value is previously configured, the QFI value is released from the old DRB;
NOTE 1:	Void.
NOTE 2:	When determining whether a drb-Identity value is part of the current UE configuration, the UE does not distinguish which RadioBearerConfig and DRB-ToAddModList that DRB was originally configured in. To re-associate a DRB with a different key (KeNB to S-KgNB, KgNB to S-KeNB, KgNB to S-KgNB, or vice versa), the network provides the drb-Identity value in the (target) drb-ToAddModList and sets the reestablishPDCP flag. The network does not list the drb-Identity in the (source) drb-ToReleaseList.
NOTE 3:	When setting the reestablishPDCP flag for a radio bearer, the network ensures that the RLC receiver entities do not deliver old PDCP PDUs to the re-established PDCP entity. It does that e.g. by triggering a reconfiguration with sync of the cell group hosting the old RLC entity or by releasing the old RLC entity.
NOTE 4:	In this specification, UE configuration refers to the parameters configured by NR RRC unless otherwise stated.
NOTE 5: Ciphering and integrity protection can be enabled or disabled for a DRB. The enabling/disabling of ciphering or integrity protection can be changed only by releasing and adding the DRB.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK6]NOTE x:  In DAPS handover, the UE may perform   PDCP entity re-establishment (if reestablishPDCP is set) or the PDCP data recovery (if recoverPDCP is set) for a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3]. In this case, the UE suspends data transmission and reception for all non-DAPS bearers in the source MCG for duration of the DAPS handover.
---------------------------------------------------END-----------------------------------------------------------------------


Companies are requested to add their comments in the boxes below.
Q: Do you agree the above changes for non-DAPS bearer? Any comments?
	Company
	Yes/No
	Comment

	Mediatek Inc.
	Yes
	The notes clarify the observable UE behavior for non-DAPS DRBs handling from the network side. The network expects UE performs RLC/PDCP re-establishment when HO is successfully completed. The network does not expect the UE to perform RLC/PDCP re-establishment for non-DAPS bearers when DAPS HO fails.

	LG
	Yes
	We are fine with the proposed text with small correction. 
NOTE x:  In DAPS handover, the UE performs the PDCP re-establishment (if reestablishPDCP is set) or the PDCP data recovery (if recoverPDCP is set) for a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3].
NOTE 2x:  In DAPS handover, the UE performs the RLC entity re-establishment (if reestablishRLC is set) for an RLC bearer associated with a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3].

	Huawei, HiSilicon
	Partially Yes
	Regarding the NOTE wording, we understand the intention of this NOTE is to clarify “UE can do non-DAPS PDCP re-establishment until HO success” and “clarifies UE implementation freedom” according to our online discussion. So current wording should be changed to “the UE may perform….” instead of “the UE performs….”. Otherwise it affects current UE behavior, i.e. UE performs PDCP/RLC reestablishment upon the DAPS handover command is received.

	Samsung 
	Yes, but
	We need to clarify it further, e.g. “UE suspends non-DAPS bearer upon the reception of DAPS handover or UE resumes non-DAPS bearer upon fallback to the source”. 
If we do not suspend non-DAPS DRB, the on-going processing data for non-DAPS DRB could be transmitted to the source gNB before RLC/PDCP re-establishment during DAPS handover, which is not aligned with our previous agreement.  

	Intel
	Yes
	We are fine with the text proposal from Mediatek. We also agree Samsung and Huawei’s suggestions. 

	Ericsson
	Yes
	We first thought that delaying the RLC & PDCP re-establishment would change the observable UE behavior since the UE can send data  MSG3 in CBRA. However, we then recalled that it is not allowed to send data for non-DAPS DRBs in MSG3. From 38.321:

“Before the successful completion of the Random Access procedure initiated for DAPS handover, the target MAC entity shall not select the logical channel(s) corresponding to non-DAPS DRB(s) for the uplink grant received in a Random Access Response or the uplink grant for the transmission of the MSGA payload.”
Considering this we would be fine with adding the note. We also support the comment from Huawei of writing “the UE may perform” instead of “the UE performs” since the current behavior is to perform the actions in the order they are written.
We assume the same note will need to be added to the LTE spec. This would be good confirm.

	ZTE
	Yes
	We also support the comment from Huawei and Samsung to avoid the impact on the current UE behaviour. And we agree with Ericsson to add the same note in LTE spec. 

	Qualcomm
	Yes
	It is fine to use “can perform” instead of “performs”. About the suspension proposed by Samsung: this makes sense, but I wonder if we do need this regardless of when UE does PDCP/RLC re-establishment. Minor editorial: we don’t need “the” before PDCP/RLC re-establisment.



3	Conclusion
All companies provide inputs are generally fine with the TP. 
Proposal 1: Add a NOTE to both 36.331 and 38.331 to clarify UE handling of the non-DAPS bearer. 
5.3.5.5.4: RLC bearer addition/modification
NOTE x:  In DAPS handover, the UE may perform RLC entity re-establishment (if reestablishRLC is set) for an RLC bearer associated with a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3].  
5.3.5.6.5	DRB addition/modification
NOTE x:  In DAPS handover, the UE may perform   PDCP entity re-establishment (if reestablishPDCP is set) or the PDCP data recovery (if recoverPDCP is set) for a non-DAPS bearer when indication of successful completion of random access towards target cell is received from lower layers as specified in [3]. In this case, the UE suspends data transmission and reception for all non-DAPS bearers in the source MCG for duration of the DAPS handover.

