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Based on the study and discussion on both L3 UE-to-Network Relay and L3 UE-to-UE Relay in study phase, in this contribution the evaluation is to be performed for L3 based relay architecture and solutions, and the conclusions are proposed in terms of the objectives included in the SID.  
Discussion 
Evaluation on L3 UE-to-Network Relay
The solutions studied and captured in the TR [1] for L3 U2N relay are summarized below along with evaluation results:
Relay discovery and (re)selection
RAN2 assumed the model A and model B are to be supported, and the similar AS criteria of LTE relay will be reused. The details are left to WI. The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Relay and remote UE authorization
RAN2 confirmed the solution is up to SA2 and SA3 with no RAN2 impact foreseen. The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Protocol stack design
RAN2 assumed the CP and UP protocol stacks of L3 U2N relay are up to SA2. 
For evaluation:
· To support IP based data routing for non-IP traffic, the additional IP header increases the overhead at sidelink and Uu link.
· To support N3IWF based solution, from RAN2 point of view, the uncompressed IP header (inner IP header and the IP header in PDU layer) increase the transmission overhead in sidelink and Uu link.
Security
Solution#23 of TR 23.752 [6] with N3IWF is feasible to meet end-to-end security requirements from RAN2 perspective.
For evaluation:
· Supporting end-to-end security requirement requires the mandatory deployment of N3IWF from NW and support of N3IWF based solution from remote UE perspective. 
· It is not clear when/how to use N3IWF based solution, e.g. how to determine if the relay UE is the “trusted entity” which is the entering condition of N3IWF based solution captured in SA2 TR.
QoS management
RAN2 assumed it is subject to upper layer solutions defined by SA2. 
For evaluation:
· RAN2 can consider in WI phase SA2 conclusions on QoS solutions, including whether it is sufficient to enforce E2E QoS via legacy PC5-RRC reconfiguration of SLRB and resource allocation (e.g. since there is no gNB involvement on the E2E QoS division). 
· SL congestion is not considered in QoS handling since there is no gNB awareness of the remote UE:
· SL bearers are established regardless of SL congestion
· Uu part of the configuration cannot be adapted based on the SL congestion
· UE-AMBR cannot be enforced on the remote UE.
· In case of OOC, remote UE operates only using the pre-configuration, which may lead to worse performance than using the configuration provided in SIB or dedicated RRC signaling. 
Service continuity
RAN2 makes working assumption that no AS layer solution will be studied to guarantee the service continuity, and leave it to the upper layer (e.g. application layer) solution.
For evaluation:
· There is no AS layer service continuity (i.e. lossless and in-sequence delivery of PDCP PDU with similar performance like legacy HO) in case of L3 U2N relay from RAN2 perspective.
CP procedures
For CP procedures, PC5-RRC aspects of Rel-16 NR V2X PC5 unicast link establishment procedures can be reused to setup a secure PC5 unicast link. Further AS impacts (if any) can be discussed in WI phase. Whether new PC5-S signaling is also introduced depends on SA2. 
For evaluation:
· There is no access control performed for remote UE’s indirect connection via relay UE, since the gNB is not aware of the indirect connection established between remote UE and relay UE. 
· For DL data reachability, there is no solution discussed and concluded in RAN2 to guarantee the DL data of the PDU session established via relay UE in case of relay reselection, as there is no paging monitoring by relay UE for remote UE. 
· For path switch procedure, there is no solution discussed and concluded in RAN2 to perform path switch procedure from indirect link to direct link in case there is data transmission between remote UE and gNB via a relay UE.
· In case of RLF, there is no AS solution to reduce data interruption and data loss for remote UE’s service via relay UE.
[bookmark: _GoBack]Based on the above summary, it is proposed to capture the TP1 in annex as evaluation results into the TR. 
Proposal 1: add the evaluation results in TP1 into the TR 38.836 for L3 UE-to-Network Relay.
Evaluation on L3 UE-to-UE Relay
Similarly, the solutions of L3 U2U relay have been studied and captured in the TR [1] as well.  
Relay discovery and (re)selection
RAN2 assumed the model A and model B are to be supported, and the similar AS criteria of LTE relay will be reused. The details are left to WI. The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Relay and remote UE authorization
RAN2 confirmed the solution is up to SA2 and SA3 with no RAN2 impact foreseen and the same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Protocol stack design
RAN2 assumed the CP and UP protocol stacks of L3 U2N relay are up to SA2. 
For evaluation:
· The additional IP header increases the overhead for non-IP traffic.
QoS management
For QoS management, RAN2 assumed the QoS handling is subject to upper layer.  
Security
RAN2 assumed the solutions are up to SA2 and SA3. 
For evaluation:
· There is some uncertainty on whether L3 UE-to-UE Relay can meet the E2E security requirement.
CP procedures
RAN2 assumed the design is left to SA2.  
It is proposed to capture the TP2 in annex as evaluation results into the TR.
Proposal 2: add the evaluation results in TP2 into the TR 38.836 for L3 UE-to-UE Relay.
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Proposal 1: add the evaluation results into the TR 38.836 for L3 UE-to-Network Relay.
Proposal 2: add the evaluation results into the TR 38.836 for L3 UE-to-UE Relay.
Annex: 
TP1: 
Evaluation and conclusion of the study for L3 UE-to-Network Relay
Relay discovery and (re)selection
The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Relay and remote UE authorization
The solution is up to SA2 and SA3 with no RAN2 impact foreseen. The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Protocol stack design
· To support IP based data routing for non-IP traffic, the additional IP header increases the overhead at sidelink and Uu link.
· To support N3IWF based solution, from RAN2 point of view, the uncompressed IP header (inner IP header and the IP header in PDU layer) increase the transmission overhead in sidelink and Uu link.
Security
· Supporting end-to-end security requirement requires the mandatory deployment of N3IWF from NW and support of N3IWF based solution from remote UE perspective. 
· It is not clear when/how to use N3IWF based solution, e.g. how to determine if the relay UE is the “trusted entity” which is the entering condition of N3IWF based solution captured in SA2 TR. 
QoS management
· RAN2 can consider in WI phase SA2 conclusions on QoS solutions, including whether it is sufficient to enforce E2E QoS via legacy PC5-RRC reconfiguration of SLRB and resource allocation (e.g. since there is no gNB involvement on the E2E QoS division). 
· SL congestion is not considered in QoS handling since there is no gNB awareness of the remote UE:
· SL bearers are established regardless of SL congestion
· Uu part of the configuration cannot be adapted based on the SL congestion
· UE-AMBR cannot be enforced on the remote UE.
· In case of OOC, remote UE operates only using the pre-configuration, which lead to worse performance than using the configuration provided in SIB or dedicated RRC signaling.
Service continuity
· There is no AS layer service continuity (i.e. lossless and in-sequence delivery of PDCP PDU with similar performance like legacy HO) in case of L3 U2N relay from RAN2 perspective.
CP procedures
· There is no access control performed for remote UE’s indirect connection via relay UE, since the gNB is not aware of the indirect connection established between remote UE and relay UE. 
· For DL data reachability, there is no solution discussed and concluded in RAN2 to guarantee the DL data of the PDU session established via relay UE in case of relay reselection, as there is no paging monitoring by relay UE for remote UE. 
· For path switch procedure, there is no solution discussed and concluded in RAN2 to perform path switch procedure from indirect link to direct link in case there is data transmission between remote UE and gNB via a relay UE. 
· In case of RLF, there is no AS solution to reduce data interruption and data loss for remote UE’s service via relay UE.
TP2: 
Evaluation and conclusion of the study for L3 UE-to-UE Relay
Relay discovery and (re)selection
The same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Relay and remote UE authorization
The solution is up to SA2 and SA3 and the same mechanisms are assumed to be applicable for both of L2 and L3 relay architectures.
Protocol stack design
The additional IP header increases the overhead for non-IP traffic.
QoS management
The QoS handling is subject to upper layer.  
Security
There is some uncertainty on whether L3 UE-to-UE Relay can meet the E2E security requirement.
CP procedures
For CP procedures, the design is left to SA2.
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