

3GPP TSG-RAN2 Meeting #113-e		 R2-2101705
Online, 25 Jan – 05 Feb, 2021       
Agenda item:	5.4.1.4
Source:	Huawei, HiSilicon
Title:	Discussion on the usage of MN and SN configuration restrictions
[bookmark: _Hlk506366071]Document for:	Discussion 
1. Introduction
The usage of CG-ConfigInfo::configRestrictInfo and CG-Config::configRestrictModReqSCG was discussed in [1] in last RAN2 meeting, and no conclusion was made on whether CG-ConfigInfo::configRestrictInfo can be included in SN triggered modification procedure.
In this contribution, we will further discuss this issue.
2. Discussion
The successful SN triggered modification procedure is extracted from [2] as below:


In this procedure, SN proposes configuration restriction in configRestrictModReqSCG, and also includes RRC message for SN configuration base on the restriction if necessary. If the MN accepts the configuration, it shall deliver the SN configuration to UE by step 4 and respond SN with SgNB Modification Confirm, otherwise, SgNB Modification Refuse is replied which is extracted from [3] as below, where the MeNB may also provide configuration information in the MeNB to SgNB Container IE. :


Figure 8.7.7.3-1: SgNB initiated SgNB Modification, unsuccessful operation.
In step 2/3, the MeNB might trigger a configuration update to SgNB, however, based on the procedure defined in [2] and [3], the procedure is only used to provide necessary information for the ongoing SN modification procedure, including security keys, forwarding tunnel and measurement gap configuration as below in [3]:
 Interaction with the MeNB initiated SgNB Modification Preparation procedure:
If applicable, as specified in TS 37.340 [32], the en-gNB may receive, after having initiated the SgNB initiated SgNB Modification procedure, the SGNB MODIFICATION REQUEST message including the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released List IE.
If applicable, as specified in TS 37.340 [32], the en-gNB may receive, after having initiated the SgNB initiated SgNB Modification procedure, the SGNB MODIFICATION REQUEST message including the SgNB Security Key IE within the UE Context Information IE.
If applicable, as specified in TS 37.340 [32], the en-gNB may receive, after having initiated the SgNB initiated SgNB Modification procedure, the SGNB MODIFICATION REQUEST message including the measGapConfig IE as defined in TS 38.331 [31] within the MeNB to SgNB Container IE.
The en-gNB may receive, after having initiated the SgNB initiated SgNB modification procedure including the New DRB ID Request IE for an SN terminated bearer within the E-RABs To Be Modified List IE, the SGNB MODIFICATION REQUEST message to release and add the same bearer with a new DRB ID or with the same DRB ID but together with the SgNB Security Key IE within the UE Context Information IE. 
The en-gNB may receive, after having initiated the SgNB initiated SgNB modification procedure, the SGNB MODIFICATION REQUEST message including the SN triggered IE.
It is quite clear that configRestrictInfo is not allowed to be included in this step. 
Observation1: configRestrictInfo is not allowed to be included in SgNB Modification Request procedure during an ongoing SN triggered Modification procedure.
If the motivation in [1] is to enhance this procedure to allow the MN to re-negotiate the configuration restriction, there would be an NBC issue as some SN might not be able to handle such restriction. Instead, in step 6, if SgNB Modification Refuse is triggered due to being unable to admit the modification from the SN, the configRestrictInfo might be included, which might be used to suggest the configuration restriction for next SN triggered modification for such propose if the enhancement is necessary. As this configRestrictInfo is a suggestion rather than a constraint, NBC issue will not be raised if we use this Modification Refuse message for configuration restriction re-negotiation.
Proposal 1: If companies want to enhance the procedure to allow the MN to re-negotiate the configuration restriction in SN triggered modification procedure, send an LS to RAN3 to ask whether SgNB Modification Refuse should be used to suggest the configuration restriction for the next round of SN triggered modification.

3. Conclusion
Based on the above discussion, we recommend RAN2 to discuss and adopt the following proposals: 
Observation1: configRestrictInfo is not allowed to be included in SgNB Modification Request procedure during an ongoing SN triggered Modification procedure.
[bookmark: _GoBack]Proposal 1: If companies want to enhance the procedure to allow the MN to re-negotiate the configuration restriction in SN triggered modification procedure, send an LS to RAN3 to ask whether SgNB Modification Refuse should be used to suggest the configuration restriction for the next round of SN triggered modification.
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