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According to the LS [1] from SA2, SA2 asks RAN2 to select the survival time provided in the TSCAI in the following two options:
	1. as a maximum time in units of “time” where each unit corresponds to the data burst periodicity defined in TSCAI in Rel-16; or
1. as a maximum number of consecutive data burst transmission failures, where a data burst corresponds to a single application message.


In the RAN2#112e meeting, RAN2 discussed the above two options and made the following agreement (i.e. to use Option i) [2] for the survival time requirement:
	· Time period during which “message loss” can be tolerated is adopted as the preferred format for Survival time.  FFS how this will be achieved and what message loss means in RAN2.


In this contribution, we discuss the detailed RAN2 impacts of the survival time requirement.
Discussion
Survival Time
According to the 3GPP TR 23.700 [3] as quoted below and the survival time definition [2] preferred by RAN2, the survival time is used together with the TSCAI Periodicity parameter (the time between periodic TSC bursts) and burst size (e.g. MDBV).
	23.700:
-	Survival Time information is specified by the AF in units of "time" with respect to burst periodicity or as the maximum number of consecutive message transmission failures (i.e. whose loss can be tolerated).
NOTE 1:	There is a single message per burst periodicity and the burst contains the application message. It is conveyed together with TSCAI Periodicity parameter (the time between periodic TSC bursts) and burst size (e.g. MDBV).




Figure 1: Survival time of 3 x transfer interval for “Wired-2-wireless 100 Mbit/s link replacement (A.2.2.4)” in [4]
As the Figure 1 illustrated above, if the transmission latency of a cyclic traffic message (e.g. P1/2/3) exceeds the PDB (Packet Delay Budget) (e.g. the packet arrives after the last arrival time.), the receiver would consider that the expected packet is lost. If the number of consecutive packet loss exceeds a threshold, the application would fail (e.g. “both the communication service and the application transition into a down state” of the receiver would “transition into a down state” [4]). In order to fulfil the survival time requirement (e.g. to avoid that the consecutive packet loss exceeds the threshold.) in RAN, the transmitter should take certain actions when the number of consecutive packet loss is about to exceed the threshold of the survival time. 


Figure 2: Data burst with IP segments
Firstly the transmitter should be able to detect the loss of an application data burst. However due to the case of the large burst size and the variants (up to 2M bytes) of the burst size according to the MDBV values in the 3GPP TS 38.413 [5], one data burst from the application layer could be segmented into more than one IP packets (i.e. more than one PDCP SDUs), and the number of IP packets of a data burst could change at each period, as illustrated in Figure 2. Then the loss of any IP packet of a data burst would mean the loss of the data burst.
Observation 1: One data burst could be segmented to more than one IP packets.
Observation 2: The loss of any IP packet of a data burst would cause the loss of a data burst.
For the DL, the gNB knows how many IP packets of a data burst arrives at the gNB, and the gNB can use the HARQ/RLC/PDCP feedbacks to detect whether an IP packet is lost in transmission. Then the gNB can take certain actions (i.e. via more reliable transmission) when the number of consecutively lost data burst is about to reach the threshold of the survival time.
Proposal 1: The enforcement of the DL survival time is left to the gNB implementation.
For the UL, even though the gNB knows the timing when the first packet of a data burst arrives at the UE, the gNB does not know the end of a data burst. Then the reception of a PDCP SDU in the UL at the gNB does not imply that a data burst is transmitted successfully. We consider that the transmitting PDCP entity of the UE could be the entity to detect the loss of a data burst and to count the number of consecutively lost data burst.
Observation 3: The reception of one PDCP SDU in the UL at the gNB does not imply that a data burst is transmitted successfully, as the gNB is not able to know the end of a data burst.
Proposal 2: The transmitting PDCP entity of the UE is used to detect the loss of a data burst and to count the number of consecutively lost data burst.
Regarding the mechanism used to detect the loss of a data burst, we consider that the PDCP SDUs which arrives at a time duration (i.e. the burst spread) of each burst period could be considered as one data burst, as illustrated in Figure 2. Then the loss of any PDCP SDU of a data burst is determined as the loss of a data burst. Thus the burst spread is an essential parameter for the RAN to detect the loss of a data burst. We consider that RAN2 can send an LS to SA2 to ask for the burst spread parameter for the detection of the data burst loss.
Proposal 3: The PDCP SDUs which arrives within a time duration (i.e. the burst spread) of each burst period is considered as one data burst.
Proposal 4: The loss of a data burst is determined when any PDCP SDU of a data burst is determined as “lost”.
Proposal 5: RAN2 is kindly requested to send an LS to SA2 to ask for the burst spread parameter which is used for the detection of the data burst loss.
Regarding the detection of the PDCP SDU loss, we consider that the PDCP discard timer can be reused to detect whether a PDCP SDU is transmitted or not. If a PDCP SDU is not transmitted before the expiration of the PDCP discard timer, the PDCP SDU is considered as lost. If the UE receives the PDCP status report or the RLC STATUS PDU from the gNB which confirms the reception of a PDCP SDU, the PDCP SDU is considered as “transmitted successfully”. From our understanding, the gNB by implementation can send the PDCP status report to confirm the reception of the PDCP SDUs. For example, the gNB can send the PDCP status report when the expected arrival time of a data burst exceeds the PDB. 
Proposal 6: A PDCP SDU is considered as lost when the PDCP SDU is not transmitted successfully before the expiry of the PDCP discard timer.
Proposal 7: The PDCP status report and the RLC STATUS PDU is re-used to confirm the reception of a PDCP SDU.
Regarding the enforcement of the UL survival time, we consider that the UE can report the consecutive data burst loss when the number of consecutively lost data burst exceeds a configured threshold, and the gNB by implementation can use more reliable transmission (e.g. more robust MCS or PDCP duplication) for the QoS flow which is about to reach the survival time requirement.
Proposal 8: The UE reports the consecutive data burst loss when the number of consecutively lost data bursts exceeds a configured threshold.
Conclusions
According to the analysis given above, we have the following Observations and Proposals:
Observation 1: One data burst could be segmented to more than one IP packets.
Observation 2: The loss of any IP packet of a data burst would cause the loss of a data burst.
Observation 3: The reception of one PDCP SDU in the UL at the gNB does not imply that a data burst is transmitted successfully, as the gNB is not able to know the end of a data burst.
Proposal 1: The enforcement of the DL survival time is left to the gNB implementation.
Proposal 2: The transmitting PDCP entity of the UE is used to detect the loss of a data burst and to count the number of consecutively lost data burst.
Proposal 3: The PDCP SDUs which arrives within a time duration (i.e. the burst spread) of each burst period is considered as one data burst.
Proposal 4: The loss of a data burst is determined when any PDCP SDU of a data burst is determined as “lost”.
Proposal 5: RAN2 is kindly requested to send an LS to SA2 to ask for the burst spread parameter which is used for the detection of the data burst loss.
Proposal 6: A PDCP SDU is considered as lost when the PDCP SDU is not transmitted successfully before the expiry of the PDCP discard timer.
Proposal 7: The PDCP status report and the RLC STATUS PDU is re-used to confirm the reception of a PDCP SDU.
Proposal 8: The UE reports the consecutive data burst loss when the number of consecutively lost data bursts exceeds a configured threshold.
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