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Comparison of UE-to-Network Relay
A. [bookmark: _Hlk61473482][bookmark: _Hlk61473347]Relay discovery and (re-)selection
Both the model A and model B can be supported in L2 and L3 relay architectures.
For Remote UE supporting L3 UE-to-Network Relay which is out of coverage and connected to a gNB indirectly, it is not feasible for the serving gNB to provide radio configuration to transmit discovery message.
The serving gNB may control relay selection/reselection of the RRC_CONNECTED remote UE in L2 UE-to-Network Relay scenario.
B. [bookmark: _Hlk61473773]Relay/Remote UE authorization
The solution is up to SA2 and SA3 with no RAN2 impact foreseen, and the same mechanisms are assumed to be applicable for both L2 and L3 relay architectures.
C. [bookmark: _Hlk61473818]QoS for relaying functionality
In L2 relay architecture, the serving gNB has full control of the QoS management over Uu and PC5 interfaces for the end-to-end QoS enforcement of a particular session established between the remote UE and the network. QoS requirement can be supported and enforced as the serving gNB can admit or reject a radio bearer based on the current radio resource availability. The serving gNB is aware of link conditions of PC5 and Uu interfaces, and QoS management can be flexibly adjusted to tailor changing situations (e.g., to adapt the QoS control over PC5 and Uu interfaces when there is congestion on sidelink). In case of OOC, operating remote UE using the configuration provided in SIB or dedicated RRC signaling leads to better overall QoS performance than using pre-configuration.
Due to the lack of serving gNB’s awareness of the remote UE’s connection in L3 relay architecture:
· RAN2 needs to check in WI phase if QoS solutions studied in SA2 can work with PC5-RRC reconfiguration of SLRB and resource allocation to support and enforce QoS requirement of the remote UE. 
· SL congestion is not considered in QoS handling:
· SL bearers are established regardless of SL congestion
· Uu part of the configuration cannot be adapted based on the SL congestion
· UE-AMBR cannot be enforced on the remote UE.
· In case of OOC, the remote UE operates only with the pre-configuration, which may lead to worse performance than using the configuration provided in SIB or dedicated RRC signaling.

D. Service continuity
L2 relay architecture guarantees the same level of service continuity during path switch (i.e., lossless and in-sequence delivery of AS payload) as during HO with direct Uu connection.
L3 relay architecture does not provide service continuity (i.e., no guarantee of lossless and in-sequence delivery of AS payload) during path switch.
E. Security
In L2 relay architecture, security (confidentiality and integrity protection) is enforced between the remote UE and the serving gNB at AS layer, in the same way as with Uu direct connection through PDCP layer. AS payload of the remote UE is not disclosed/readable to the relay UE.
In L3 relay architecture, AS payload of the remote UE is disclosed/readable to the relay UE. Security of application data relies on the deployment of N3IWF in the network and implementation of N3IWF based solution by the remote UE. It is not clear when/how to use N3IWF based solution, e.g., how to determine if the relay UE is a “trusted entity”, which is the entering condition of N3IWF based solution.
F. Impact on user plan stack and control plane procedure
In L2 relay architecture,
· The adaptation layer is placed over RLC sublayer for both CP and UP at the Uu interface between the relay UE and the serving gNB. It shields upper layers (e.g., application layer) from the complication of relay operation. It supports the gNB configured/controlled bearer mapping for relayed traffic, with flexible N:1 mapping between Uu radio bearer and RLC bearer.
· Dedicated RRC configuration can be performed on the remote UE, providing the serving gNB with the same level of control of the remote UE as over direct Uu connection.
· Paging is supported and DL data reachability is maintained for the remote UE in RRC_IDLE/RRC_INACTIVE states.
· The relay UE can forward system information to the remote UE via broadcast, groupcast or unicast, which enables unified access control on the remote UE and more flexible configuration of the remote UE than pre-configuration.
In L3 relay architecture,
· The additional IP header, which is needed to support IP based data routing for non-IP traffic, increases the overhead over PC5 and Uu interfaces.
· Th inner IP header, which is present in N3IWF based solution, cannot be compressed, and it increases the overhead over PC5 and Uu interfaces.
· Since the serving gNB is not aware of the indirect connection from the remote UE, admission control cannot be performed when the connection of the remote UE is established through the relay UE. 
· As no paging monitoring or forwarding for the remote UE is supported by the relay UE, DL data reachability is not guaranteed after relay (re-)selection.
· Unified access control cannot be applied to the remote UE before a connection is established through the relay UE.
· There is no AS procedure to reduce interruption and data loss over RLF on the remote UE’s indirect connection through the relay UE.
Comparison of UE-to-UE Relay
A.	Relay discovery and (re-)selection
Both the model A and model B can be supported, and the similar AS criteria of LTE relay will be reused for both L2 and L3 relay architectures.
B. Relay/Remote UE authorization
The solution is up to SA2 and SA3 with no RAN2 impact foreseen, and the same mechanisms are assumed to be applicable for both L2 and L3 relay architectures.
C.	QoS for relaying functionality
QoS handling is subject to upper layer for both L2 and L3 relay architectures.
D.	Security
In L2 relay architecture, the security is enforced at PDCP layer between the source remote UE and the destination remote UE. The end-to-end security can be supported.
In L3 relay architecture, there is no end-to-end security enforced at AS layers.
Conclusion
Proposal 1: The above comparisons between L2 and L3 relay architectures for UE-to-Network relay and UE-to-UE relay are captured in TR38.836.
Proposal 2: SA2 should be informed about the deficiencies of L3 relay architecture in QoS management, service continuity, security, and network control of radio resource and connection management.
Proposal 3: Only L2 relay architecture should be specified in Rel-17.   
