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1 [bookmark: _Ref45424608]Introduction
A new study item on “NR Positioning Enhancements” was approved in RAN#86 ([1]) and its second objective is as follows:
Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods.
This contribution analyses GNSS position integrity concepts.
2 GNSS position integrity concept
A-GNSS evolution in LPP/3GPP
Over the last releases of 3GPP, A-GNSS method has evolved and morphed into a concept much different than the legacy A-GNSS method developed as an answer to U.S. FCC´s 911 requirement to make cell phone location data available to emergency call dispatchers. Today, LPP includes all known GNSS-based methods reunited under the term A-GNSS (Note, outside 3GPP, RTK and PPP/SSR are standalone terms and not part of traditional A-GNSS). For distinction, we will use “legacy A-GNSS” to refer to A-GNSS protocols part of LPP before Release 15 of LTE and NR when the high-accuracy GNSS methods have been added.
The accuracy and integrity of GNSS can be greatly improved by using GNSS correction services. These services wirelessly transmit data containing real-time information on GNSS signal errors to GNSS receivers, enhancing their performance and precision.
GNSS correction services generally fall into two categories, based either on the Observation State Representation (OSR) or a State Space Representation (SSR) of the errors. These groups use different techniques, delivery mechanisms, and core technologies to solve the same problem – the mitigation of key GNSS errors (e.g. clocks, orbits, biases, ionosphere, troposphere) in order to enable high precision GNSS performance. They have been discussed in detail during Release 15 of LTE.



	
	A-GNSS (from 3GPP point of view)

	
	Legacy A-GNSS (pre-Rel15)
	OSR family1 (Rel15+)
	SSR family2 (Rel 15+)

	Purpose
	Assistance to improve TTFF (start-up and acquisition time) and reduce power consumption
	Improve position accuracy
	Improve position accuracy 

	Typical use case
	E911
	Automotive, UAV, Railway, IIoT (outdoor only), etc.

	Configurations
	Without assistance data: Standalone
With assistance data: UE-based, UE-assisted
	Assistance Data is a must: UE-based, UE-assisted

	LPP features related to integrity 
	GNSS-RealTImeIntegrity IE can list the faulty satellites and signals
	None
	None

	Additional enhancements to LPP
	Not needed
	No clear path identified at this moment
	As a minimum, quality indicators for each SSR IEs (see section 2.2)

	Note 1: RTK and N-RTK / OSR family includes single base RTK, MAC, FKP, Non-Physical Reference Station
Note 2: PPP / SSR family includes PPP, PPP-AR, PPP-RTK



Uncertainty of the ranging measurements
The key when discussing about integrity risk of the GNSS positioning system is to understand the error sources (see R2-2007647 for a description of the most significant sources of error applicable to GNSS) [2].
Total uncertainty for satellite ith is used as an input in integrity algorithms for PL and other integrity results.The following formula can be used to statistically describe the overall error contribution for each GNSS measurement. In other words, the total uncertainty for measurements performed by the UE to each visible ith satellite can be expressed as:

Where
	Quality indicator
	Meaning
	Observation

	
	Total uncertainty for measurements obtained from satellite i

The UERE is the ranging error between a satellite and the user’s receiver and is formed by the summary of the total error budget affecting a pseudorange from the user's point of view, including the signal in space ranging error called URE (User Range Error), the atmospheric effects (due to the Ionosphere and Troposphere), the impact of local environment (e.g. multipath) and the quality of the receiver.
	

	
	Uncertainty of the combined orbit, clock, and bias corrections. Could also be expressed as 

The URE (User Range Error) is the signal in space ranging error, which involves the effect of the orbit and clock errors on the measurements, after applying the GNSS navigation message and any corrections (if available)
	These terms are derived in real time based on measurements collected at stations part of GNSS CORS reference network.

	
	Uncertainty of the ionosphere model
	

	
	Uncertainty of the troposphere model
	

	
	Uncertainty of the measurements in the given environment and receiver noise. Multipath is the dominant term here.
	It is computed by the UE. Is perhaps the most difficult to determine as the value is dependent on UE environment, multipath, possible spoofing and jamming, and measurement quality.



Then, the next step would be to compute Protection Level based on the expected behaviour of the error sources introduced above. How the integrity PLs are derived by a position engine is related to implementation aspects and it should not be part of the scope of the work in 3GPP.
Observation 1: 	The PLs are derived by a position engine is related to implementation aspects and it should not be part of the scope of the work in 3GPP.
Observation 2:	The above discussion fits well SSR type of assistance data since the key errors are modelled and transferred individually. The UE uses the incoming SSR data to create a local model of the GNSS errors, which it applies directly to the GNSS ranging measurements. Then, if available to the UE, the quality indicators presented above can be used to describe a distribution that overbounds the ranging measurement error distribution for a certain range of Integrity Risks. 
The computation of the positioning integrity (PLs) is mainly based on: 
· The knowledge of the uncertainty of all the measurements and the system data employed as an input for the position computation. The integrity algorithms can be based only on the information/measurements obtained at one single epoch (snapshot) or also on the information/measurements from previous epochs (filtered).

· The amount of redundant information/measurements that is available for the algorithm to compute the position. A higher amount of measurements and a good satellite geometry implies a better observability of the positioning errors. 
Therefore, it is important to note that, in the end, the positioning integrity and the achievable performance are based on the knowledge of the uncertainty of all the ranging measurements and the system data needed to employ those measurements (e.g. satellite orbits, clocks, etc.). The following pyramid depicts this concept.
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Clarification on URA- URE- UERE terms
The term URA, employed in LPP (navURA and GNSS-SSR-URA), stands for User Range Accuracy and it provides the signal-in-space ranging accuracy of the GNSS measurements. Thus, navURA is the signal-in-space accuracy after using the satellite orbits and clock information provided in the GNSS navigation message and GNSS-SSR-URA the signal-in-space accuracy after applying the SSR corrections.
Above we have introduced two new terms, URE, and UERE. The URE, which stands for User Range Error, provides a statistical estimation of the signal-in-space ranging error of the GNSS measurements (ranging error due to satellite orbit and clock errors). 
At a first glance, URE and URA seems to have same meaning (both refer to errors in the GNSS measurements associated satellite orbit and clock information), are computed in a different way and have different meaning: 
· The URA is based on the past/historic statistics of a given satellite and is provided for the worst user location (WUL) on the Earth (the location that leads to the highest ranging error when projecting the orbit and clock errors to the line-of-sight). As it is based on past/historic data, without considering the current orbits and clocks, the URA is an a-priori estimation of the signal-in-space ranging error at WUL and is conservative with respect to the actual signal error because it´s valid for several hours at the expense of resolution.

· The URE, on the other hand, is a statistical estimation of the current signal-in-space error based on the current orbits and clocks. Hence, the URE needs to be computed and transmitted at a rate much higher than the URA, in order to update properly the estimation of the actual signal-in-space error (note, LPP does not mention URE explicitly but using GNSS-SSR-OrbitCorrections, GNSS-SSR-ClockCorrections, GNSS-SSR-CodeBias, and GNSS-SSR-PhaseBias is equivalent).
Observation 3:	As positioning integrity requires knowledge of the uncertainty of all ranging measurements, the URE (current state, high resolution), not the URA (a-priori state, low resolution), will be used as input to the integrity algorithms.
Lastly, the UERE term represents the total ranging error, which includes the signal-in-space ranging error (URE), the atmospheric effects (due to the Ionosphere and Troposphere), the impact of local environment (e.g. multipath) and the quality of the receiver.
Uncertainty of range measurement in UE-based
Scenario: UE-based - Ranging, UE location, and position integrity is computed at the UE. LMF provides assistance data in support of the three functions.
GNSS receiver, present in the UE, aided by the information provided by the network, performs ranging on GNSS signals, compute its position, and estimates the trustworthiness of the location estimate (integrity).
Use Case:  Railway, Automotive, IIoT (outdoor only)
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LPP Procedure: Periodic Assistance Data Transfer
	

	




	LMF sends to UE
	UE computes
	Observation

	, , 

	 Total uncertainty for satellite i

 Uncertainty of the measurements in the given environment and due to receiver characteristics (function of multipath, thermal noise, etc.)
	Of course, these quality indicators/variance needs to be provided together with the associated SSR IEs (see specification impact item further below)




Specification impact:
· Possible extension of GNSS-SSR IE with additional fields, representative to the quality of each GNSS error here modelled as SSR: GNSS-SSR-OrbitCorrections, GNSS-SSR-ClockCorrections, GNSS-SSR-CodeBias, GNSS-SSR-PhaseBias, etc. Alternatively, a new IE collecting quality indicators flags for all GNSS SSR IEs could be defined.
Uncertainty of range measurement in UE-assisted
Scenario: UE-assisted - Ranging is performed at the UE, which then forwards all measurements to LMF for location, and position integrity estimation.
Use Case: Industrial IoT applications, Pay-as-you-drive, 
[image: ]
LPP Procedure: Location Information Transfer (A-GNSS-RequestLocationInformation and A-GNSS-ProvideLocationInformation) (we think periodicity feature, i.e. like for Periodic Assistance Data Transfer procedure, would be required).
	

	


	Target replies to a solicitation form Server
	Target provides unsolicited location information to the server



In this scenario, the UE can send additional information to the LMF besides the ranging measurements. The content of GNSS-MeasurementList IE can be used to send to LMF information about the quality of the measurements performed by the UE. With this additional information, the LMF can estimate the . Note, in any foreseeable scenario, LMF, as the source of A-GNSS assistance data, can be aware of the quality of GNSS corrections. In other words, LMF knows , , . To compute the total uncertainity of a measurement provided by the UE, the LMF would need to receive the  from UE or enough information (e.g., multipath quality) to be able to compute it itself.
At a first glance, the GNSS-MeasurementList IE seems to contain enough information on measurement quality that can be shared by UE to LMF and mpathDet field (Multipath indicator value) is of particular interest as multipath is the dominant term in 

From TS 37.355:

	mpathDet
This field contains the multipath indicator value, defined in the table Value of mpathDet to Multipath Indication relation below.


Value of mpathDet to Multipath Indication relation
	Value of mpathDet
	Multipath Indication

	00
	Not measured

	01
	Low, MP error < 5m

	10
	Medium, 5m < MP error < 43m

	11
	High, MP error > 43m



Therefore
	UE sends to LMF
	LMF knows
	LMF computes

	Option 1:  (if estimated by UE)
Option 2: or information that may help the LMF estimate  (e.g. GNSS-MeasurementList IE  and in particular mpathDet field)

	, , 


	 Total uncertainty for satellite i
[and]






Specification impact:
· Possible extension of GNSS-Measurement IE with additional fields, if any identified, or improvements to existing fields (e.g., improve resolution of mpathDet to achieve better granularity).
· The 37.355 includes period reporting of Assistance Data with direction from LMF to UE. It is not clear whether periodic reporting of measurements from UE to LMF is also supported. According to our interpretation of existing LPP, UE-assisted positioning seems to be snapshot based. This may not be enough for all possible applications in IIoT, Railway, and Road where the LCS client is outside the UE.
Mapping to Use Cases
First objective of integrity chapter requires to identify positioning integrity KPIs and relevant use cases. Section 2.3 (UE-based) and Section 2.4 (UE-assisted) include a link between the concept we propose i.e. support for uncertainty in the measurement and use cases identified by RAN2.
Mapping to Error Sources
The information provided above give examples of quality indicators that may be paired with most of the GNSS errors (to be corrected with SSR assistance data). For now, interference and spoofing are marked as FFS in the running TP. Next section is proposing several options on how to mitigate their impact on position integrity.

3 GNSS RF Interference and Spoofing
The External feared events category includes a sub-category named Local environment feared events formed by Multipath, Spoofing, Interference.
Observation 4:  Harmful events such as RF interference/jamming and spoofing of GNSS signals and data threatens integrity and reliability of a GNSS.
GNSS Multipath
Multipath is something experience by the UE and therefore its mitigation is something to be left up to implementation. Furthermore, section 2 explains how multipath, once estimated and available at the UE, could be used in concepts in relation to positioning integrity.
GNSS RF Interference
This GNSS error source and its impact on positioning integrity is described in detail in (see R2-2007647) and the running TPs on integrity currently put together by RAN2.
There are two forms of GNSS Radio Frequency Interference (RFI):
· Unintentional RFI is due to a nearby radio device broadcasting at a frequency which impacts the GNSS signals.
· Intentional RFI is the deliberate action of blocking the reception of GNSS signals by broadcasting a strong signal on GNSS frequencies.
In the future, terrestrial networks could act as systems able to monitor the GNSS RF interference in certain geographical areas. Nevertheless, studying such solutions seem to be outside the scope of the current SID.
Observation 5: This problem is outside the scope of 3GPP as it deals with protecting against interference radio signals belonging to GNSS systems, hence something outside 3GPP domain.
GNSS Spoofing
This GNSS error source and its impact on positioning integrity is described in detail in (see R2-2007647) and the running TPs on integrity currently put together by RAN2. In order to overcome these threats, signal and message/data channel authentication solutions are being deployed by GNSS systems providers to ensure authenticity to the ranging measurements and data channels. Such authentication solutions are especially useful for road users, UAVs, rail users, and timing users. 
In simple words, the usage of GNSS by users to compute their location in a reference systems involves two main functions: broadcast of GNSS system data by satellites (satellite location on orbit and system time), and UE performs ranging measurements. Once the location of the transmitting points, here satellites, is known and the distance to visible satellites is measured, the UE can estimate its location. In a context in which the user is interested in shielding against GNSS spoofing, these two functions imply the UE will need to retrieve the following information: 
· Ranging Authentication Data: primarily the cryptographic data needed to verify the signal/ranging authentication; 
· Data Channel Authentication data: the navigation data and their signatures.
These functions enable the user to protect from simple attacks. Detecting attacks that are more sophisticated requires the UE to have prior knowledge of the time. This time information shall be retrieved by the UE in a trustable way e.g. from 5GS.
[image: ]
The legacy A-GNSS (prior to Rel15 and addition of RTK and SSR) helps the UE retrieve knowledge about the location of the satellites and system time from a LMF instead directly from satellites. The introduction of A-GNSS can assist with GNSS Data Authentication since UEs can retrieve GNSS Navigation Message from 5GS through an LPP transaction. On the other hand, Ranging Authentication continues to be a serious challenge with no solution yet. GNSS system (e.g. U.S.´s GPS, Europe´s Galileo etc) are working on fixing this and securing their publicly broadcast signals. The idea is to protect the GNSS pseudorange, performed by the UE, from intentional acts, ensuring the trustworthiness of location and time.  
Besides efforts made by designers and developers of GNSS systems and receivers, the authentication of data broadcasted directly by GNSS satellites and its signals can be facilitated and made more robust by leveraging a 5G connection. There are many ways in which the authentication can benefit from the coexistence of both GNSS and 5G:
	Solution
	Specification impact

	RAT-dependent positioning
RAT-dependent positioning techniques could be used as independent means to cross-check the authenticity of position computed by the UE based on GNSS methods.
	None. Enough RAT-dependent positioning methods are already enabled by LPP. 
Cross-check of GNSS location and RAT-dependent is an implementation choice, not a mandatory feature.

	Trustable time reference:
5GS can provide trustable time reference, which is a requirement in all authentication protocols like Galileo Open Service Navigation Message Authentication and GPS CHIMERA.
	
At this moment, none. Through a secured LPP transaction, UE can retrieve trustable time information from LMF (e.g. GNSS-ReferenceTime, GNSS-SystemTime, and NetworkTime IEs).

	Data Authentication / Signature:
5GS could also enable GNSS Ranging and Navigation Message authentication by acting as an alternative data channel to the GNSS signal in space for the dissemination of cryptographic assistance data. In this scenario UE could promptly verify that the received signal and data came from the correct source i.e., a GNSS constellation and avoid spending energy to retrieve the data from the GNSS signal which typically has data rate of ~50 bps and maximum 500 bps (Galileo E6 signal).
	
Extension of A-GNSS with authentication-related information published by GNSS constellations in Interface Control Documents (ICDs). 
Note, at this moment, solutions such as Galileo OS-NMA, and GPS CHIMERA are under development and only draft ICDs exist.



Observation 6: 	LPP protocol is already equipped with features that UE can exploit for checking the authenticity of GNSS position, velocity, and timing (PVT). Additional enhancements such as extension of A-GNSS with authentication-related information may be considered in future Releases when relevant ICDs become available from GNSS system providers.
Proposal 1: 	Include the TP from Annex A in clause 9 of TR 38.857.
4 Remaining open points for discussion
UE-assisted specification impact.
UE-assisted may be affected by at least two possible bottlenecks: the end-to-end latency of an LPP transactions may be too large for real-time operations (note, for non real-time scenarios, latency of the communication protocol does not matter) and periodic reporting of Provide Location Information may need to be added to NG-RAN.
RAT-Independent, RAT-dependent, and hybrid of the two.
It is important to take into account that positioning integrity KPIs required by an application may require the simultaneous use of several positioning and integrity sources (when one single source is not enough). This means that in future releases of 3GPP the positioning integrity framework built in this study item would need to be expanded to include RAT-dependent methods and hybrid of RAT-independent and RAT-dependent.
Industry standards matter
It is important to acknowledge at working group level the fact that the potential integrity specifications developed in Release 17 do not consist an alternative to safety standards used in subject applications. For example, the automotive industry works with ISO 26262. A positioning integrity service implemented based on A-GNSS and 5G would need to comply to ISO 26262 before being accepted in application. In other words, it would be incorrect to state that LPP offers an integrity service for automotive, railway and IIoT starting with Release 17.
MT-LR and MO-LR
Considering use cases addressed (automotive, railway, and IIoT) we believe the target device is not a mobile and we think there is no need to discuss MT-LR and MO-LR.
LPP protocol security
In the context of position integrity, the exchange of information between LMF and UE needs to take place in a secure way, where eavesdroppers cannot tamper the data during the transfer procedure. NAS security seems to be fit for purpose; nevertheless, it is important to confirm this understanding.
Proposal 2: 	Clarify these points at the next meeting and include a summary in the TR.

5 Conclusions
In this contribution, we have proposed a starting point for an integrity concept applicable UE-based and UE-assisted methods (See section 2) and described solutions for GNSS errors currently marked as FFS in the running TP.

Observation 1: 	The PLs are derived by a position engine is related to implementation aspects and it should not be part of the scope of the work in 3GPP.
Observation 2:	The above discussion fits well SSR type of assistance data since the key errors are modelled and transferred individually. The UE uses the incoming SSR data to create a local model of the GNSS errors, which it applies directly to the GNSS ranging measurements. Then, if available to the UE, the quality indicators presented above can be used to describe a distribution that overbounds the ranging measurement error distribution for a certain range of Integrity Risks.
Observation 3:	As positioning integrity requires knowledge of the uncertainty of all ranging measurements, the URE (current state, high resolution), not the URA (a-priori state, low resolution), will be used as input to the integrity algorithms.
Observation 4:   Harmful events such as RF interference/jamming and spoofing of GNSS signals and data threatens integrity and reliability of a GNSS.

Observation 5:  This problem is outside the scope of 3GPP as it deals with protecting against interference radio signals belonging to GNSS systems, hence something outside 3GPP domain.
Observation 6: 	LPP protocol is already equipped with features that UE can exploit for checking the authenticity of GNSS position, velocity, and timing (PVT). Additional enhancements such as extension of A-GNSS with authentication-related information may be considered in future Releases when relevant ICDs become available from GNSS system providers.
Proposal 1: 	Include the TP from Annex A in clause 9 of TR 38.857.
Proposal 2: 	Clarify these points at the next meeting and include a summary in the TR.
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Annex A Text Proposal

Based on discussions in RAN2, R2-2100596 proposes a baseline running TP for RAT-independent. This TP proposes several amendments to the running TP from R2-2100596.

--------------------------------------------- Start Text Proposal -------------------------------------------
9.4 	Positioning Integrity Methods
9.4.1		RAT-Independent
The scope of this study is limited to examining positioning integrity considerations for A-GNSS positioning.

9.4.1.1		UE-Based A-GNSS Positioning Integrity Methods
The 3GPP specifications can be extended to support the determination of positioning integrity, by defining information elements and signaling procedures to transport assistance information to mitigate feared events. A summary of the feared events studied in Section 9.3 is provided in Table 9.4.1.1 below, including examples of the types of assistance information to be considered for inclusion in LPP
Editor’s Note: The LPP IEs and procedures for positioning integrity will be defined in the WI.
Table 9.4.1.1: Summary of A-GNSS feared events and integrity assistance information considerations (FFS).
NOTE: The positioning integrity assistance information IEs are FFS as part of the WI. 
*NOTE: The UE or LMF are responsible for mitigating these feared events locally, outside the scope of the specifications.


	Feared Event Category 
	Feared Event 
	Examples of positioning integrity assistance information (FFS) 

	1. Feared events in the GNSS Assistance Data 
	Incorrect computation of the GNSS Assistance Data, e.g. software bug, corrupt or lost data
	Validity or quality flags for existing assistance information

	
	External feared event impacting the GNSS Assistance Data, e.g. satellite, atmospheric or local environment feared events (Category 3) impacting the GNSS reference stations in the GNSS correction provider’s network.
	

	2. Feared events during positioning data transmission 
	Data integrity faults
	Data corruption check, e.g. CRC

	
	
	Data Authentication / Signature

	3. GNSS feared events
	Satellite feared events
e.g. bad signal-in-space or bad broadcast navigation data
	Satellite health or quality flags

	
	Atmospheric feared events
	Ionospheric indicator

	
	
	Tropospheric indicator

	
	Local Environment feared events, e.g. Multipath, Spoofing, Interference
	FFS
Cross-check GNSS position with RAT-depedent positon

Assistance information: Trustable time reference, Data Authentication / Signature

	4. UE feared events
	GNSS receiver measurement error
	FFS

	
	Hardware faults
	*

	
	Software faults
	*

	5. LMF feared events
	Hardware faults
	*

	
	Software faults
	*



Figure 9.4.1.1: Simplified relationship between the positioning integrity feared event categories and the 3GPP positioning architecture. Refer to [21] for a detailed description of the UE positioning architecture.
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--------------------------------------------- End Text Proposal --------------------------------------------

--------------------------------------------- Start Text Proposal -------------------------------------------
9.4.1.1.2 Uncertainty of the ranging measurement 
The uncertainty of all the ranging measurements, together with system data, is an input required by every integrity algorithms and is needed to compute integrity results i.e., PLs.
The following formula can be used to statistically describe the overall error contribution for each GNSS measurement. In other words, the total uncertainty for measurements performed by the UE to each visible ith satellite can be expressed as:

Where
	Quality indicator
	Meaning
	Observation

	
	Total uncertainty for measurements obtained from satellite i represented as UERE.
	

	
	Uncertainty of the combined orbit, clock, and bias corrections. Could also be expressed as 
	These terms are derived in real time based on measurements collected at stations part of GNSS CORS reference network.

	
	Uncertainty of the ionosphere model
	

	
	Uncertainty of the troposphere model
	

	
	Uncertainty of the measurements in the given environment and receiver noise. Multipath is the dominant term here.
	It is computed by the UE. Is perhaps the most difficult to determine as the value is dependent on UE environment, multipath, possible spoofing and jamming, and measurement quality.



· Uncertainty of the ranging measurements in UE-based
GNSS receiver, present in the UE, aided by the information provided by the network, performs ranging on GNSS signals, compute its position, and estimates the trustworthiness of the location estimate (integrity). For this purpose, the LMF provides to the UE quality indicators using LPP Periodic Assistance Data Transfer procedure.
	LMF sends to UE
	UE computes
	Observation

	, , 

	 Total uncertainty for satellite i

 Uncertainty of the measurements in the given environment and due to receiver characteristics (function of multipath, thermal noise, etc.)
	Of course, these quality indicators/variance needs to be provided together with the associated SSR IEs (see specification impact item further below)



Specification impacts resume to a possible extension of GNSS-SSR IE by additional fields, representative to the quality of each GNSS error here modelled as SSR: GNSS-SSR-OrbitCorrections, GNSS-SSR-ClockCorrections, GNSS-SSR-CodeBias, GNSS-SSR-PhaseBias, etc. Alternatively, a new IE collecting quality indicators flags for all GNSS SSR IEs could be defined.
· Uncertainty of the ranging measurements in UE-assisted
GNSS receiver, present in the UE, performs ranging on GNSS signals, and sends the measurements to the LMF for location and position integrity estimation. For this purpose, the UE can use LPP Location Information Transfer (A-GNSS-RequestLocationInformation and A-GNSS-ProvideLocationInformation).
	UE sends to LMF
	LMF knows
	LMF computes

	Option 1:  (if estimated by UE)
Option 2: or information that may help the LMF estimate  (e.g. GNSS-MeasurementList IE  and in particular mpathDet field)

	, , 


	 Total uncertainty for satellite i
[and]






A first specification impact could be the possible extension of GNSS-MeasuremntList IE by additional quality flags, if any. In this scenario, the UE can send to LMF information about the quality of the measurements using GNSS-MeasurementList IE. With this additional information, the LMF can estimate the total uncertainty of the ranging measurements.
The 37.355 includes period reporting of Assistance Data with direction from LMF to UE. Periodic reporting of measurements from UE to LMF may also need to be supported.
--------------------------------------------- End Text Proposal --------------------------------------------
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