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1	Introduction
During RAN2 112-e and subsequent email discussions, there has been substantial progress on the technical report of the study item. Most of the work has been inspired by RAN-independent GNSS, while the concepts have been described in general.
In this contribution, we address some RAT-dependent integrity aspects that can be considered within the study and for the TR.

 2	Discussion
Most of the material agreed for the TR is generic and applies to both RAT-independent as well as RAT-dependent positioning methods:
· The integrity terms and definitions in Section 3.1 and 3.3 are generic and applies to both
· The integrity concepts in Section 9.1.1 are inspired by the GNSS integrity legacy, but is generic
· The use cases in Section 9.2 is focused on outdoor scenarios and describe some relevant use cases subject to integrity requirements. The industrial IoT subsection also focuses on outdoor scenarios and includes the following Editor’s note:
Editor’s note:	Definition of the IIoT use cases is FFS and the examples in this study are limited to those requiring RAT-Independent GNSS positioning.
· The error categories in Section 9.3 currently only has a subsection for RAT-independent GNSS positioning
· The integrity methods in Section 9.4 currently only has a subsection for RAT-independent GNSS positioning

[bookmark: _Toc61344675]In the currently processed TPs for the SI TR, there are parts that are generic and applicable to both RAT-dependent and RAT-independent positioning
[bookmark: _Toc61344676]In the currently processed TPs for the SI TR, there are parts that are only focused on RAT-independent GNSS positioning
One discussion matter is to what extent parts of the use cases, error categories and integrity methods can be extended to RAT dependent positioning with reasonable efforts and discussions. The use cases and error categories are discussed in the following subsections.
2.1	Use cases with RAT-dependent positioning
Use cases are used to capture the user (actor) point of view while describing functional requirements of the system. It is natural to bring in actual, concrete solutions in the discussions, but the documentation of the use cases should not mandate a specific positioning method or solution. Instead, the functional requirements reflects what is needed from a solution.
Therefore, the use case section in the TR should not be restricted to a specific positioning method or solution. In particular, the following editor’s note in the Industrial IoT subsection should be removed:
Editor’s note:	Definition of the IIoT use cases is FFS and the examples in this study are limited to those requiring RAT-Independent GNSS positioning.
Furthermore, the description of the use cases and requirements in the white paper [3] is general and not restricted to GNSS positioning. Therefore the use case paragraph could be rewritten as in the TP in Appendix A1
[bookmark: _Toc61344678]RAN2 to agree to the TP in A.1. 
2.2	Error categories
The error categories discussed so far [2] are summarized under the following categories:
· Feared events in the GNSS Assistance Data
· Feared events during positioning data transmission
· GNSS feared events
· UE feared events
· LMF feared events

Some of these are specific for GNSS, while other categories are generic. However, they all translate into the same or similar categories for 5G positioning, with some examples in sub bullets
· Feared events in the RAT-dependent Assistance Data
· Configured AD such as TRP location information, beam information, relative time difference information, etc is incorrect
· Feared events during positioning data transmission
· This is partly the same as for GNSS positioning, even more similar if the AD is seen as originating from an entity separate from LMF, such as OAM or 5G-RAN via NRPPa.
· RAT-dependent feared events
· RAN TRP feared events such as antennas being reoriented, relative time differences drifting
· Local environment feared events such as multipath, interference, jamming, spoofing
· UE feared events
· DL-PRS measurement errors
· Hardware faults -same/similar to GNSS
· Software faults – same/similar to GNSS
· LMF feared events
· Hardware faults -same/similar to GNSS
· Software faults – same/similar to GNSS

[bookmark: _Toc61344677]The error categories for GNSS and RAT-dependent positioning are in many aspects the same or similar
We have the following proposals regarding error categories for RAT-dependent positioning:

[bookmark: _Toc61344679]RAN2 to agree to consider adding RAT-dependent error categories on a high level
[bookmark: _Toc61344680]RAN2 to agree to the TP in A.1 


Conclusion
In the previous sections we made the following observations: 
Observation 1	In the currently processed TPs for the SI TR, there are parts that are generic and applicable to both RAT-dependent and RAT-independent positioning
Observation 2	In the currently processed TPs for the SI TR, there are parts that are only focused on RAT-independent GNSS positioning
Observation 3	The error categories for GNSS and RAT-dependent positioning is in many aspects the same or similar


Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 to agree to the TP in A.1.
Proposal 2	RAN2 to agree to consider adding RAT-dependent error categories on a high level
Proposal 3	RAN2 to agree to the TP in A.1
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Appendix
A1. Use cases TP for the TR 38.357
Start of Text Proposal
9.2.3		Industrial IoT
Editor’s note:	Definition of the IIoT use cases is FFS and the examples in this study are limited to those requiring RAT-Independent GNSS positioning.
In contrast to consumer-oriented Internet of Things (IoT), Industrial IoT (IIoT) use cases predominantly focus on operational, safety, and financially beneficial applications of the IoT ecosystem for businesses, infrastructure, and various industries. IIoT positioning integrity/reliability requirements are essential given various safety, payment, and regulatory critical applications. There are many outdoor IIoT devices/UEs employing GNSS-based positioning in various industries that include, but not limited to: Construction, Agriculture/forestry/fishing (smart farming), Oil/Gas industries, and Smart cities (traffic, electric and water systems, waste management, public safety, schools) derived from [1][20]. The ACIA white paper [22] provides some use cases and requirements on 5G positioning in general. An illustrative example relating to Automated Guided Vehicles (AGV) is provided below.
End of Text Proposal
A2. Error categories TP for the TR 38.357
Start of Text Proposal
9.3.2		RAT-Dependent
9.3.2.1		Generic aspects
This section describes generic feared events for RAT-dependent positioning. 

· Feared events in the RAT-dependent Assistance Data
· Configured AD such as TRP location information, beam information, relative time difference information, etc is incorrect
· Feared events during positioning data transmission
· This is partly the same as for GNSS positioning, even more similar if the AD is seen as originating from an entity separate from LMF, such as OAM or 5G-RAN via NRPPa.
· RAT-dependent feared events
· RAN TRP feared events such as antennas being reoriented, relative time differences drifting
· Local environment feared events such as multipath, interference, jamming, spoofing
· UE feared events
· DL-PRS measurement errors
· Hardware faults -same/similar to GNSS
· Software faults – same/similar to GNSS
· LMF feared events
· Hardware faults -same/similar to GNSS
· Software faults – same/similar to GNSS


9.3.2.1.1		Feared events in the RAT-dependent Assistance Data
a) Incorrect RAT-dependent Assistance Data
Several RAT-dependent positioning methods rely on provided assistance data. If the assistance data contain incorrect data, this can lead to incorrect computation of the PL and a potential integrity event.
9.3.2.1.2		Feared events during positioning data transmission 
a) Data integrity faults
Data tampering e.g., spoofing can also affect the quality and integrity of the positioning services provided by 5GS. For instance, the interface between 5G-RAN and 5GS may be vulnerable to malicious attacks. 

9.3.2.1.3		RAT-dependent feared events
Editor’s Note: GNSS feared events are those which occur external to the UE and potentially impact the quality and availability of the GNSS signals.
· RAN TRP feared events such as antennas being reoriented, relative time differences drifting
· Local environment feared events such as multipath, interference, jamming, spoofing
a) RAN 
a) RAN TRP feared events 
RAN TRPs can suffer physical abuse causing the TRP location to change, the TRP beams becoming reoriented, relative time difference estimates impacts etc
c) Local Environment feared events
Multipath
Multipath is one of the most significant errors incurred in the RAT-dependent receiver measurement process. The magnitude of multipath errors varies rapidly and significantly depending on the environment the receiver is located, cellular network deployment, receiver signal processing, antenna gain pattern, and signal characteristics. 
Interference
The interference can be separated into two categories
· Unintentional interference from nearby radio base stations and devices operational in the same or adjacent frequency carriers. 
· Intentional RFI is the deliberate action of causing interference to degrade or block reception of RAT-dependent positioning signals.
9.3.2.1.4		UE feared events
UE specific errors are not possible to mitigate with assistance data from the network, the UE is responsible for mitigating these feared events locally, based on implementation. 
a) DL-PRS receiver measurement error
Measurement errors are also induced by the receiver tracking loops, so this is an inherent noise within the receiver which causes jitter in the signal. 
b) Hardware faults
Editor’s Note: FFS
c) Software faults
Editor’s Note: FFS

9.3.1.1.5	LMF Feared Events 
Editor’s Note: FFS
a) Hardware Faults
b) Software Faults

End of Text Proposal
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