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1. Introduction
In 3GPP RAN2#112 e-meeting, the following agreements have been made on RedCap Identification and access restriction:
	Agreements:
· Whether it is needed to identify RedCap UEs during Msg3 from RAN2 perspective or not depends on the following two aspects:
· Whether Msg4/5 special handing for RedCap UE is needed, pending RAN1
· Whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism

· Include the possible options (msg1, msg3, msg5) in the TP without saying anything on RAN2 preferences on when identification is required
· Do not send a LS on RedCap UE identification to RAN1 and wait for more RAN1 process
· Postpone the LS to SA1 on UAC enhancement for RedCap UEs.
· Postpone the discussion on the camping indicator for RedCap UEs to the WI phase.
· Postpone the discussion on intraFreqReselection indicator for RedCap UEs to the WI phase.



In this paper, we will further discuss the issues on identification and access restriction for RedCap UEs.
2. Discussion
2.1. Camping criteria 
Because the camping criteria has big influence on when to identify RedCap UEs, we discuss first the camping criteria. According to the current NR specifications, the maximum bandwidth of CORESET#0 can be configured less than 20MHz for FR1. However, the bandwidth of initial DL BWP can be configured to more than 20MHz in SIB1, e.g. 100MHz. The bandwidth of initial DL BWP is only applied by the UE after the reception of Msg4. Moreover, there is no limitation on the bandwidth of initial UL BWP, and the bandwidth of that could be configured to 100MHz. A larger initial DL BWP can improve the PDCCH capacity for scheduling messages before the first RRC reconfiguration, and a larger initial UL BWP can benefit scheduling flexibility, Msg3 frequency hopping as well as transmission efficiency for legacy UE. As RAN1 has agreed in the last RAN1 meeting, ‘For FR1, the baseline UE bandwidth capability is 20 MHz, which can be assumed during the initial access procedure’, there may be scenario that RedCap UE does not support the bandwidth of initial DL BWP in SIB1 or the bandwidth of the initial UL BWP if either of them is larger than 20 MHz. According to TS 38.331, in this case the UE considers the cell as barred. 
Regarding the above analysis, there are two potential options for a cell to support RedCap UEs:
Option 1: Configure the initial DL/UL BWP with a small bandwidth, e.g. less than or equal to the maximum bandwidth supported by RedCap UEs.
Option 2: Relax the camping criteria about the bandwidth of initial DL/UL BWP for RedCap UEs.
For option 1, reducing the bandwidth of a cell will limit the flexibility of network configuration/deployment and degrade the performance of non- RedCap UEs. Option 2 can avoid impacts on the non- RedCap UEs. Thus, option 2 is preferred.
Propoasl 1: [bookmark: _Ref53240185]Allow a RedCap UE to camp on a cell with a larger initial DL/UL BWP than supported by the RedCap UE to avoid negative impact on non- RedCap UEs.
2.2. Access restriction
In the last meeting, it was agreed to introduce an indicator in system information to indicate whether a RedCap UE is allowed to camp on a cell. In our understanding, this indicator can be used to handle two scenarios:
Scenario 1: The gNB is a legacy gNB, which does not support RedCap UEs.
Scenario 2: The gNB supports RedCap UEs, but the RedCap services are temporarily not provided for some reason, e.g. for traffic control purpose, etc.
Hence, we propose to clarify that the indicator in system information can be used for the two scenarios above.
Observation 1: [bookmark: _Ref60748095]The indicator in system information can be used to prevent RedCap UEs to camp on a legacy network or to bar temporarily access to all RedCap UEs.
The indicator in system information can control access to the cell by RRC_IDLE/RRC_INACTIVE UEs or RRC_CONNECTED UEs with T311 running. However, it cannot be used for handover. Without knowing the capability or operating policies of the target gNB, the source gNB may handover a RedCap UE to a cell which does not support/ allow the access to RedCap UEs. Therefore, how to ensure that RedCap UEs are handed over to a RedCap supporting cell shall be considered.  
Propoasl 2: [bookmark: _Ref52201427]Study how to ensure that RedCap UEs are handed over only to RedCap enabled cells.
2.3. UAC 
The existing UAC mechanism is agreed to be reused for RedCap UEs, it allows to control access attempts by the UEs based on access identities and access categories. As the network may want to control RedCap UEs separately from non-RedCap UEs, some enhancements are needed. Two potential solutions were identified during RAN2#111-2: define a new Access Identity or define new Access Categories for RedCap UEs.
As specified in TS 24.501 [1] and TS 22.261 [2], the access categories represent the types of the access attempt, e.g. MO signaling, MO data, paging response, etc. This means that the access category cannot be used to identify RedCap services unless equivalent access categories are defined for RedCap UEs. On the other hand, no strong need is seen to define new UAC access categories for the RedCap UEs, as the traffic types of RedCap UEs will not be significantly different from the existing Access Categories.
Other than access categories, the operators can also control access based on the Access Identities [2]. In TS 38.331, there is an access identity bitmap for each access category. If the bit corresponding to one access identity is set to “1”, the UE of this access identity uses the UAC parameters for this access category, otherwise the access attempt is allowed. So, with a new access identity for RedCap UEs, RedCap UEs will either use the same UAC parameters as non-RedCap UEs or be “allowed” for this access category. This does not provide flexible and separate control of RedCap UEs. 
Observation 2: Defining new Access Identity or new Access Categories for RedCap UE is not very efficient.
Instead of defining new Access Identity or new Access Categories, RedCap UE can reuse the current Access Identity and Access Categories to achieve access control of RedCap UE via: 
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]Option 1: use same UAC parameters with non-RedCap UE directly; 
Option 2: broadcast a separate set of UAC parameters for RedCap UEs. 
Note that option 2 is similar to NB-IoT and eMTC, where the same access identities and access categories as NR are used. In this case, the signaling overhead for introducing new set of UAC parameters for Redcap UE (e.g. uac-BarringInfo) shall be considered; and, the details of the signaling design could be discussed in WI phase.
Propoasl 3: [bookmark: _Ref52201428]Capture the options below into TR as another potential solutions.
Option 1: use same UAC parameters with non-RedCap UE directly; 
Option 2: broadcast a separate set of UAC parameters for RedCap UEs.
2.4. UE identification
We analyze the need to identify the RedCap UE and the potential impacts of not knowing for the following aspects.
· The bandwidth of the initial DL BWP (special handling of Msg4/MsgB) 
[bookmark: OLE_LINK39][bookmark: OLE_LINK40]As mentioned in section 2.1, the bandwidth of initial DL BWP can be configured to be larger than 20MHz in SIB1. If proposal 1 is agreed, RedCap UE can camp on a cell with the initial DL BWP bandwidth larger than the UE supports. According to the current specification, legacy UE uses the initial DL BWP bandwidth after reception RRCsetup/RRCresume/RRCreestablishment message, which means the network can configure larger UE specific CORESET (e.g., exceeding 20MHz) for subsequent DL/UL scheduling in RRCsetup message. If the RedCap UE is not identified before Msg4/MsgB, the network may configure a UE specific CORESET that the RedCap UE does not support. 
Observation 3: [bookmark: _Ref60748209]If the RedCap UE can camp on a cell with an initial DL BWP bandwidth larger than it supports, the RedCap UE should be identified before Msg4/MsgB.
· The bandwidth of the initial UL BWP 
As mentioned in section 2.1, the current specification has no limitation on the bandwidth of initial UL BWP and it can be configured to a very large bandwidth (e.g., 100MHz) that the RedCap UE does not support. Although the RedCap UE does not support the bandwidth, the RedCap UE is still able to transmit a preamble as the bandwidth of the preamble is normally small. However, the transmission of Msg 3 and the PUCCH feedback for Msg 4/Msg B require frequency hopping on the whole bandwidth of the initial UL BWP. In this case, the network should identify the RedCap UEs earlier (e.g. in Msg1/MsgA) to avoid scheduling the Msg3 or the PUCCH for msg4/MsgB for RedCap UEs in the entire initial UL BWP.
Observation 4: [bookmark: _Ref60748238]If the RedCap UE can camp on a cell with an initial UL BWP bandwidth larger than it supports, the REDCAP UE should be identified before Msg2/MsgB.
· Access control by RRC reject
In the last RAN2 meeting, a camping indicator in system information and reuse of UAC have been agreed for RedCap UE. They can control RedCap UE access attempts. RRC reject is another way to control UE access during the RRC connection setup procedure. This can be used for example to reject instantaneously some UEs during RAN or CN overload, while using the camping indicator or UAC require SI update, which is slow (i.e., several seconds level). Therefore, RRC reject is a complementary way to control access of RedCap UEs and provides the network with additional flexibility. To facilitate the network decision, RedCap UEs should be identified before Msg4/MsgB. 
Observation 5: [bookmark: _Ref60748263]To facilitate the network decision to reject RedCap UE, RedCap UEs should be identified before Msg4/MsgB.
· Coverage recovery of Msg 2/Msg 3/Msg 4
The reduction of the antenna will reduce the DL/UL coverage of the RedCap UE. If RANP/RAN1 agree that specific processing of Msg2/Msg3/Msg4 or MsgB is required to mitigate the coverage loss for RedCap UEs, the network needs to identify the RedCap UEs in advance in order to configure the RedCap UEs accordingly, for example, with repetition for RAR and/or Msg3. 
Observation 6: [bookmark: _Ref60748296]If RANP/RAN1 agree to have special handling of Msg2/Msg3/Msg4 or MsgB for coverage loss recovery, RedCap UEs should be identified before Msg2/MsgB.
· Relaxed processing time 
Relaxed processing time for RedCap UE is an objective of the SID [3]. There is possibility that the processing time of the RACH procedure is relaxed, i.e. RAR processing time and Msg3 preparation time. If RANP/RAN1 agrees on RACH processing time relaxation, the network may have to provide special UL grant in Msg2 for RedCap UEs.
Observation 7: [bookmark: OLE_LINK41][bookmark: OLE_LINK42]If RANP/RAN1 agrees to relaxed processing time for the RACH procedure, RedCap UEs should be identified before Msg2.
Based on observation 3, we propose that RedCap UEs are identified at least before Msg4/MsgB from RAN2 perspective. For observations 1 and 2, further discussions on the camping criteria are needed. According to observations 4 and 5, RANP/RAN1 inputs are needed regarding whether RedCap UEs need to be identified at an earlier stage, i.e. before Msg2. 
Propoasl 4: [bookmark: _Ref60748141]From RAN2 perspective, RedCap UEs should be identified at least before Msg4/MsgB.
Propoasl 5: Capture observations 3-7 on UE identification in the TR.
3. Conclusion
The contribution focuses on UE identification and access restriction for RedCap UEs. Corresponding observations and proposals are listed as below: 
Observation 1: The indicator in system information can be used to prevent RedCap UEs to camp on a legacy network or to bar temporarily access to all RedCap UEs.
Observation 2: Defining new Access Identity or new Access Categories for RedCap UE is not very efficient.
Observation 3: If the RedCap UE can camp on a cell with an initial DL BWP bandwidth larger than it supports, the RedCap UE should be identified before Msg4/MsgB.
Observation 4: If the RedCap UE can camp on a cell with an initial UL BWP bandwidth larger than it supports, the REDCAP UE should be identified before Msg2/MsgB.
Observation 5: To facilitate the network decision to reject RedCap UE, RedCap UEs should be identified before Msg4/MsgB.
Observation 6: If RANP/RAN1 agree to have special handling of Msg2/Msg3/Msg4 or MsgB for coverage loss recovery, RedCap UEs should be identified before Msg2/MsgB.
Observation 7: If RANP/RAN1 agrees to relaxed processing time for the RACH procedure, RedCap UEs should be identified before Msg2.

Propoasl 1: Allow a RedCap UE to camp on a cell with a larger initial DL/UL BWP than supported by the RedCap UE to avoid negative impact on non- RedCap UEs.
Propoasl 2: Study how to ensure that RedCap UEs are handed over only to RedCap enabled cells.
Propoasl 3: Capture the options below into TR as another potential solutions.
· Option 1: use same UAC parameters with non-RedCap UE directly; 
· Option 2: broadcast a separate set of UAC parameters for RedCap UEs.
Propoasl 4: From RAN2 perspective, RedCap UEs should be identified at least before Msg4/MsgB.
Propoasl 5: Capture observations 3-7 on UE identification in the TR.
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5. Text Proposal for 38.875 on UE identification and access restrictions
===============================Start of 1st Change =============================
[bookmark: _Toc56764101][bookmark: _Toc51771112][bookmark: _Toc51768605][bookmark: _Toc40490572]11.1	UE identification
[bookmark: _Toc56764102][bookmark: _Toc51771113][bookmark: _Toc51768606][bookmark: _Toc40490573]11.1.1	Description of feature
RedCap UEs need to be identified in order to ensure the network can provide services properly in the cell, e.g., to schedule messages and to possibly restrict the UE’s access to the network. 
The necessity on when RedCap UE needs to be identified depends on when the network needs to have information of the UE type in order to properly schedule the UE e.g. during the initial access.
The following options for including an indication of have been discussed:
-	Option 1: Msg1 (Separate initial UL BWP for RedCap UEs or PRACH partitioning)
-	Option 2: Msg3
-	Option 3: Msg5
-	Option 4: MsgA for 2 step RA

Editor’s note: FFS on details of options, e.g. feasibility / pros / cons, also waiting for RAN1 conclusion. 

Analysis of Option 1: If identified during reception of Msg1, the RedCap UE can camp on a cell with an initial UL BWP bandwidth larger than it supports via special handling of Msg3 and PUCCH feedback for Msg 4/Msg B. Meanwhile, coverage recovery of Msg2/Msg3/Msg4 or MsgB and relaxed processing time can be provided for RedCap UEs.
Analysis of Option 2: Whether it is needed for the network to identify a RedCap UE during reception of Msg3 depends on  whether Msg4 and/or Msg5 need special handling and whether there is a need to provide opportunity for the network to reject connection establishment based on that the UE is a RedCap UE. With special handling of Msg4 and/or Msg5, the network can configure the RedCap UE a specific CORESET that it supports. Connection establishment rejection via RRC provides the network with additional flexibility to control access of RedCap UEs.
Analysis of Option 3: In the case of identifying a RedCap UE during reception of Msg5, the network have no information of the UE type and cannot properly schedule the UE during the initial access.
Analysis of Option 4: The need to identify RedCap UEs during MsgA is the same as the need to identify RedCap UEs during Msg1 or Msg3.
===============================End of 1st Change =============================

===============================Start of 2nd Change =============================
[bookmark: _Toc56764105][bookmark: _Toc51771116][bookmark: _Toc51768609][bookmark: _Toc40490575]11.2	Access restrictions
[bookmark: _Toc56764106][bookmark: _Toc51771117][bookmark: _Toc51768610][bookmark: _Toc40490576]11.2.1	Description of feature
NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
For RedCap UEs, an indication in broadcast system information can be used to indicate whether a RedCap UE can camp on the cell or not.
The unified access control (UAC) framework is specified in TS 22.261 and it applies to all UEs in RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE. This mechanism should also apply to RedCap UEs to control RedCap UEs accesses to the network. 
The following options for enhancement of UAC for RedCap UEs have been discussed:
· Option 1: Define new Access Identity for RedCap UEs
· Option 2: Define new Access Categories for RedCap UEs
· Option 3: Share the same UAC parameters with non-RedCap UEs 
· Option 4: Broadcast a separate set of UAC parameters for RedCap UEs
Editor’s note: FFS on details of options, e.g. feasibility / pros / cons. 

Analysis of Option 1: Defining a new Access Identity for RedCap UEs will allow to prioritise RedCap UEs.. However, a new access identity for RedCap UEs cannot provide flexible and separate control because RedCap UEs will either use the same UAC parameters as non-RedCap UEs or be “allowed” for this access category.
Analysis of Option 2: By defining new Access Categories for RedCap UEs, such as RedCap MT, RedCap MO, RedCap signaling, etc., full differentiation of access control can be achieved. However, no strong need is seen to define new UAC access categories for the RedCap UEs, as the traffic types of RedCap UEs will not be significantly different from the existing Access Categories.
Analysis of Option 3: Sharing the same UAC parameters with non-RedCap UE has no signaling overhead but does not allow independent control of RedCap UEs.
Analysis of Option 4: By broadcasting a separate set of UAC parameters for RedCap UEs, flexible and separate control of RedCap UEs can be achieved and impacts on the non-RedCap UEs can be avoided. However the signaling overhead caused by the new set of UAC parameters for RedCap UE (e.g. uac-BarringInfo) shall be considered.
Editor’s note: FFS on details of above, e.g. explicit or implicit indication in SI, details of UE access identifier and/or access categories for reduced capability UEs.

===============================End of 2nd Change =============================
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