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1. Introduction
During email discussion [Post112-e] [253] [RAN slicing] Prioritized solutions for RAN slicing [1], the following solutions have been identified to be beneficial for RA resource isolation and slice access prioritization and are recommended for normative work:
· Solution 1: Slice-specific separate RACH resources pool can be configured per slice or per slice group.
· Solution 2: Slice-specific RACH parameters prioritization can be configured per slice or per slice group.
In this paper, we share some further understanding as well as more details on the configuration of slice specific RACH resource configuration and RACH prioritization. 
2. [bookmark: _Toc12718547]Discussion
2.1. Slice specific RACH resource configuration
In R15, RACH resource (i.e. the RACH occasions and preambles) are configured per cell and is broadcast in RACH-ConfigCommon in SIB1. Considering that some of the industrial customers have the requirement for random access resource isolation, in order to provide guaranteed RA resources for their sensitive slices, certain RACH occasions and preamble can be configured to be used for these slices. For UE to identify the RACH occasions and preambles for a certain slice and apply the corresponding RACH resources when initiating random access, the association between the slice and the RACH resources should be configured also in SIB1.
One straightforward solution is to associate the RACH resources with N-SSAI/S-NSSAI or part of it. However, there has been some security concern from SA3 on exposing the NSSAI/S-NSSAI (or parts of it) in system information in R15 discussion [2]. Although broadcasting NSSAI/S-NSSAI (or parts of it) is acceptable to some slices without security concern, the NSSAI/S-NSSAI (or parts of it) shall not be exposed in system information for some security/privacy sensitive slices.
Observation 1: Although broadcasting NSSAI/S-NSSAI (or parts of it) is acceptable to some slices without security concern, the NSSAI/S-NSSAI (or parts of it) shall not be exposed in system information for some security/privacy sensitive slices.
With the above observation, we understand that a common solution of RACH configuration is needed for slice with/without security concern on the exposing of NSSAI/S-NSSAI (or parts of it).
Proposal 1: A common solution of slice specific RACH configuration is needed for slice with/without security concern on exposing of NSSAI/S-NSSAI (or parts of it).
One possible solution, as mentioned during the email discussion, is to link the RACH resource to slice groups while the slice grouping information will be negotiated between UE and the CN. The negotiation between UE and CN should be discussed and decided in SA2 and CT1 as there would be impacts on their specifications. 
Another possible solution is to link the RACH resources and slice via the slice related access category, e.g. the operator defined access category.
The operator-defined access category definition (shown below) can be configured to UE via REGISTRATION ACCEPT message and get updated via CONFIGURATION UPDATE COMMAND message [4]. Specially, the criteria consisting of one or more access category criteria type and associated access category criteria type values. An access category criteria type can be associated with more than one access category criteria values. The access category criteria type can be set to one of the following:
· DNN;
· 5QI
· OS Id + OS App Id of application triggering the access attempt; or
· S-NSSAI
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Figure 1: Operator-defined access category definition
Thus, a opera-defined access category can be associated with one or more S-NSSAIs and the association between the opera-defined access category and S-NSSAI is known to UE via NAS signaling. The association between operator defined access category and the corresponding RACH resources can be configured in SIB1 to link the RACH resources and slice(s) implicitly. Since there can be 1:1 or 1:N mapping between the operator access category and S-NSSAI(s), one certain RACH resource can be associated with one slice or a group of slices, allowing sufficient flexibility in NW configuration.


Figure 2: Example of associating RACH resources and slices via Operator defined access category
To address the SIB payload size concern and security concern while minimizing the impact in SA2/CT1 specs, we prefer to associate the RACH resource with slice via the slice related access categories.
Proposal 2: The association between RACH resources and slice related access categories can be broadcast in system information to link the RACH resources with slices implicitly.
2.2. Slice specific RACH prioritization
RACH prioritization for Access Identity 1 and 2 has been introduced in R16 to prioritize random access for UE configured with Multimedia Priority Service (MPS) and Mission Critical Service (MCS).
	ra-PrioritizationForAccessIdentity-r16  SEQUENCE {
        ra-Prioritization-r16                   RA-Prioritization,
        ra-PrioritizationForAI-r16              BIT STRING (SIZE (2))
}    
    RA-Prioritization ::=           SEQUENCE {
    powerRampingStepHighPriority    ENUMERATED {dB0, dB2, dB4, dB6},
    scalingFactorBI                 ENUMERATED {zero, dot25, dot5, dot75}                               OPTIONAL,   -- Need R
	}                                                                  
During email discussion [Post111-e] [916] [Slicing] RAN slicing study questions, most of the companies would like to prioritize random access for some slices.
As mentioned in 2.1, since the slice(s) can be associated with the slice related access categories, e.g. operator defined access categories, configuring RA prioritization for access categories can be used to prioritize random access for slices without exposing the NSSAI/S-NSSAI (or parts of it) directly in system information.
Similarly, the following configuration can be provided in RACH-ConfigCommon as well as RACH-ConfigCommonTwoStepRA.
	ra-PrioritizationForAccessCategory-r17  SEQUENCE {
        ra-Prioritization-r17                   RA-Prioritization,
        ra-PrioritizationForAC-r17              BIT STRING (SIZE (32))
}    
Proposal 3: RA prioritization (including powerRampingStepHighPriority and scalingFactorBI) for slice related access categories can be introduced in system information to prioritize random access for certain slices implicitly.
3. Conclusion and proposals
With the above analysis, we have the following conclusions and proposals:
Observation 1: Although broadcasting NSSAI/S-NSSAI (or parts of it) is acceptable to some slices without security concern, the NSSAI/S-NSSAI (or parts of it) shall not be exposed in system information for some security/privacy sensitive slices.
Proposal 1: A common solution of slice specific RACH configuration is needed for slice with/without security concern on exposing of NSSAI/S-NSSAI (or parts of it).
Proposal 2: The association between RACH resources and slice related access categories can be broadcast in system information to link the RACH resources with slices implicitly.
Proposal 3: RA prioritization (including powerRampingStepHighPriority and scalingFactorBI) for slice related access categories can be introduced in system information to prioritize random access for certain slices implicitly.
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