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1. Introduction
In RAN2#112-e, the UAC for REDCAP UEs was further discussed and companies considered that UAC has not been discussed in RAN2 in detail yet [1]. 
Agreements:
1. Include the possible options (msg1, msg3, msg5) in the TP without saying anything on RAN2 preferences on when identification is required
2. Do not send a LS on RedCap UE identification to RAN1 and wait for more RAN1 process
3. Postpone the LS to SA1 on UAC enhancement for RedCap UEs.
4. Postpone the discussion on the camping indicator for RedCap UEs to the WI phase.
5. Postpone the discussion on intraFreqReselection indicator for RedCap UEs to the WI phase.
Therefore, we present our views on the detailed UAC enhancement for REDCAP UEs in this contribution.
2. [bookmark: Proposal_Beacon]Discussion
Refer to the legacy principles, NG-RAN broadcasts barring control information associated with Access Categories and Access Identities, and the UE determines whether an access attempt is authorized based on the barring information broadcast for the selected PLMN, and the selected Access Category and Access Identity(ies) for the access attempt. 
[bookmark: OLE_LINK2]According to the updated SID in RAN#88e, the requirements for REDCAP use cases are summarized in Table 1. There is different requirement for each use case which is more like the traffic requirement of the regular NR device. 
Table 1 REDCAP use case requirements
	Use cases
	Reference bit rate
	Latency
	Reliability
	Battery life

	Industrial wireless sensors 
	<2Mbps
	<100ms;
5-10ms for safety related sensors.
	99.99%
	At least few years. 

	Video surveillance
	2-4Mbps for economic video;
7.5-25Mbps for high-end video
	<500ms
	99%-99.9%
	NA

	Wearables
	5-50Mbps in DL, 2-5Mbps in UL.
peak data rate <=150Mbps in DL, <=50Mbps in UL.
	NA
	NA
	<= 1-2 weeks



Referring to the UAC procedure in NR system, overload and access are controllable and the basic rule is that which access attempts are allowed and the access probability are controllable. It was already agreed to apply UAC also to REDCAP UEs. In addition, it was agreed that we should minimise the number of device types. The device type is used to identify the REDCAP device which is more like an Access Identity. And the use cases illustrated in the SID are more like the Access Categories. Then it is possible that parts of the devices or use cases can be admitted to system depending on network load situation or the UE traffic.
The UAC procedure can realize the function of partial barring for the REDCAP UEs. However, some additional mechanism are needed to enhance for the partial barring of the REDCAP UEs e.g. including that the network broadcasts the barring control information associated to the REDCAP UEs or use cases, and then the REDCAP UE determines whether an access attempt is authorized based on the barring information broadcasted for the selected PLMN by performing access barring check for an access attempt. It can work well for the purpose of partial barring by performing such UAC procedure for the access attempt from a REDCAP UE.  
Option 1
For one of the potential alternatives, defining new ACs for the REDCAP use cases can provide finer granularity for the access control when multiple REDCAP use cases are supported in the same cell. It can be realized by broadcasting the UAC parameter e.g. access probability corresponding to each of use cases. But the implementation is relatively complex especially considering of the objective of UE complexity reduction.
Observation 1: Defining new Access Categories associated with the use cases of REDCAP UEs to control the access of the REDCAP UEs is relatively complex. It is not aligned with the objective of UE complexity reduction to some extent.
Proposal 1: Defining new Access Categories associated with the use cases of REDCAP UEs can provide finer granularity to control the access of the REDCAP UEs
Option 2
Considering the alternative of defining one new Access Identity for REDCAP UEs, then the network can control the access of all the REDCAP UEs as a whole and differentiate it from the access of legacy UEs. It is simple to implement, although the granularity of the access control may not be fine enough from the perspective of use cases. 
Proposal 2: It is simple to control of the REDCAP UEs to access to the network by defining new Access Identity for REDCAP UE. 

                                                                                             
3. Conclusion
In this contribution, we compare two potential alternatives of UAC enhancement for REDCAP UEs. As a summary, we have the following proposals on the detailed UAC enhancement for REDCAP UEs:
Observation 1: Defining new Access Categories associated with the use cases of REDCAP UEs to control the access of the REDCAP UEs is relatively complex. It is not aligned with the objective of UE complexity reduction to some extent.
Proposal 1: Defining new Access Categories associated with the use cases of REDCAP UEs can provide finer granularity to control the access of the REDCAP UEs. 
Proposal 2: It is simple to control of the REDCAP UEs to access to the network by defining new Access Identity for REDCAP UE.    
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