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1. Introduction
SA2 has initiated the eNPN WI [1] to specify enhancements to NPN as per conclusions reached in TR 23.700-07. To support SA2 enhancements to NPN, RAN has agreed a WI [2] that specifies the corresponding functions, including
· Support SNPN along with subscription/credentials owned by an entity separate from the SNPN
· Support UE onboarding and provisioning for NPN
· Support of IMS voice and emergency services for SNPN
In this paper we analyse the RAN2 impact of supporting SNPN with credentials owned by a separate entity, based on the conclusions in TR 23.700-07 [3] and the eNPN WID [1].
2. Discussion
2.1 Scenarios for KI#1
The KI#1 of eNPN aims at enabling UE to access SNPN (denoted by SNPN0) using subscription/credentials owned by an external entity, as shown in Figure 1. 
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Figure 1. Network architecture for KI#1 
For KI#1, three scenarios have been captured in the conclusions of TR 23.700-07 [3] and will be specified in SA2’s normative phase [1]. The scenarios are listed in Table I. In scenarios 1/2, UE has subscription/credentials of an SNPN which is different from SNPN0 and offers AAA server or UDM/AUSF for external authentication. In scenario 3, UE has subscription/credentials of a PLMN which offers UDM/AUSF for external authentication.
Table I. Scenarios for KI#1
	Scenarios
	Subscription/credentials               owned by UE and External entity
	External entity

	1
	SNPN1 subscription/credentials
	SNPN1 offering AAA server 

	2
	SNPN1 subscription/credentials
	SNPN1 offering UDM/AUSF

	3
	PLMN subscription/credentials
	PLMN offering UDM/AUSF
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The solutions for scenario 1 is based on the AAA server. The solutions for scenarios 2 and 3 use the 5G roaming architecture, where SNPN0 takes the role of visited network and the external entity takes the role of home network. 
Three scenarios for KI#1 are expected to be specified by SA2 in normative phase: 
· Scenario 1: UE uses an SNPN subscription when the separate entity offers a AAA server;
· Scenario 2: UE uses an SNPN subscription when the separate entity offers a UDM/AUSF;
· Scenario 3: UE uses a PLMN subscription when the separate entity offers a UDM/AUSF.
These three scenarios may have separate impacts on RAN2. Their differences and similarities in terms of RAN2 impact should be carefully studied.
Study the RAN2 impacts for each of the three scenarios. 
In the following, we analyse the potential RAN2 impact based on the conclusions in TR 23.700-07 [3].
2.2 System information 
For SIB enhancement, the following conclusions are captured in TR 23.700-07. For scenarios 1 and 2 (see clauses 8.1.4): 
-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note: Need for additional SIB information is FFS.
<…Omitted…>
NOTE 2:	The number of supported Group IDs that can be broadcast will be determined by RAN2.

For scenario 3 (see clauses 8.1.5):
-	SIB enhancements as described in clause 8.1.4.


According to the above conclusions, two indications and supported GIDs should be provided on per-SNPN basis in SIB, which are common to all the three scenarios. RAN2 needs to study whether to include these additional information in SIB1 or in a new SIB. Besides, RAN2 needs to decide on the maximum number of supported GIDs that can be broadcast, while the definition/format/size of GID is expected to be decided by other groups (CT4/CT1/SA2). 
Introduce the following information per SNPN in SIB:
· "external authentication supported" indication,
· supported Home SP group IDs (optional),
· "under configured UE allowed" indication (optional).
FFS which SIB to include these information and the maximum number of supported GIDs that can be broadcast.
2.3 Network selection 
For SNPN selection enhancement, the following conclusions are captured in TR 23.700-07. For scenarios 1 and 2 (see clauses 8.1.4): 
[bookmark: _Hlk54080055]-	For a UE configured to use SNPNs, automatic SNPN selection is performed in the following order:
-	UE selects and attempts to register with the SNPN it was last registered with (if available).
-	UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials (i.e. as in Rel-16).
-	UE selects an available and allowable SNPN, which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the user-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the separate entity-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and a GID contained in the separate entity-controlled list (if available) 
-	If the UE has not found an available and allowable SNPN based on the above, the UE selects an available and allowable SNPN which broadcasts an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN:
<…Omitted…>
-	For manual SNPN selection the UE presents all available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication.


For scenario 3 (see clauses 8.1.5):
-	Network selection and registration.
-	To enable a UE with PLMN subscription to select an SNPN, the UE needs to enter SNPN access mode.
NOTE 2:	(De)activation of SNPN access mode is up to UE implementation.
-	Once the UE has entered SNPN access mode, SNPN selection is performed as described in clause 8.1.4.
-	Once an SNPN has been selected the UE attempts registration using the PLMN credentials.


According to the above conclusions, the SNPN selection procedures for all the three scenarios rely on the broadcast external-authentication-support information (i.e., two indications and supported GIDs, as clarified in Proposal 1). Therefore, to assist UE NAS in selecting an appropriate SNPN, UE AS should report the external-authentication-support information of available SNPNs to UE NAS. 
UE AS reports the "external authentication supported" indication, the supported Home SP group IDs (if broadcast) and the "under configured UE allowed" indication (if broadcast) associated with the found SNPNs to UE NAS. 
For manual SNPN selection, according to the conclusions, the IDs or HRNNs of SNPNs which broadcast the "external authentication supported" indication should be presented to the user. Besides this conclusion, some other aspects may also have impact on manual SNPN selection (it is noted that these aspects have impact on both cell selection and RRC setup), for example:
· Shall the GIDs or corresponding readable names of H-SP groups be presented to the user?
· Is the user allowed to select a desired H-SP group and indicate the selected H-SP group to the network? 
The above aspects are not clearly described in TR 23.700-07 and need to be clarified.
The following questions on manual SNPN selection need to be clarified: (1) shall the GIDs or readable names of H-SP groups associated with the found SNPNs be presented to the user? (2) Is the user allowed to select a desired H-SP group (if presented) during the manual SNPN selection procedure and indicate the selected H-SP group to the network?
2.4 Cell selection
Once an SNPN is selected, UE NAS should indicate the selected SNPN to UE AS to request cell selection. If all cells belonging to the selected SNPN broadcast the same contents with regard to external authentication (i.e., broadcast the "external authentication supported" indication and the same supported Home SP group IDs), then UE AS can select cells without considering the broadcast information on external authentication. Otherwise, i.e. if the cells belonging to the selected SNPN broadcast different contents with regard to external authentication (e.g., some cells broadcast the "external authentication supported" indication while others don’t, or, the cells broadcast different group IDs), then the broadcast information on external authentication shall be considered during the cell selection procedure. In this case, UE NAS may need to provide UE AS with an indication that requires selecting an SNPN cell that supports external credential.
[bookmark: _GoBack]The following question on system information needs to be clarified: Is it possible for the cells belonging to the same SNPN to broadcast different contents with regard to external authentication (e.g., some of them broadcast the "external authentication supported" indication while others don’t, or, the cells broad cast different group IDs)?
2.5 Others 
In RRC Setup and Resume procedures, the selected SNPN is notified to gNB. In case of UE accessing SNPN with external credentials, it may be beneficial to provide some assistant information to gNB in Msg 3 or Msg 5. For example, an “accessing with external credentials” indication (and maybe the selected GID as well) can be indicated to gNB to help gNB select an appropriate AMF for external authentication, which will first be studied in RAN3. Based on RAN3 progress, RAN2 should study which information to be included in Msg3/Msg5 and indicated to gNB. 
Study whether extra information needs to be indicated to gNB for e.g. assisting gNB in selecting an appropriate AMF for external authentication.
3. Conclusion
Based on the above discussion, we make the following observations and proposals: 
1. Three scenarios for KI#1 are expected to be specified by SA2 in normative phase: 
· Scenario 1: UE uses an SNPN subscription when the separate entity offers a AAA server;
· Scenario 2: UE uses an SNPN subscription when the separate entity offers a UDM/AUSF;
· Scenario 3: UE uses a PLMN subscription when the separate entity offers a UDM/AUSF.
The following questions on manual SNPN selection need to be clarified: (1) shall the GIDs or readable names of H-SP groups associated with the found SNPNs be presented to the user? (2) Is the user allowed to select a desired H-SP group (if presented) during the manual SNPN selection procedure and indicate the selected H-SP group to the network?
The following question on system information needs to be clarified: Is it possible for the cells belonging to the same SNPN to broadcast different contents with regard to external authentication (e.g., some of them broadcast the "external authentication supported" indication while others don’t, or, the cells broad cast different group IDs)?
1. Study the RAN2 impacts for each of the three scenarios. 
Introduce the following information per SNPN in SIB:
· "external authentication supported" indication,
· supported Home SP group IDs (optional),
· "under configured UE allowed" indication (optional).
FFS which SIB to include these information and the maximum number of supported GIDs that can be broadcast.
UE AS reports the "external authentication supported" indication, the supported Home SP group IDs (if broadcast) and the "under configured UE allowed" indication (if broadcast) associated with the found SNPNs to UE NAS. 
Study whether extra information needs to be indicated to gNB for e.g. assisting gNB in selecting an appropriate AMF for external authentication.
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