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1. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Introduction 
RANP#90e agreed the following objectives:
	The objective of this work item is to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. The SA2 study covers the following SA2 objectives and the RAN objective is to specify the corresponding RAN functionality where necessary:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]
· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support of IMS voice and emergency services for SNPN [RAN2]
· Broadcasting of relevant parameters [RAN2]
NOTE: The above sub-bullets for the SA2 objectives may be non-exhaustive and are subject to further discussion depending on SA2 updates if any



In this contribution we look into the information needed to broadcast for credentials owned by a separate entity and the UE on-boarding.
2. Discussion
2.1 Credentials owned by entity separate from SNPN
As part of this work item, in an SNPN deployment, the user credentials owned by a third party may be used. For example, a factory owner may deploy its own AAA server and all machines are pre-provisioned with these credentials. SNPN in this case may be deployed by a network operator or another party. UE may use credentials other than SUPI or IMSI, but the need for new ID is still FFS in SA2, in our understanding. RAN2 should instead discuss the information required in the system information for a UE to camp on a cell if this cell being part of an SNPN supporting authentication/authorisation using credentials owned by an entity separate from the SNPN. 
SA2 has already agreed to enhance SIB to include an indication “access using credentials from a separate entity is supported” and optionally Group IDs and another indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN. In our understanding, the length and format of Group ID will be decided by CT4 including any re-use of NID format. RAN2 should wait for the outcome from CT4.
Proposal 1: An indication is broadcasted if the cell supports authentication/authorisation using the credentials owned by entity separate from SNPN. Further details are FFS.
Credentials in a separate entity may be based on 3GPP credentials and non-3GPP credentials (certificate, non-certificate based). We think a UE may not be provisioned with more than one credentials for SNPN, so differentiation is not important for a UE to be aware of. At the same time, a cell may support all or one of them.
Proposal 2: There is no need to broadcast the credential types supported by the cell.
Manual SNPN selection
SA2 has already agreed that “For manual SNPN selection the UE presents all available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication.” We think it should be straightforward for RAN2 to agree the same.
Proposal 3: For manual SNPN selection the UE presents all available SNPNs, which broadcast if the cell supports authentication/authorisation using the credentials owned by entity separate from SNPN indication.
2.2 UE on-boarding and provisioning
In some case, the credentials may not be pre-provisioned in the UE and UE should connect to the network for provisioning. NPN cell should broadcast information to allow the UE to identify that the network is offering on-boarding and provisioning securely. 
In our understanding, there is no benefit of further classifying the indication about Onboarding SNPN (O-SNPN) and Subscription Owner SNPN (SO-SNPN) because UE should still select the network based on radio conditions unless drawbacks of camping on O-SNPN are clarified by other WG like SA3.
Proposal 4: An indication is broadcasted if the cell supports UE on-boarding and provisioning. Further details are FFS. 
3. Conclusion
We propose RAN2 to discuss and agree on following observations and proposals:

Proposal 1: An indication is broadcasted if the cell supports authentication/authorisation using the credentials owned by entity separate from SNPN. Further details are FFS.

Proposal 2: There is no need to broadcast the credential types supported by the cell.

Proposal 3: For manual SNPN selection the UE presents all available SNPNs, which broadcast if the cell supports authentication/authorisation using the credentials owned by entity separate from SNPN indication.
[bookmark: _GoBack]Proposal 4: An indication is broadcasted if the cell supports UE on-boarding and provisioning. Further details are FFS. 
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