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1. Introduction
In this paper, we want to make some clarification on the exceptional cases where the UE is allowed to perform local release of RRC connection, and provide a TP in the Annex correspondingly.
2. Discussion
2.1 Background in LTE
In TS 36.331 [1], the text regarding local release of RRC connection is captured as below, highlighted in yellow:
*****************************************From TS 36.331*******************************************
[bookmark: _Toc12655317][bookmark: _Toc52553580][bookmark: _Toc29323053]5.3.1.1	RRC connection control
[unrelated text omitted]
[bookmark: _Hlk59207590]The release of the RRC connection normally is initiated by E-UTRAN. The procedure may be used to re-direct the UE to an E-UTRA frequency or an inter-RAT carrier frequency. Only in exceptional cases, as specified within this specification, TS 36.300 [9], TS 36.304 [4] or TS 24.301 [35], may the UE abort the RRC connection, i.e. move to RRC_IDLE without notifying E-UTRAN.
[unrelated text omitted]
*****************************************From TS 36.331*******************************************
Furthermore, the following tables list the specific cases of RRC local release according to TS 36.300 [2], TS 36.304 [3] and TS 24.301 [4] respectively.
Table 1 Cases of RRC local release in TS 36.300
	Trigger Events
	Action
	Reference in TS 36.300

	The UE is already RRC connected to a CN that does not support IMS emergency calls
	It should autonomously release the RRC connection
	Section 23.1.1

	Failure of UE context obtained
	RRC connection is released
	Section 10.1.6



Table 2 Cases of RRC local release in TS 36.304
	Trigger Events
	Action
	Reference in TS 36.304

	Perform manual search while RRC connected.
	The UE may use local release of RRC connection
	Section 4.3



Table 3 Cases of RRC local release in TS 24.301
	Trigger Events
	Action
	Reference in TS 24.301

	Failure of authentication check
	The UE shall request RRC to locally release the RRC connection
	Section 5.4.2

	T3448 bearer context has not been released
	The UE shall locally release the established NAS signalling connection and enter the EMM-IDLE mode before selecting GERAN, UTRAN or NG-RAN radio access technology.
	Section 4.5

	· Expiry of T3440, or 
· Establish a PDN connection for emergency bearer services, or
· Receive a DETACH REQUEST message from the network and the detach type indicates "re-attach required"
	The UE shall locally release the established NAS signalling connection	
	Section 5.3.1.2

	Changes the radio capability for E-UTRAN or for NG-RAN
	The UE may locally release the established NAS signalling connection 
	Section 5.5.3



Table 4 Cases of RRC local release in TS 36.331
	Trigger Events
	Action
	Reference in TS 24.301

	Integrity check failure from lower layers while T300 is running and the UE is resuming the RRC connection
	The UE shall perform the actions upon leaving RRC_CONNECTED or RRC_INACTIVE
	Section 5.3.3.16

	While T311 is running：
· Upon selecting a suitable E-UTRA cell, if the UE is connected to 5GC and the selected cell is only connected to EPC; or if the UE is connected to EPC and the selected cell is only connected to 5GC
· Upon selecting an inter-RAT cell 
	The UE shall perform the actions upon leaving RRC_CONNECTED
	Section 5.3.7.3

	Upon T311 expiry
	The UE shall perform the actions upon leaving RRC_CONNECTED 
	Section 5.3.7.6

	If timer T301 expires or if the selected cell becomes no longer suitable
	The UE shall perform the actions upon leaving RRC_CONNECTED 
	Section 5.3.7.7



Observation 1: According to LTE TS 36.331, we have a full picture of all the exceptional cases where UE may do the local release of RRC connection, i.e., by referring to this specification, TS 36.300, TS 36.304 or TS 24.301.
2.2 Observation in NR
[bookmark: _Hlk59097210]Similar to LTE, when we look into the NR specifications TS 38.300 [5], TS 38.304 [6] and TS 24.501 [7], it is observed that the exceptional cases where UE can perform RRC local release are also specified.
1) In TS 38.300 [5], the cases when the UE is allowed to release locally are listed as follow:
· No suitable cell is found after DAPS handover failure or RLF declared (section 9.2.7)
In case of DAPS handover, for RLF in the source cell, the UE enters RRC_IDLE if a suitable cell was not found within a certain time after handover failure was declared. In case of CHO, for RLF in the source cell, the UE enters RRC_IDLE if a suitable cell was not found within a certain time after RLF was declared. Otherwise, for RLF in the serving cell, the enters RRC_IDLE if a suitable cell was not found within a certain time after RLF was declared.
Observation 2: According to TS 38.300, no suitable cell is found after DAPS handover failure or RLF declared may lead to RRC local release.

2) In TS 38.304 [6], the cases when the UE is allowed to release locally are listed as follow:
· Manual search while RRC connected (section 4.5)
UE is not required to support manual search and selection of PLMN or CAG or SNPN while in RRC CONNECTED state. The UE may use local release of RRC connection to perform manual search if it is not possible to perform the search while RRC connected.
Observation 3: According to TS 38.304, manual search while RRC connected may lead to RRC local release.

3) In TS 24.501 [7], the cases when the UE is allowed to release locally are listed as follow:
· Failure of authentication check (section 5.4.1)
If the UE deems that the network has failed the authentication check, then it shall request RRC to locally release the RRC connection and treat the active cell as barred. 
· Selection of a PLMN that is not an equivalent PLMN to the registered PLMN (section 5.3.1.4)
[bookmark: _Hlk59094154]The UE shall trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon selection of a PLMN that is not an equivalent PLMN to the registered PLMN.
· Receiving REFRESH command from the UICC (section 5.3.1.4)
The UE shall trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon receiving REFRESH command from the UICC.
· CN paging (section 5.3.1.4)
Upon receiving AMF paging indication from the lower layers, the UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access and handle the AMF paging same as the paging request received in the 5GMM-IDLE mode over 3GPP access
· Receives a NOTIFICATION message over the non-3GPP access with access type indicating 3GPP access (section 5.6.1)
The UE in 5GMM-CONNECTED mode with RRC inactive indication over the 3GPP access, and in 5GMM-CONNECTED mode over the non-3GPP access, receives a NOTIFICATION message over the non-3GPP access with access type indicating 3GPP access. UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access and initiate the service request procedure over the 3GPP access.
· Disable the N1 mode capability and select E-UTRA or another RAT and a persistent PDU session is not presence (section 4.9.2)
If the UE is required to disable the N1 mode capability for 3GPP access and select E-UTRA or another RAT, and the UE is in the 5GMM-CONNECTED mode, if the UE don’t have a persistent PDU session, the UE shall locally release the established NAS signalling connection and enter the 5GMM-IDLE mode before selecting E-UTRA or another RAT.
· Expiry of T3540 (section 5.3.1.3)
To allow the network to release the N1 NAS signalling connection, the UE shall start the timer of T3540 under many cases, upon expiry of T3540, UE shall locally release the established N1 NAS signalling connection. 
· Emergency service fallback or establishing an emergency PDU session (section 5.3.1.3)
[bookmark: _Hlk59558154]In some cases, upon receiving a request from the upper layers to perform emergency service fallback only for a UE in 3GPP access or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the N1 NAS signalling connection.
· Initial registration accepted by the network (section 5.5.1.2.4)
If:
a)	the UE's USIM is configured with indication that the UE is to receive the SOR transparent container IE, the SOR transparent container IE is not included in the REGISTRATION ACCEPT message or the SOR transparent container IE does not successfully pass the integrity check (see 3GPP TS 33.501 [24]); and
b)  if the UE attempts obtaining service on another PLMNs as specified in 3GPP TS 23.122 [5] annex C;
then the UE shall locally release the established N1 NAS signalling connection after sending a REGISTRATION COMPLETE message.
If the REGISTRATION ACCEPT message includes the SOR transparent container IE and the SOR transparent container IE successfully passes the integrity check (see 3GPP TS 33.501 [24]):
a)  the UE shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; and
b)	 if the registration procedure is performed over 3GPP access and the UE attempts obtaining service on another PLMNs as specified in 3GPP TS 23.122 [5] annex C, then the UE may locally release the established N1 NAS signalling connection after sending a REGISTRATION COMPLETE message.
· Changes the radio capability (section 5.5.1.3.2)
If the UE is in the 5GMM-CONNECTED mode and the UE changes the radio capability for NG-RAN or E-UTRAN, the UE may locally release the established N1 NAS signalling connection and enter the 5GMM-IDLE mode. Then, the UE shall initiate the registration procedure for mobility and periodic updating including the 5GS update type IE in the REGISTRATION REQUEST message with the NG-RAN-RCU bit set to " UE radio capability update needed".
Observation 4: According to TS 24.501, many cases (e.g., authentication check failure, emergency service fallback etc.) may lead to RRC local release.

4) In TS 38.331 [8], the cases when the UE is allowed to release locally are listed as follow:
· Selecting an inter-RAT cell while T311 is running (section 5.3.7.3)
Upon selecting an inter-RAT cell, the UE shall perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
· T311 expiry (section 5.3.7.6)
Upon T311 expiry, the UE shall perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
· T301 expiry or selected cell becomes no longer suitable (section 5.3.7.7)
If timer T301 expires; or if the selected cell becomes no longer suitable according to the cell selection criteria, the UE shall perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
· T319 expiry or integrity check failure from lower layers while T319 is running (section 5.3.13.5)
If timer T319 expires or upon receiving integrity check failure indication from lower layers while T319 is running, the UE shall perform the actions upon going to RRC_IDLE as specified in 5.3.11 with release cause 'RRC Resume failure'.
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]Observation 5: According to TS 38.331, many cases (e.g., selecting an inter-RAT cell while T311 is running, T311 expiry etc.) may lead to RRC local release.

However, in the current TS 38.331 [8], we find no description of the exceptional cases of RRC local release like LTE, so it is not clear when UE can use local release in NR. Therefore, we propose:
Proposal 1: NR shall inherit from LTE to make some clarification on the exceptional cases where the UE may perform local release of RRC connection.
Proposal 2: If Proposal 1 is agreed, adopt the CR in the Annex.
3. Conclusion and proposals
With the above analysis, we have the following observations and proposals:
Observation 1: According to LTE TS 36.331, we have a full picture of all the exceptional cases where UE may do the local release of RRC connection, i.e., by referring to this specification, TS 36.300, TS 36.304 or TS 24.301.
Observation 2: According to TS 38.300, support of Emergency Services or no suitable cell is found after radio link failure may lead to RRC local release.
Observation 3: According to TS 38.304, manual search while RRC connected may lead to RRC local release.
Observation 4: According to TS 24.501, many cases (e.g., authentication check failure, emergency service fallback etc.) may lead to RRC local release.
Observation 5: According to TS 38.331, many cases (e.g., selecting an inter-RAT cell while T311 is running, T311 expiry etc.) may lead to RRC local release.
Proposal 1: NR shall inherit from LTE to make some clarification on the exceptional cases where the UE may perform local release of RRC connection.
Proposal 2: If Proposal 1 is agreed, adopt the TP in the Annex.
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5. Annex – Text Proposal
[bookmark: _Toc46486712][bookmark: _Toc52836590][bookmark: _Toc46439114][bookmark: _Toc52837598][bookmark: _Toc53006238][bookmark: _Toc46443951]5.3.1	Introduction
[bookmark: _Toc46486713][bookmark: _Toc46439115][bookmark: _Toc53006239][bookmark: _Toc46443952][bookmark: _Toc52836591][bookmark: _Toc52837599]5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NG connection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful AS security activation. However, the UE only accepts a re-configuration with sync message when AS security has been activated.
Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial AS security activation procedure. The RRC messages to activate AS security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate AS security is not ciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs) are both integrity protected and ciphered. After having initiated the initial AS security activation procedure, the network may initiate the establishment of SRB2 and DRBs, i.e. the network may do this prior to receiving the confirmation of the initial AS security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2 and DRBs. The network should release the RRC connection if the initial AS security activation and/ or the radio bearer establishment fails. A configuration with SRB2 without DRB or with DRB without SRB2 is not supported (i.e., SRB2 and at least one DRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB-MT, a configuration with SRB2 without DRB is supported.
The release of the RRC connection normally is initiated by the network. The procedure may be used to re-direct the UE to an NR frequency or an E-UTRA carrier frequency. Only in exceptional cases, as specified within this specification, TS 38.300 [2], TS 38.304 [20] or TS 24.501 [23], may the UE abort the RRC connection, i.e. move to RRC_IDLE without notifying network.
The suspension of the RRC connection is initiated by the network. When the RRC connection is suspended, the UE stores the UE Inactive AS context and any configuration received from the network, and transits to RRC_INACTIVE state. The RRC message to suspend the RRC connection is integrity protected and ciphered.
The resumption of a suspended RRC connection is initiated by upper layers when the UE needs to transit from RRC_INACTIVE state to RRC_CONNECTED state or by RRC layer to perform a RNA update or by RAN paging from NG-RAN. When the RRC connection is resumed, network configures the UE according to the RRC connection resume procedure based on the stored UE Inactive AS context and any RRC configuration received from the network. The RRC connection resume procedure re-activates AS security and re-establishes SRB(s) and DRB(s).
In response to a request to resume the RRC connection, the network may resume the suspended RRC connection and send UE to RRC_CONNECTED, or reject the request to resume and send UE to RRC_INACTIVE (with a wait timer), or directly re-suspend the RRC connection and send UE to RRC_INACTIVE, or directly release the RRC connection and send UE to RRC_IDLE, or instruct the UE to initiate NAS level recovery (in this case the network sends an RRC setup message).
NOTE:	In case the UE receives the configurations for NR sidelink communication via the E-UTRA, the configurations for NR sidelink communication in SIB12 and sl-ConfigDedicatedNR within RRCReconfiguration used in subclause 5.3 are provided by the configurations in SystemInformationBlockType28 and sl-ConfigDedicatedNR within RRCConnectionReconfiguration as specified in TS 36.331[10], respectively.




