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[bookmark: _Ref165266342]Introduction
R17 NPN is aim at to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. One of RAN objective is to specify the corresponding RAN functionality where necessary as following:
· Support of IMS voice and emergency services for SNPN [RAN2]
· Broadcasting of relevant parameters [RAN2]
In this contribution, we will analyze the possible RAN impact on support of IMS voice and emergency service and give our proposals.
Discussion
 Conclusions in SA2
According to the description in TS 23.700-07, SA2 has achieved the following interim conclusions related the support of IMS voice and emergency service:
	[bookmark: _Toc57233918][bookmark: _Toc57383837]8.1.4	Conclusions on SNPN selection for UEs with an SNPN subscription
The following principle is proposed to be part of interim conclusion for further study and normative work:
-	The use of IMC shall be possible when USIM or ISIM is not available in UEs accessing IMS via an SNPN according to Solution #21.
-	The reuse of USIM credentials for IMS AKA shall be possible when USIM is available in UEs accessing IMS via an SNPN.
-	It is recommended for normative work to support voice services with SNPN based on existing mechanisms as defined in TS 23.501 [4] clause 5.16.3. EPS fallback and T-ADS are not supported.
-	Solution #23 is recommended for normative work to support emergency services with SNPN.
-	Solution #56 is recommended for normative work to support SNPN selection for "voice centric" UEs as the result of voice domain selection.
[bookmark: _Toc57233919][bookmark: _Toc57383838]8.1.5	Conclusions for UEs with a PLMN subscription
The following enhancements will be progressed in the normative phase on how to perform SNPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN:
-	SIB enhancements as described in clause 8.1.4.
-	UE configuration enhancements as described in clause 8.1.4.
-	PLMN controlled information for SNPN selection in the UE can be updated using the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 [6] clause 4.20.2 or Steering of Roaming (SoR) as defined in TS 23.122 [5] Annex C.
NOTE 1:	Which of the two procedures to use will be determined during the normative phase based on feedback from CT1 and SA3.
-	Network selection and registration.
-	To enable a UE with PLMN subscription to select an SNPN, the UE needs to enter SNPN access mode.
NOTE 2:	(De)activation of SNPN access mode is up to UE implementation.
-	Once the UE has entered SNPN access mode, SNPN selection is performed as described in clause 8.1.4.
-	Once an SNPN has been selected the UE attempts registration using the PLMN credentials.



[bookmark: OLE_LINK1]Observation 1：For support of IMS voice for SNPN, the analysis of RAN impact can be done based on Solution #21 and solution 56 captured in 23.700-07.
Observation 2：For support of emergency service for SNPN, the analysis of RAN impact can be done based on Solution #23 captured in 23.700-07.
2.2 Support of IMS voice for SNPN
The impacts on services/entities/interfaces of solution 21 and solution 56 are listed as below. It can be seen that the RAN impact is not identified. By checking all the solutions for support of IMS voice, it is found that solution 22 has RAN impact, which requires the NG-RAN of SNPN to support UE Radio Capability Match Request. As the final solution(s) for support of IMS voice for SNPN are not achieved, whether RAN impact exists or not depends on further SA2 progress. From the view of RAN, there is no RAN impact on support of IMS voice for SNPN, at least at this stage.
	Solution #21:
[bookmark: _Toc57383582][bookmark: _Toc54952213][bookmark: _Toc57233661][bookmark: _Toc43392730][bookmark: _Toc50559143][bookmark: _Toc54940498][bookmark: _Toc43475529]6.21.4	Impacts on services, entities and interfaces
Enabling the use of IMS in an SNPN requires minor updates to specification text like those indicated in clause 6.21.2.
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To enable the use of IMS in an SNPN there is a need to update the 3GPP specifications in order to lift this restriction. Below is a non-exhaustive list of stage 1, stage 2 and stage 3 specifications that will need to be updated.
-	TR 21.905 [1] clause 1:
-	Current text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.
-	New text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology or a terminal accessing IMS in an SNPN. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.
-	TS 23.228 [16] clause 4.3.3.1:
-	Current text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-	New text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses or a UE accessing IMS in an SNPN, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-	TS 24.229 [11] clause 4.2 NOTE 1 and NOTE 3:
-	Current text: TS 33.203 [12] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.
-	New text: TS 33.203 [12] specifies that a UE attached to a 3GPP network has an ISIM or a USIM. This restriction does not apply to UE accessing IMS in an SNPN.
-	TS 33.203 [12] clause 9:
-	Current text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
-	New text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal or for IMS access in an SNPN when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
Solution #56:
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UE:
-	the "voice centric" UE should maintain a list of SNPNs where voice service was not possible in SNPN access mode;
-	the UE has the subscription for the other PLMN or SNPN, then the UE can register to the PLMN network or the SNPN.
-	The UE may retry the SNPNs that initially indicated no support for IMS voice services, to verify their voice service support, so as to avoid never retrying them again.



Observation 3: RAN impact of Solution #21 and solution 56 are not identified in 23.700-07.
Proposal 1: The analysis of RAN impact on the support IMS voice for SNPN is postponed until further progress in SA2. 
2.3 Support of emergency service for SNPN
The function Description of solution #23 is shown as below:
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6.23.2	Functional Description
Based on the above service requirements the following impacts for support of emergency services by SNPN are foreseen for the specifications under SA WG2 control:
-	AMF of SNPN needs include an indication for Emergency Services Support within the Registration Accept to the UE also for UE in SNPN access mode;
-	NG-RAN of SNPN needs to support related broadcast indicator that the cell supports Emergency Services over NG-RAN in order to support UEs in limited service state.
The functionality that is already described in TS 23.501 [4] clause 5.16.4.1 for PLMN access, need to apply to SNPN NG-RAN, 5GC belonging to SNPN and UE operating in SNPN access mode.



Observation 4: In normal service state, the support of emergency service for SNPN is handled by NAS. There is no additional RAN impact.
Observation 5: In limited service state, UE should be informed about if a cell support emergency service over NG-RAN of SNPN.
Next, we will focus on the support of emergency service in limited service state.
In R16 NPN, UE in SNPN Access Mode shall not initial emergency service. Moreover, emergency service bearer and ETWS/CMAS are not supported in SNPN. Thus, UE in SNPN Access Mode shall stay in any cell selection state if the UE cannot find a suitable cell to camp on, which can refer to the following specification. In R17 eNPN, emergency service is supported for SNPN. It is reasonable that UE in SNPN Access Mode shall attempt to find an acceptable cell when the UE is in any cell selection state. 
In R16, it is common understanding that UE in SNPN Access Mode only selects SNPNs. From our understanding, it is also applied to the case that UE in SNPN Access Mode finds an acceptable cell.
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This state is applicable for RRC_IDLE and RRC_INACTIVE state. In this state, the UE shall perform cell selection process to find a suitable cell. If the cell selection process fails to find a suitable cell after a complete scan of all RATs and all frequency bands supported by the UE, the UE not in SNPN Access Mode shall attempt to find an acceptable cell of any PLMN to camp on, trying all RATs that are supported by the UE and searching first for a high-quality cell, as defined in clause 5.1.1.2.
The UE, which is not camped on any cell, shall stay in this state.



Proposal 2: In Any cell selection state, UE in SNPN Access Mode shall attempt to find an acceptable cell of any SNPN to camp on.

In order to support emergency service, UE in SNPN Access Mode shall be able to identify whether SNPN(s) can support emergency service or not. According the following description, a bit indicator is enough for non- shared SNPN only cell. But for RAN shared scenario, it is not clear if the preference of SA2 is a group indicator per SNPN or an indicator for all shared SNPN(s).
Actually, there exists same discussion for PLMN case in R9. Finally, an ims-EmergencySupport IE in SIB1 is introduced to indicates whether the cell supports IMS emergency bearer services for UEs in limited service mode. This indicator is set to "support" if any AMF in a non-shared environment or at least one of the PLMN's in a shared environment supports IMS emergency bearer services. It is suggested to follow the design principle of PLMN to avoid repetitive discussion. 
	Solution #23:
6.23.4	Impacts on services, entities and interfaces
NG-RAN of SNPN
-	Include related broadcast indicator that the cell supports Emergency Services over NG-RAN for UEs in limited service state, and if the NG-RAN is shared by more than one network, and the networks do not have the same support for Emergency Services, the broadcast indicator is related to those networks that supports Emergency Services.



Proposal 3: A bit indicator is introduced in SIB1 to indicate whether SNPN(s) in the cell support Emergency service.

In R16 NPN, RAN sharing between PLMN(s) and SNPN(s) is supported. According to the following field description of ims-EmergencySupport IE, this IE will be set to “True” if at least one of the PLMN's or SNPN’s in a shared environment. Obviously, it goes against the intention of original design. Thus, it is suggested to modify the field description of this IE to only apply to PLMNs.

	ims-EmergencySupport:
Indicates whether the cell supports IMS emergency bearer services for UEs in limited service mode. If absent, IMS emergency call is not supported by the network in the cell for UEs in limited service mode.



[bookmark: OLE_LINK2]Proposal 4: Change the field description of ims-EmergencySupport IE into “Indicates whether the PLMN(s) in the cell supports IMS emergency bearer services for UEs in limited service mode. If absent, IMS emergency call is not supported by the PLMN(s) in the cell for UEs in limited service mode”
Conclusions
Based on the analysis given above, we have the following Observations and Proposals:
Observation 1：For support of IMS voice for SNPN, the analysis of RAN impact can be done based on Solution #21 and solution 56 captured in 23.700-07.
Observation 2：For support of emergency service for SNPN, the analysis of RAN impact can be done based on Solution #23 captured in 23.700-07.
[bookmark: _GoBack]Observation 3: RAN impact of Solution #21 and solution 56 are not identified in 23.700-07.
Observation 4: In normal service state, the support of emergency service for SNPN is handled by NAS. There is no additional RAN impact.
Observation 5: In limited service state, UE should be informed about if a cell support emergency service over NG-RAN of SNPN.
[bookmark: _Toc502437832]Proposal 1: The analysis of RAN impact on the support IMS voice for SNPN is postponed until further progress in SA2. 
Proposal 2: In Any cell selection state, UE in SNPN Access Mode shall attempt to find an acceptable cell of any SNPN to camp on.
Proposal 3: A bit indicator is introduced in SIB1 to indicate whether SNPN(s) in the cell support Emergency service.
Proposal 4: Change the field description of ims-EmergencySupport IE into “Indicates whether the PLMN(s) in the cell supports IMS emergency bearer services for UEs in limited service mode. If absent, IMS emergency call is not supported by the PLMN(s) in the cell for UEs in limited service mode”
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