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1.	Introduction
RAN2 has discussed potential solutions to ensure only intended use cases use RedCap UEs and the solutions are captured in TR. However, it is still unclear what the intended use cases of RedCap UEs are [1]. In RAN2#112-e meeting, the following proposal is summarized for further discussion. 
RAN2#112-e Chairman’s note

Proposals for further discussion:
Proposal 4: RAN2 to discuss the meaning of “intended use cases for RedCap UEs”. Are they possibly the type of services e.g. establishment cause such as video, emergency service? Or the group of applications categorized in IWSN, Video surveillance and Wearables?





This document presents our view on intended use cases for RedCap UEs. 
2.	Discussion
In SI description, three use cases of IWSN, smart city and Wearables are targeted to study reduced capabilities. One of main objectives for RedCap study is to ensure RedCap UEs are only used for the intended use cases..
SID on Study on support of reduced capability NR devices
3. Justification
…..
The intention is to study a UE feature and parameter list with lower end capabilities, relative to Release 16 eMBB and URLLC NR to serve the three use cases mentioned above.

4. Objective
4.1 Objective

Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].










In our understanding, the intended use cases is a group of applications targeted for RedCap UEs, for example, a group of applications categorized in IWSN, smart city and wearables. However, looking at the discussions and solutions, it seems that different companies have different understanding about the intended use cases. To further discuss details of possible solutions to ensure the RedCap UEs are only used for intended use cases, the meaning of “intended use cases” should be clarified. 

The followings are potential solutions considered in the SI phase.      
· Option 1: RRC Reject based approach
· Option 2: Subscription validation
· Option 3: Verification of RedCap UE
· Option 4: Left up to network implementation
Some companies think that the intended use cases can be ensured by sending the establishment cause in Msg3 (option 1) while some companies think the intended use cases is a set of service based on subscription information (option 2). Or, some other companies think a capability match procedure is enough to ensure RedCap UEs are only used for the intended use cases (option 3). 
Observation. Different companies have different understanding about the intended use cases for RedCap UEs.

As mentioned above, our understanding is that the intended use cases is a group of applications targeted for RedCap UEs. To ensure only the intended group of applications are used for RedCap UEs, the existing URSP (UE Route Selection Policy) rule can be used. The URSP rule is applied for associating an application to a PDU session. As described in TS 23.503, the URSP rule has information such as DNN provided by application and traffic descriptor. The UE may be provisioned with the rule by PCF of the HPLMN. 
Proposal 1. The intended use cases for RedCap UEs is a group of applications targeted for RedCap UEs.
Proposal 2. The existing URSP rule can be applied to ensure RedCap UEs are only used for the intended use cases.

Text proposal is provided below. 

3.	Proposals
In this document, we discuss the issue of whether there is a need to reject part of RedCap UEs in Msg3, and have following proposal:
Observation. Different companies have different understanding about the intended use cases for RedCap UEs.
Proposal 1. The intended use cases for RedCap UEs is a group of applications targeted for RedCap UEs.
Proposal 2. The existing URSP rule can be applied to ensure RedCap UEs are only used for the intended use cases.


Text Proposal to 38.875v1.x.0
[bookmark: _Toc40490568][bookmark: _Toc51768600][bookmark: _Toc51771107]10.2	Constraining of reduced capabilities
[bookmark: _Toc40490569][bookmark: _Toc51768601][bookmark: _Toc51771108]10.2.1	Description of feature
The study also includes an objective on how to ensure RedCap UEs are only used for intended use cases, that is, UE identifying as RedCap UE can only use services and resources intended for RedCap UE type. The following potential solutions can be considered (the solutions do not need to be mutually exclusive):
· Option 1: RRC Reject based approach
When the network knows the UE is a RedCap UE and the type of the service requested, RAN can reject an RRC connection establishment attempt if the service the UE requests is not allowed for RedCap UEs. The service type can be known, e.g., based on the establishment cause provided in Msg3, through higher layer mechanisms or other ways.
· Option 2: Subscription validation (Note: SA2, CT1 confirmation is needed)
During the RRC connection setup, the UE indicates that it is a RedCap UE to the core network, e.g. 
· UE includes this indication in NAS signaling message to core network; or
· UE informs this indication during its RRC connection establishment procedure to RAN; RAN then informs core network of the UE’s RedCap type in the Initial UE Context message to core network.
The network validates UE’s indication against its subscription plan, which includes information such as the set of services allowed for the UE. Network then decides whether to accept or reject UE’s registration request. For example, network may reject UE if UE indicates RedCap but its subscription does not include any RedCap-specific services.
· Option 3: Verification of RedCap UE
Network performs capability match between UE’s reported radio capabilities and the set of capability criteria associated with UE’s RedCap type. 
· Option 4: Left up to network implementation to ensure RedCap UE uses intended services and/or resources.
· Option 5: The URSP rule (Note: SA2 confirmation is needed)
During the PDU session establishment, the matching application is verified by the URSP rule. If the application is not intended to be used for RedCap UEs, the network rejects the PDU session request. 
· No RAN2 impact is foreseen.
The decision on which option or options to choose will be made during a possible normative phase, and if needed, based on consultation with other working groups (e.g. SA2, CT1).
Editor’s note: FFS further changes to above options and possible options which are not yet captured. 
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