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1.	Introduction
The issue of whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism has been discussed and RAN2 agreed the followings. 
Agreements:
1. Whether it is needed to identify RedCap UEs during Msg3 from RAN2 perspective or not depends on the following two aspects:
-	Whether Msg4/5 special handing for RedCap UE is needed, pending RAN1
-	Whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism

This document provides our view on whether there is a need to reject part of RedCap UEs in Msg3.
2.	Discussion
We would like to discuss whether reject part of RedCap UEs is needed or not. For discussion, the requirements for targeted use cases for RedCap UEs in SID is captured below.
As a baseline, the requirements for these three use cases are:
Generic requirements:
· Device complexity: Main motivation for the new device type is to lower the device cost and complexity as compared to high-end eMBB and URLLC devices of Rel-15/Rel-16. This is especially the case for industrial sensors. 
· Device size: Requirement for most use cases is that the standard enables a device design with compact form factor. 
· Deployment scenarios: System should support all FR1/FR2 bands for FDD and TDD.
Use case specific requirements: 
· Industrial wireless sensors: Reference use cases and requirements are described in TR 22.832 and TS 22.104: Communication service availability is 99.99% and end-to-end latency less than 100 ms. The reference bit rate is less than 2 Mbps (potentially asymmetric e.g. UL heavy traffic) for all use cases and the device is stationary. The battery should last at least few years. For safety related sensors, latency requirement is lower, 5-10 ms (TR 22.804)
· Video Surveillance: As described in TR 22.804, reference economic video bitrate would be 2-4 Mbps, latency < 500 ms, reliability 99%-99.9%. High-end video e.g. for farming would require 7.5-25 Mbps. It is noted that traffic pattern is dominated by UL transmissions.
· Wearables: Reference bitrate for smart wearable application can be 5-50 Mbps in DL and 2-5 Mbps in UL and peak bit rate of the device higher, up to 150 Mbps for downlink and up to 50 Mbps for uplink.  Battery of the device should last multiple days (up to 1-2 weeks).















RRC connection reject is to support overload control and the overload function is needed to reduce traffic of a RAN node when the serving AMF is overloaded. When the RAN node receives the overload stat message from the core network, the RAN node may reject a new RRC connection request or release the existing RRC connection based on the establishment cause received from the UE. 
A UE provides an establishment cause to the network in accordance with the information received from upper layers. For LTE IoT devices, there is an explicit low priority indication from upper layers. Based on the indication, the UE sets the establishment cause as delay tolerant. 
Observation 1. An establishment cause in RRC connection request should be set in accordance with the information received from upper layers.
Hence, if RedCap UE is required to set RedCap identification in Msg3, the corresponding cause value should be indicated by NAS. This requires some enhancements in CT1and possibly SA2 specifications. However, given that the current study and following wok involve only RAN WGs, it is not clear how RAN2 can proceed during work phase. Moreover, RAN2 may need to analyse the necessity and the details of overload control for RedCap UEs whether it is needed or not depending on the device type, and how detailed granularity of the device types is sufficient for overload control, which all may requires substantial discussion across RAN2, SA2/CT1.
Observation 2. Identification of RedCap UEs in Msg3 may affect overload control function, and the potential impact incurred by the Msg3 identification may need resolution in multiple WGs including CT1/SA2/RAN2. 
We should note that Msg3 is strictly size limited. Therefore, we cannot include several bits for RedCap UE identification. If a single bit is included for RedCap UE identification, it may be not sufficient for network to make a proper overload control decision. For instance, if overload control for RedCap UEs is implemented based on the single bit, RAN node may deprioritize all or most RedCp UEs when overloaded over normal UEs. This is seriously undesirable for some RedCap UE services such as health-case, and high-availability services, etc. 
Observation 3: Msg3-based RedCap UE identification may deprioritize all RedCap UE access including health-care and high-availability services.
In our view, it is important to perform connection control and overload control based on sufficient knowledge of the requested service. In other words, all RedCap UEs should not be deprioritized merely for the reason that the access from RedCap UEs/services, as confirmed by the use cases description in SID. For this reason, we think Msg3 based RedCap UE identification should not be adopted. 
Proposal. Do not adopt Msg3 based RedCap UE identification for overload control. 

[bookmark: _GoBack]3.	Proposals
In this document, we discuss the issue of whether overload control is needed for RedCap UEs, and have following proposal:
Observation 1. An establishment cause in RRC connection request should be set in accordance with the information received from upper layers.
Observation 2. Identification of RedCap UEs in Msg3 may affect overload control function, and the potential impact incurred by the Msg3 identification may need resolution in multiple WGs including CT1/SA2/RAN2. 
Observation 3: Msg3-based RedCap UE identification may deprioritize all RedCap UE access including health-care and high-availability services. 
Proposal. Do not adopt Msg3 based RedCap UE identification for overload control. 
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