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1 Introduction
In the previous RAN2#112-e, the following agreements were made for UE identification and access restrictions [1]:

Agreements:

1.
Whether it is needed to identify RedCap UEs during Msg3 from RAN2 perspective or not depends on the following two aspects:

-
Whether Msg4/5 special handing for RedCap UE is needed, pending RAN1

-
Whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism
Agreements:

1. Include the possible options (msg1, msg3, msg5) in the TP without saying anything on RAN2 preferences on when identification is required
2. Do not send a LS on RedCap UE identification to RAN1 and wait for more RAN1 process

3. Postpone the LS to SA1 on UAC enhancement for RedCap UEs.

4. Postpone the discussion on the camping indicator for RedCap UEs to the WI phase.

5. Postpone the discussion on intraFreqReselection indicator for RedCap UEs to the WI phase.

In the previous RAN1#103-e, on the identification of Redcap UEs, the following agreements were made [2]:
	Agreements:

· As a next step, for the study on the options for RedCap UE identification during RAN1 #103-e meeting, RAN1 to focus on establishing feasibility, necessity, and identifying pros and cons for the following schemes:

· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.

· Opt. 2: During Msg3 transmission. 

· Opt. 3: Post Msg4 acknowledgment. 

· E.g., during Msg5 transmission or part of UE capability reporting.

· Opt. 4: During MsgA transmission.




And in the previous WID discussion, the objectives includes specifying functionality that would allow the operator to restrict the access of Redcap. This issue was also extensively discussed in RAN1 and several potential solutions were identified [3]. 
· Implicit or explicit indication (as may apply): 

· Alt. A: Via separate SSB and/or CORESET 0.

· Alt. B: Via indication in MIB.

· Alt. C: Via indication in DCI format scheduling SIB1.

· Alt. D: Via indication in SIB1.

· Other methods are not precluded.

It seems that the identification and UE access restrictions for Redcap devices have not progressed much. In this contribution, we give some general principles on these issues.
2 Discussion
2.1 Discussion on Identification for Redcap devices
As mentioned above, RAN1 has provided some options, e.g., Msg1 (Separate initial UL BWP or PRACH partitioning), Msg3 and Msg5, and has identified the pros and cons. 
Msg1 based identification facilitates message 2 transmission if additional enhancement need be carried out. Even though the RAN1 has agreed the Redcap UEs of a minimum of 20/100 MHz bandwidth for FR1/FR2 which facilitates reusing all the configurations of CORESET #0 and since the msg2 is also scheduled within the frequency resource of CORESET#0, thus there is no problem for msg2 receiving from the bandwidth point of view. However, it may also be the case that Redcap UEs of 1RX would require coverage recovery, thus additional enhancement need be carried out on msg2. Currently it is not clear from RAN1. 
For the necessity of coverage recovery, it is concluded that For FR1, under the consideration of potential reduced antenna efficiency due to device size limitations, the MIL(s) of PUSCH and/or Msg3 are worse than that of the bottleneck channel for the reference NR UE and coverage recovery is needed. At least from aspect of coverage recovery for Msg3. PUSCH, early indication is necessary.  

Obviously, the early indication of Redcap UEs depends on outcome of studies on UE cost/complexity reduction and coverage recovery, and the SI on Coverage Enhancements. RAN2 can not saying anything on RAN2 preferences on when identification is required.
Proposal 1 Early indication of Redcap UE capabilities during the initial access by Msg1/Msg3/Msg5 depends more on RAN1 output.

2.2 Discussion on access restrictions for Redcap devices
Issue 1: Indication in system information
Definitely, not all the network implement the Redcap functions based on practical requirements. Therefore, it suggests the gNB can indicates the reduced capability NR devices that it is allowed to access or not. As mentioned above, RAN1 has several potential solutions. Putting an indication in MIB or DCI format scheduling SIB1 will be discussed in RAN1. If RAN1 confirms that the Redcap devices can get the indication without checking the RMSI, there is no RAN2 impact. However, if RAN1 confirms that MIB or DCI format scheduling SIB1 are not feasible, then RAN2 need to handle it. Currently, there is 1 bit cellBarred in MIB, indicating whether the cell is barred or not. Such an overall barring indication offers the basic barring capability to a cell regardless the UE’s type or capability. Additional indication of cell status and special reservations for Redcap UEs can be put in RMSI as we did in LTE. More details can be discussed in WI.
Proposal 2 RAN2 waits for RAN1’s output on providing indication of cell status to Redcap UE.
Issue 2: Unified Access Control (UAC)
Access barring is used as a relief of temporary congestion. RAN2 has agreed that Unified Access Control (UAC) can be reused for Redcap UEs. Whether to define new Access Identity for Redcap UEs or define new Access Categories for Redcap UEs has not decided yet. In last meeting, after the hot discussion, we have agreed to postpone the LS to SA1 on UAC enhancement for Redcap UEs until we make some progress.
Some details need to be considered in RAN2 firstly. The first question is how those three main use cases included in the study item will present very different impacts in terms of cell load. For the high-end wearables requiring a peak rate of 150 Mbps case use case, it is possible that the load and traffic involved have no difference with the NR normal UEs where the same traffic models of FTP model 3 and VoIP from TR 38.840 was used to characterize the wearables service types. It seems the access barring do not need to be considered separately from NR normal UEs. While for other cases, e.g., if huge amount of the industrial sensors/ video surveillances are reporting at the same specified time, which hardly happens in traditional mobile communication systems, the network is likely to be congested. To support those scenarios, we propose the access control scheme should be improved for specific Redcap device types.
Due to the nature of the traffic, if the traffic models identified are different from the existing services related access categories, it is reasonable to add new access categories or reuse the reserved ones. An example is to add a new access category for video surveillance which mainly focused on uplink. It seems reasonable to permit video surveillance while restrict the legacy MO when congestion happens to downlink resource. 
Regarding to new UE type, for instance, if new types of UEs can be identified for clearer UE categorization for industrial wireless sensor scenarios, additional access identities can be introduced. An example is to reuse the reserved access class (access identity 3-10 are reserved for future use). However, we should realise that RAN2 is only looking at part of the solution, and also other groups (SA2/CT1) to decide how many access identities should be added.
· For general wireless sensors, Access Class 3
· For safety related sensors, Access Class 4
We also notice that in NR UAC, the Bitmap is used for access identities 1,2,11-15 and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor. If access identities are adopted for Redcap IOT devices, in certain cases, many Redcap or IOT devices may be in the same location need to report at almost the same time (during rush hour). So without the barring factor/timer when an AC turns to “not bar” from “bar”, all the UEs with that AC will access the network synchronously after reading the SIB. Hence, to avoid such network congestions and overloading, we may need to study ways to more proactively prevent such collisions. It seems that a separate SIB for Redcap access barring control is reasonable as in EAB. This scenario still needs to be confirmed by SA2/CT1.

Another question is whether CE-level-based access class barring using PRACH resource barring introduced in R15 narrowband can be reused whose purpose is to prevent access to coverage enhancement resources in the congestion case. If Redcap UEs requires coverage recovery and the additional enhancement will be carried out on the repetition transmission, it seems reasonable that the access could be configured to be more restrictive for Redcap UEs. This depends on more RAN1’s input on coverage recovery.
Proposal 3 Unified Access Control can be reused for Redcap UE with more details can be discussed further.
· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., industrial sensors);

· CE-level-based access class barring
3 Conclusions

Based on the discussion, our proposals are provided as follows:
Proposal 4 Early indication of Redcap UE capabilities during the initial access by Msg1/Msg3/Msg5 depends more on RAN1 output.

Proposal 5 RAN2 waits for RAN1’s output on providing indication of cell status to Redcap UE. 

Proposal 6 Unified Access Control can be reused for Redcap UE with more details can be discussed further.

· Differentiate for different Redcap scenarios;

· Add new Access Categories for Redcap (e.g., video surveillance);

· Add new Access Identities for Redcap devices (e.g., IOT devices);

· CE-level-based access class barring
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