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1	Introduction
According to the SID of Rel-17 positioning enhancement, this study item should aim to provide some solutions relating to how positioning integrity could be fulfilled via network-assisted and/or UE-assisted mechanisms:
	RP-202094 - Revised SID: Study on NR Positioning Enhancements
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
0. Identify positioning integrity KPIs and relevant use cases.
0. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
0. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to GNSS positioning methods.



To evaluate whether a positioning system is still trustable in terms of providing an accurate position estimate, certain KPIs and metrics have been defined to gauge the trustworthiness. More specifically, KPIs such as AL and TIR could be provided by the LCS client, and the integrity computing entity may calculate the PL to see if the positioning system is still available to provide a trustable estimate. In particular, if PL is greater than AL, then the possible maximum error is no longer tolerable, and a warning should be issued to the LCS client (via reporting of integrity results) in order to prevent it from using inappropriate position estimate under such circumstance.
From 3GPP specification perspective, the impacts of integrity result reporting mainly come from scenarios where the LCS client and integrity computing entity reside at Network and UE respectively (or vice versa), where LPP signalling is needed to exchange information including KPIs and integrity results between Network and UE. In our understanding, this is a common assumption among most companies based on the Table 9.4.1.1.1 that has been formulated for Text Proposal of the TR during email discussion [Post112-e][618]:
	Positioning Mode
	Location service type
	Source of KPIs* 
	Source of Integrity results*
	 Positioning Integrity assistance information** 
	Specification impact 

	Network assisted (UE-based): Positioning integrity result is derived by the UE

	MO-LR
	UE internal implementation
	UE internal implementation 
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information from LMF to UE


	
	MT-LR
	From LMF 

	From UE
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information and KPIs from LMF to UE
Procedure to transfer Integrity results from UE to LMF 


	UE assisted (LMF-based): Positioning integrity result is derived by the LMF
	MO-LR
	From UE
	From LMF
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
	Procedure to transfer Integrity assistance information and KPIs from UE to LMF
Procedure to transfer Integrity results from LMF to UE 


	
	MT-LR
	LMF implementation

	LMF internal implementation
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
	Procedure to transfer Integrity assistance information from UE to LMF 




Clearly, the integrity result could be reported from either UE or LMF, depending on where the LCS client resides (MO-LR or MT-LR) and where the integrity result is derived (LMF-assisted or UE-assisted). This paper aims to briefly discuss the options of integrity result reporting. 
2	Discussions
From our perspective, there are two modes of integrity result reporting:
· Mode 1 of Integrity Result Reporting : PL Reporting
The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). Hence, the integrity computing entity does not judge whether the positioning system is still available, it simply provides whatever PL value it has obtained. It is left to the LCS client itself to determine if the positioning system is still available based on the reported PL.

· Mode 2 of Integrity Result Reporting : Integrity Event Flagging
The integrity computing entity calculates the PL, based on the measurement, assistance information and TIR. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not.  Thus, in this case the LCS client can be directly informed about the system availability, without conducting further evaluation by itself.
It is worth noting that, in Mode 1 the LCS client does not have to provide the KPI of AL in the first place, only TIR is needed for the integrity computing entity to obtain PL. In Mode 2, on the other hand, both AL and other KPIs are needed for the integrity computing entity to determine if the positioning system is available and hence raise the flag. Thus, Mode 2 requires more overhead on assistance information of KPIs. However, in terms of reporting overhead, Mode 2 may be more efficient.
A quick comparison of these two modes are summarized in Table 1:
Table 1 Summary of Integrity Result Reporting Modes
	Integrity Result Reporting Mode
	Integrity result to be reported by the integrity computing entity
	Required assistance information of KPI

	1
	PL
	TIR

	2
	Integrity event flagging
	TIR and AL



Which mode should be supported by 3GPP requires more investigation. We support that in the SI phase characteristics of both options (as summarized in Table 1) should be captured in the TR, which serves as a guideline for RAN2 to further decide what can be adopted in the WI phase.
Proposal: Two possible integrity result reporting modes (PL Reporting and Integrity Event Flagging) could be captured in the TR with some descriptions .
[bookmark: _GoBack]3	Conclusion
In this paper, we have briefly analysed two possible integrity result reporting modes. Both options are possible and we think they can be further examined in the future. To have a better foundation in the WI phase, we propose the following:
Proposal: Two possible integrity result reporting modes (PL Reporting and Integrity Event Flagging) could be captured in the TR with some descriptions.
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