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1	Introduction
This paper aims to provide some text proposals for the TR 38.857. In particular, we believe that the terms such as UE-based integrity and Network-based integrity are not properly defined. With this paper we aim to shed some light onto their proper definitions. 
2	Discussions
According to the SID of Rel-17 positioning enhancement, this study item should aim to study integrity solutions for both network-assisted integrity and UE-assisted integrity
	RP-202094 - Revised SID: Study on NR Positioning Enhancements
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
0. Identify positioning integrity KPIs and relevant use cases.
0. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
0. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to GNSS positioning methods.



The SI should consider both MT-LR and MO-LR, which means the LCS client could reside in either network side or UE side. On the other hand, where the LCS client resides is not necessarily the same as where the integrity result (e.g. PL) is derived. Furthermore, the terms “UE-assisted integrity” and “network-assisted integrity” are rather confusing. From our point of view, it is much more straightforward to indicate where (UE or network) the integrity result is derived, and in practice it makes much more sense if the entity in charge of deriving the integrity result is co-located with where the position estimate is calculated. If the position estimate and the integrity result are computed in different network entities, more complicated signalling and procedures may have to be defined. Therefore, we suggest that this SI should only consider the GNSS positioning cases where both positioning integrity result and positioning estimation are derived in either UE or network.
Proposal 1: In this SI, RAN2 should only consider the GNSS positioning cases wherein both positioning integrity result and positioning estimation are derived in either UE or network.
Furthermore, we think the definitions of the following terms should be included in the TR: 
· Integrity Computing Entity: The logical entity responsible in computing the positioning integrity results based on assistance information and integrity KPIs provided by the LCS client. Such entity can reside in either UE or LMF.
· Network-Based Integrity: The positioning integrity mode where the integrity computing entity resides in the network side (e.g. LMF) to derive integrity results.
· UE-Based Integrity: The positioning integrity mode where the integrity computing entity resides in the UE to derive integrity results
We have prepared some TP to capture these definitions, as well as some missing abbreviations
Proposal 2: Endorse the text proposal for TR 38.857 in the appendix.

3	Conclusion
In this paper, we suggest some further clarifications in the TR draft to highlight the scenarios and positioning integrity modes we are considering in this SI. It is helpful to add some definitions of UE-based integrity and network-based integrity. We have the following proposals:
Proposal 1: In this SI, RAN2 should only consider the GNSS positioning cases wherein both positioning integrity result and positioning estimation are derived in either UE or network.
Proposal 2: Endorse the text proposal for TR 38.857 in the appendix.

Appendix – Text Proposal for TR 38.857
First Text Prposal
3.1	Terms
Positioning Integrity: A measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the LCS client when the positioning system does not fulfil the condition for intended operation.
Integrity Availability: The integrity availability is the percentage of time that the PL is below the required AL.
Feared Event: Feared Events are considered to be all possible events (i.e. of natural, systemic or operational nature) that can cause the computed position to deviate from the true position, regardless of whether a specific fault can be identified in one of the positioning systems or not.
Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA). 
NOTE: The TIR is usually defined as a probability rate per some time unit (e.g. per hour, per second or per independent sample).
Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity.
NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL) respectively.
Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.
Misleading Information (MI): A MI event occurs when, the positioning system being declared available, the positioning error exceeds the PL.
Hazardous Misleading Information (HMI): A HMI event occurs when, the positioning system being declared available, the positioning error exceeds the AL without annunciating an alert within the TTA.
Integrity Event: An Integrity Event occurs when the positioning system outputs HMI.
Integrity Computing Entity: The logical entity responsible in computing the positioning integrity results based on assistance information and integrity KPIs provided by the LCS client. Such entity can reside in either UE or LMF.
Network-Based Integrity: The positioning integrity mode where the integrity computing entity resides in the network side (e.g. LMF) to derive integrity results.
UE-Based Integrity: The positioning integrity mode where the integrity computing entity resides in the UE to derive integrity results

[bookmark: _GoBack]Next Text Prposal
Table 9.4.1.1.1: Summary of  network-assisted (UE-Based) and UE-assisted (LMF-Based) positioning integrity mode considerations for supporting MO-LR and MT-LRpositioning integrity in 3GPP. 
NOTE: The table provides a summary of considerations and the final details and specification impacts are FFS in the WI.
*NOTE: Examples of KPIs are the TIR, AL, TTA. Examples of Integrity results are the PL, Integrity Availability and KPIs.
**NOTE: From LMF to UE does not mean the integrity assistance information is generated by the LMF.
***NOTE: Both positioning integrity derivation and positioning estimation are conducted at either UE or LMF. 

	Positioning Integrity Mode***
	Location service type
	Source of KPIs* 
	Source of Integrity results*
	 Positioning Integrity assistance information** 
	Specification impact 

	Network assisted (UE-based): integrityPositioning integrity result is derived by the UE

	MO-LR
	UE internal implementation
	UE internal implementation 
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information from LMF to UE


	
	MT-LR
	From LMF 

	From UE
	From LMF to UE: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
	Procedure to transfer Integrity assistance information and KPIs from LMF to UE
Procedure to transfer Integrity results from UE to LMF 


	UE assisted (NetworkLMF-based integrity): Positioning integrity result is derived by the LMF
	MO-LR
	From UE
	From LMF
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
	Procedure to transfer Integrity assistance information and KPIs from UE to LMF
Procedure to transfer Integrity results from LMF to UE 


	
	MT-LR
	LMF implementation

	LMF internal implementation
	From GNSS corrections provider (external source) to LMF: 
- Feared events in the GNSS Assistance Data
- Feared events in transmitting the data to the UE
- GNSS feared events
From UE to LMF:
- UE feared events
	Procedure to transfer Integrity assistance information from UE to LMF 




End of Text Proposal




