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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
At the RAN#88 meeting, the study item on NR Positioning Enhancements RP-200928[1] was approved. From RAN2’s perspective, the SI includes the following objective:
	Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a.Identify positioning integrity KPIs and relevant use cases.
b.Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c.Study methodologies for network-assisted and UE-assisted integrity.


In this contribution, we will discuss the methodologies for integrity in GNSS positioning methods.
2. Discussion
Integrity discussion is addressed in the following email discussion:
[Post112-e][618][POS] Finalise integrity text proposals (Swift)[2]
Scope: Refine the text proposals in R2-2010877/R2-2010878/R2-2010879.
Intended outcome: Agreeable TPs
Deadline:  Long
These’re many feared events identified by the email discussion, some can be received by 3rd location server like GNSS related feared events and some can be identified by UE itself. like UE feared events. To better organized these feared events and using them for positioning integrity methods, categories must be applied for analysis.
Similar with positioning measurement, positioning integrity can be divided into two parts: network-assisted integrity and UE-assisted integrity. Network-assisted integrity is UE-based integrity, where UE application or service request high requirement for human safety. UE-assisted integrity is UE provided integrity assisted data and integrity calculated by LMF or location server.
Observation 1: feared event can be categorized for network-assisted and UE-assisted integrity.
Different with positioning measurement, positioning integrity has no relationship with measurement methods. For GNSS, integrity can be validated by UE or by LMF. A-GNSS can support both UE-assisted and network-assisted integrity. Even for RAT-dependent positioning methods, they are also not limited one method to network-assisted or UE-assisted.
Observation 2: Positioning methods are decoupled with network-assisted and UE-assisted integrity.
For network-assisted integrity, assisted-data should be transmitted from LMF to UE. And for UE-assisted integrity assisted-data should be transmitted from UE to LMF. Whether choose network-assisted or UE-assisted integrity is based on UE and network capability and service requirement. LMF who has both the capability of UE and network and has connection interface with 3rd part location server can better decide it. Because positioning methods are decoupled with network-assisted and UE-assisted integrity. When in the future we support RAT-depended positioning methods, the structure which LMF decides also works.
Proposal 1: LMF decides whether to choose network-assisted or UE-assisted integrity.
The integrity functions can be integrated into UE or network as an integrity capability. If UE has integrity function where LMF not(legacy network, enhanced UE), then network-assisted integrity should be chosen. If network has integrity function where UE not(legacy UE, enhanced network), then UE-assisted integrity should be chosen.
Table 1 integrity methods choice
	Methods chosen for integrity
	Legacy network 
	Enhanced network

	Legacy UE.
	No integrity service provided.
	UE-assisted integrity

	Enhanced UE
	Network-assisted integrity
	Both


For this purpose, integrity capability must be transmitted as a kind of assisted data and when and how to transmit it can be considered in WI.
Proposal 2: Integrity capability should be studied in WI.
During the email discussion the following signalling are identified for consideration in the WI:
(a) Signaling to determine the positioning integrity capability
(b) Signaling to the deliver the KPIs and integrity results
(c) Signaling to deliver the integrity assistance information to the UE 
(d) Signaling to deliver the integrity information related to the GNSS positioning measurements from the UE to the LMF 
Therefore, these messages can be considered for integrity in WI as well:
· RequestCapabilities
· ProvideCapabilities
· RequestAssistanceData
· ProvideAssistanceData
· RequestLocationInformation
· ProvideLocationInformation
Where integrity capability can be transmitted by LPP capability and feared events can be transmitted by LPP assistance data and integrity result can be studied in location information.
Observation 3: It is feasible that Integrity information can be transmitted by existed signal modification without architecture change and new interface introduced.
One example is described in the Figure-1 below for network-assisted integrity.

Figure-1 Integrity assistant data transmit by LPP
Step 1.  If we choose the GNSS related positioning method, the GNSS system needs to provide assistant data to LMF.
Step 2.  If the positioning method needs gNB assistant, gNB needs to provide assistant data to LMF.
Step 3.  If LMF decides to choose to provide assistant data to UE by dedicated signaling, it sends assistance data to UE via LPP. 
Step 4.  If LMF decides to provide assistant data to UE by broadcast, it sends assistant data to gNB.
Step 5.  gNB broadcasts assistant data to UE.
Step 6.  UE uses the assistant data to calculate PL.
Proposal 4: To study whether integrity information can be transmitted by existed signal modification without architecture change and new interface introduced.
3. Conclusion
Based on the discussion, we observe and propose the following:
Observation 1: feared event can be categorized for network-assisted and UE-assisted integrity.
Observation 2: Positioning methods are decoupled with network-assisted and UE-assisted integrity.
Proposal 1: LMF decides whether to choose network-assisted or UE-assisted integrity.
Proposal 2: Integrity capability should be studied in WI.
Observation 3: Integrity information can be transmitted by existed signal modification without architecture change and new interface introduced.
Proposal 4: To study whether integrity information can be transmitted by existed signal modification without architecture change and new interface introduced.
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9.4 	Positioning Integrity Methods
9.4.1		RAT-Independent
9.4.1.1		A-GNSS Positioning Integrity Methods
Similar with positioning measurement, positioning integrity can be divided into two parts: network-assisted integrity and UE-assisted integrity. Network-assisted integrity is UE-based integrity, where UE application or service request high requirement for human safety. UE-assisted integrity is UE provided integrity assisted data and integrity calculated by LMF or location server.
For network-assisted integrity, assisted-data should be transmitted from LMF to UE. And for UE-assisted integrity assisted-data should be transmitted from UE to LMF. Whether choose network-assisted or UE-assisted integrity is based on UE and network capability and service requirement. LMF who has both the capability of UE and network and has connection interface with 3rd part location server can better decide it.
The integrity functions can be integrated into UE or network as an integrity capability. If UE has integrity function where LMF not(legacy network, enhanced UE), then network-assisted integrity should be chosen. If network has integrity function where UE not(legacy UE, enhanced network), then UE-assisted integrity should be chosen.
Table 1 integrity methods choice
	Methods to choose for integrity
	Legacy network 
	Enhanced network

	Legacy UE.
	No integrity service provided.
	UE-assisted integrity

	Enhanced UE
	Network-assisted integrity
	Both


Integrity capability is FFS.
9.4.1.1.1 Signaling considerations
These messages can be considered for integrity in WI.

· RequestCapabilities
· ProvideCapabilities
· RequestAssistanceData
· ProvideAssistanceData
· RequestLocationInformation
· ProvideLocationInformation
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