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1. Introduction
[bookmark: Proposal_Pattern_Length]In RAN2#111, based on [1] RAN2 discussed how to handle the access control of RedCap UE, and concluded:
1. UAC mechanism also apply to REDCAP UEs.
2. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)
In [2], RAN2 continued the discussion on this issue as below:
	In the last meeting, RAN2 has confirmed that UAC also applies to RedCap UEs and agreed to further discuss enhancement of UAC for REDCAP UEs, including e.g.:
a) define new Access Identity for REDCAP UEs
b) define new Access Categories for REDCAP UEs
Considering that UAC is SA1 scope, LS to SA1 is needed.
Question 7. Do you agree to send LS to SA1 (cc CT1?) about UAC enhancement for RedCap UEs? If yes, what should be included in the LS?
And Rapporteur suggested
Proposal 7: Send a LS to SA1 including the following contents:
· RAN2 motivation for UAC enhancement for RedCap UEs 
Ask SA1 whether they see any issue


However based on [5], considering RAN2 did not agree the motivation, and then RAN2 agreed:
1. Postpone the LS to SA1 on UAC enhancement for RedCap UEs.
In this contribution, we expressed our view on this issue.
1. Discussion
Following use cases are mentioned in the SID [3]
· Industrial wireless sensors: Reference use cases and requirements are described in TR 22.832 and TS 22.104: Communication service availability is 99.99% and end-to-end latency less than 100 ms. The reference bit rate is less than 2 Mbps (potentially asymmetric e.g. UL heavy traffic) for all use cases and the device is stationary. The battery should last at least few years. For safety related sensors, latency requirement is lower, 5-10 ms (TR 22.804)
· Video Surveillance: As described in TR 22.804, reference economic video bitrate would be 2-4 Mbps, latency < 500 ms, reliability 99%-99.9%. High-end video e.g. for farming would require 7.5-25 Mbps. It is noted that traffic pattern is dominated by UL transmissions.
· Wearables: Reference bitrate for smart wearable application can be 5-50 Mbps in DL and 2-5 Mbps in UL and peak bit rate of the device higher, up to 150 Mbps for downlink and up to 50 Mbps for uplink.  Battery of the device should last multiple days (up to 1-2 weeks).
Based on the use cases, the maximum peak bit rate up to 150 Mbps for downlink and up to 50 Mbps for uplink. It is same as the throughput that the LTE category 4 UE can support, and therefore we do not see the service limitation for such UE due to the peak bit rate. 
Observation 1: for RedCap UE, there is no limitation on the supported service since the supported throughput is compatible between RedCap UE and non-RedCap UE;
UAC is used to control the access of service/UE when the system is congested. The access category is used control the access of different services. Access identity is used to indicate the access category for different type of UEs. 
The definition in [4] as below, 
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.



	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging or NOTIFICATION over non-3GPP access;
5GMM connection management procedure initiated for the purpose of transporting an LPP message
	Access attempt is for MT access

	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE stores operator-defined access category definitions valid in the current PLMN as specified in subclause 4.5.3, and access attempt is matching criteria of an operator-defined access category definition
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	(a)	UE is configured for NAS signalling low priority or UE supporting S1 mode is configured for EAB (see the "ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22]) where "EAB override" does not apply, and
(b).	the UE received one of the categories a, b or c as part of the parameters for unified access control in the broadcast system information, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN 
(NOTE 3, NOTE 5, NOTE 6, NOTE 7, NOTE 8)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 
or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 
or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer
or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedure or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	10
	An uplink user data packet is to be sent for a PDU session with suspended user-plane resources
	No further requirement is to be met
	7 (= MO_data)



The existing access identifies are only for high priority UE (operator user, access class 11-15) or the UE configured with high priority service (access class 1-2). But RedCap UE shall be treated as non-RedCap UE from congest control perspective since there is no significant difference between them from the perspective of the supported services/throughput.  
Observation 2: there is no motivation to introduce new access identity for RedCap UE unless operators would like to have different access control (different set of access categories) for RedCap UE and non-RedCap UE;
For access category, it is service specific metrics, and same as access category:
Observation 3: there is no motivation to introduce new access category for RedCap UE unless RedCap specific service is identified since access category is a service specific metric;
Based on above observations, we can conclude that from RAN2 perspective, we do not see the motivation to introduce new access identities or new access categories for RedCap UE. 
Proposal 1: From RAN2 perspective, there is no motivation to introduce new access identify and new access categories for RedCap UE. 
Considering the requirement is defined in SA1, RAN2 can confirm the observations above with SA1. 
Proposal 2: Send LS to SA1 to inform them that RAN2 did not identify the motivation to introduce new access identifies/access categories for RedCap UE from RAN2 perspective, and would like to confirm with SA1. 
1. Conclusion
Based on the discussion, we have following observations and proposal:
Observation 1: for RedCap UE, there is no limitation on the supported service since the supported throughput is compatible between RedCap UE and non-RedCap UE;
Observation 2: there is no motivation to introduce new access identity for RedCap UE unless operators would like to have different access control (different set of access categories) for RedCap UE and non-RedCap UE;
Observation 3: there is no motivation to introduce new access category for RedCap UE unless RedCap specific service is identified since access category is a service specific metric;
Proposal 1: From RAN2 perspective, there is no motivation to introduce new access identify and new access categories for RedCap UE. 
Proposal 2: Send LS to SA1 to inform them that RAN2 did not identify the motivation to introduce new access identifies/access categories for RedCap UE from RAN2 perspective, and would like to confirm with SA1. 
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