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1 Introduction
During the RAN2 R16 CPC discussion, the CPC failure handling was not fully discussed. While the legacy SCG failure handling was adopted as the baseline, companies agreed to further discuss the remaining issues in R17.
In the email discussion [Post111-e][920][eDCCA] Conditional PSCell Change and Addition (CATT) [1], many companies indicates that they would like to have this topic to be further discussed.
In this Tdoc, we further discuss some of the failure handling issues with intra-SN CPC and inter-SN CPAC. 
2 Discussion
2.1 Behaviour of existing PSCell failure handling
The existing mechanism for handling the SCG failure is designed for conventional DC operations including PSCell addition and on-going SCG operation under DC. For example, for PSCell addition, there is no evaluation phase in CPC before the execution. When the access to the target PSCell is unsuccessful, the UE report the failure to the network. The expectation is upon received the failure report, the network will send RRC reconfiguration to the UE again and the UE will take action accordingly. But before the UE receives the new instruction from the network, the UE will not do anything with SCG since it already reset the SCG MAC and stopped T304. The current PSCell access failure handling procedure specified under subclause 5.7.3.2 in 38.331: 

A UE initiates the procedure to report SCG failures when SCG transmission is not suspended and when one of the following conditions is met:

1>
upon detecting radio link failure for the SCG, in accordance with subclause 5.3.10.3;
1>
upon reconfiguration with sync failure of the SCG, in accordance with subclause 5.3.5.8.3;

1>
upon SCG configuration failure, in accordance with subclause 5.3.5.8.2;

1>
upon integrity check failure indication from SCG lower layers concerning SRB3.

Upon initiating the procedure, the UE shall:

1>
suspend SCG transmission for all SRBs and DRBs;
1>
reset SCG MAC;

1>
stop T304, if running;
1>
if the UE is in (NG)EN-DC:

2>
initiate transmission of the SCGFailureInformationNR message as specified in TS 36.331 [10], clause 5.6.13a.

1>
else:

2>
initiate transmission of the SCGFailureInformation message in accordance with 5.7.3.5.
2.2 CPAC failure handling 

2.2.1 Intra-SN CPC failure handling

It is clear the existing procedure is designed for PSCell addition or on-going DC without SCG change. Some of the procedure is not suitable to CPC-intra-SN. Since the PSCell change is in the same SCG, as long as RLF is not occurred at the source PSCell, upon a CPC-intra-SN candidate cell failure, the UE need not to perform suspend SCG SRB3 and DRB, and reset SCG MAC. The connection with the PSCell can be easily resumed.
In addition, for CPC-intra-SN, original CPC configuration is in effect with multiple candidate cells pre-configured. After the UE reports a failed candidate, the original CPC configuration is still valid. Before the UE received new reconfiguration from the network, by default the UE can simply resume the original intra-SN-CPC operations. Since the UE is still stay with the SN, it can resume the connection with the source PSCell and the evaluation of other candidate cells based on the original CPC-intra-SN configuration.   

Observation 1: The original CPAC configuration can still be valid after a candidate is failed. 
Proposal 1: When CPC-intra-SN is configured, if the UE is failed to access a candidate PSCell, the UE need not suspend SCG transmission for all SRBs and DRB, and reset SCG MAC.
Proposal 2: When CPC-intra-SN is configured, if CPC execution to a candidate target cell is failed, by default the UE resumes the CPC operations based on the original CPC-intra-SN configuration.

2.2.2 Inter-SN CPAC failure handling 
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Figure 1: CPAC failure handling
Figure 1 shows in case of inter-SN CPC access to the target SN is failed, UE is allowed to fall back to the original source SN. In CPAC, the early configuration of the candidate PSCells is conducted. The reliability of the candidate PSCells is relatively low and the chance of access failure rate could be relatively high. When the UE starts the access to the target PSCell, it stops data reception with the source SNo. But the SNo does not release the UE yet and the UE can maintain all the configuration for the source SNo. In case the access to the new target SNx is failed, the UE should be allowed to evaluate the link with the source SNo, if the link is still good, the UE should fall back to the source SNo.
When the UE report failure, it can also report its decision whether to fall back to the source SNo.

Similar to CPC-intra-SN, after a UE failed to execute the access to a candidate target cell, the original inter-SN CPAC configuration is still valid. The UE should be allowed to use the original CPAC configuration as the default configuration and simply resume the original inter-SN CPAC. This will reduce the delay of further CPAC operation, and allow the network to have the flexibility to determine whether to reconfigure the UE again after received the failure report from the UE.  
Proposal 3: For inter-SN CPC, after a UE is failed CPC execution to a candidate target cell, the UE can decide to conduct a fall back to the original source SNo
Proposal 4: In case the UE access to a candidate target PSCell is failed, the UE report the failure and whether to fall back to original source SNo to the MN.

Proposal 5: If inter-SN CPAC is configured, if CPC execution to a candidate target cell is failed, by default the UE resumes the CPAC operations based on the original inter-SN CPAC configuration.
3 Conclusions
Based on the above discussion, we have the following:
Observation 1: The original CPAC configuration can still be valid after a candidate is failed. 
Based on the above observations, we propose:
Proposal 1: When CPC-intra-SN is configured, if the UE is failed to access a candidate PSCell, the UE need not suspend SCG transmission for all SRBs and DRB, and reset SCG MAC.
Proposal 2: When CPC-intra-SN is configured, if CPC execution to a candidate target cell is failed, by default the UE resumes the CPC operations based on the original CPC-intra-SN configuration.
Proposal 3: For inter-SN CPC, after a UE is failed CPC execution to a candidate target cell, the UE can decide to conduct a fall back to the original source SNo
Proposal 4: In case the UE access to a candidate target PSCell is failed, the UE report the failure and whether to fall back to original source SNo to the MN.

Proposal 5: If inter-SN CPAC is configured, if CPC execution to a candidate target cell is failed, by default the UE resumes the CPAC operations based on the original inter-SN CPAC configuration.
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