


3GPP TSG-RAN WG2 Meeting #113 electronic	R2-2100572
Online, Jan 25 – Feb 5, 2021

Source: 			ZTE Corporation, Sanechips
Title: 	Identification and Access Restriction for RedCap
[bookmark: Source]Agenda item:		8.12.2.2
[bookmark: DocumentFor]Document for: 	Discussion and Decision
1. Introduction
This contribution provides further consideration on remaining issues on RedCap UE Identification and access control.
2. Discussion
2.1. Access restriction
In RAN2#111-e meeting, RAN2 has agreed that ‘An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit’:
Agreements:
1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
2. UAC mechanism also apply to REDCAP UEs.
3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)
With this indication, the network can prevent RedCap UE from camping on a Cell based on NW capability or deployment policy. 
However, it is still unclear whether network can configure this indication separately for RedCap UE, different from legacy cell barring for non-RedCap UE, i.e. whether following three cell types are supported:
· Type 1: Non-RedCap UE access only, i.e.RedCap UE access is not supported or barred.
· Type 2: RedCap UE access only, i.e. Non-RedCap UE access is barred.
· Type 3: Both non-RedCap UE and RedCap UE access are allowed.
Per our understanding, each type has a corresponding deployment  scenario. For instance, cell dedicated for RedCap UE access may be preferred for connected industrial and video Surveillance in certain exclusive areas. While for wearable use case, it is more reasonable supported in RedCap and non-RedCap coexist deployment. In some other scenarios, NW may want to bar RedCap UE to avoid performance degradation of eMBB and URLLC services, because of the potential huge number of RedCap UEs.
Proposal 1: A cell can be configured as non-RedCap access only, RedCap access only, or RedCap and non-RedCap coexist, i.e. cell barring for non-RedCap UE and RedCap UE can be configured independently.
In current specification, cell barring for non-RedCap UE is implemented by setting “cellBarred” IE in MIB. To support cell barring for RedCap UE and non-RedCap UE independently, current “cellBarred” in MIB should not be applied to RedCap UE, i.e. this legacy mechanism is applied to non-RedCap UE only. Otherwise, for above cell type 2, an additional signaling such as “RedCap access allowed” should be introduced, this implies the evaluation on legacy “cellBarred” field for Redcap UE is redundant. In addition, for above cell type 1, an additional signalling such as “non-RedCap access allowed” will be needed and it is not backward compatible for legacy non-RedCap UE.
Proposal 2: Current “cellBarred” in MIB is not applicable for RedCap UE.
Regarding “FFS whether the indication is explicit or implicit.”, we think it is beneficial to signal the indication as early as possible for the sake of RedCap UE’s power saving. In current RAN1 discussion, there are proposals to include the indication in MIB, DCI for scheduling SIB1, and SIB1. From UE power saving point of view, MIB is the best choice. However there is only one spare bit in MIB. DCI for SIB1 scheduling has enough spare bits and UE needs not to receive SIB1 to check whether RedCap access is supported. Thus it should also be considered as an option.
Proposal 3: To reflect the following alternatives in the TR for indicating whether Redcap UE can camp on current cell: 
· An explicit indication included in MIB;
· An explicit indication included in the DCI used for SIB1 scheduling;
· An explicit indication included in SIB1
If a cell can be configured as non-RedCap access only, there will be neighboring frequency/cells not supporting RedCap access. In current system information, cell reselection configuration are designed for non-RedCap UE. To avoid unnecessary measurement, the network should be able to indicate whether a neighboring frequency/cell for cell reselection support RedCap UE access.
For the frequency/cell supporting both RedCap and non-RedCap UE, an indication can be added in current IE to indicate whether corresponding frequency/cell can support RedCap access. While for the frequency/cell only support RedCap UE, a separate frequency or cell list dedicated for RedCap UE can be introduced.
Proposal 4: For each inter-frequency and/or neighbour cell, network can indicate whether it is applicable to ‘Redcap only’ or ‘non-Redcap only’, or ‘both’, FFS on signalling design.
For the neighboring frequency supporting both non-RedCap and RedCap UE, the NW may prefer it has different cell reselection priority for non-RedCap and RedCap UE. The network should be able to configure frequency priority for cell reselection for non-RedCap UE and RedCap UE separately.
Proposal 5: For a given inter-frequency, network can configure separate cell reselection priorities for Redcap UEs and non-Redcap UEs. 
2.2. Initial BWP issue
In co-exist deployment where both non-RedCap UE and RedCap UE access are allowed, one issue is whether the initial downlink/uplink BWP can be configured with bandwidth larger than RedCap UE’s minimal bandwidth requirement.
In current NR specification, UE considers a cell as barred if it cannot support the bandwidth of initial BWP. The intention of this principle is to ensure the UE can support at least the bandwidth of initial BWP before UE capabilities are acquired. If this principle is applied to RedCap UE, the NW has to configure the initial BWP with bandwidth no larger than RedCap’s minimal requirement, e.g. 20M for FR1 and 100M for FR2.
For UE in RRC idle, initial BWP is used for scheduling of SIB1/other SI message, paging, and RACH procedure. For UE in RRC connected, initial BWP serves as fallback BWP when BWP inactivity timer expires and default BWP is not configured. If the bandwidth of initial BWP is reduced due to RedCap UE, non-Redcap UE who wants to use large bandwidth needs to do BWP switching to another BWP after initial access. Therefore the performance of non-RedCap UE will be sacrificed.
Observation 1: Limiting initial BWP bandwidth to be smaller than RedCap UE’s minimal bandwidth requirement will sacrifice non-RedCap UE’s performance.
To avoid such impact, it is preferred the network can configure initial BWP for non-RedCap UE with bandwidth larger than RedCap UE’s minimal bandwidth requirement in co-exist deployment.
Proposal 6: In the cell allows RedCap UE access, the NW is able to configure initial BWP for non-RedCap UE with bandwidth larger than RedCap UE’s minimal bandwidth requirement.
If RedCap UE is allowed to access the cell configure with initial BWP larger than its minimal bandwidth requirement, there are two options to go.
Option1: To configure RedCap specific initial BWP via SIB1.
This option is straightforward. Network configures RedCap specific initial BWP via SIB1 taking RedCap UE’s minimal bandwidth requirement into consideration. It may include PRACH configuration dedicated for RedCap UE, search space for RACH, paging and other SI although search space for other SI will be most possibly the same as non-RedCap UE’s. RedCap UE apply this RedCap UE specific initial BWP in RRC idle, during initial access and in RRC connected mode. UE identification is achieved on msg1 naturally due to the PRACH configuration configured for the uplink initial BWP.
The drawback of this option is the additional signaling overhead to SIB1 if SIB1 is shared for both RedCap UE and non-RedCap UE.
Option 2: Does not apply the initial BWP bandwidth based “cell barring” evaluation for Redcap UE, and network update the BWP configuration in Msg4.
In this option, RedCap UE does not consider the cell barred if the bandwidth of initial BWP currently configured in SIB1 is larger than RedCap UE’s minimal requirement. And before msg4, RedCap UE perform initial access with this initial BWP. The NW can update the BWP configuration in msg4 which is used in RRC connected.
According current RAN1 progress, the RedCap UE’s minimal bandwidth requirement are larger than the largest CORSET#0 bandwidth. Thus there is no problem for downlink scheduling before msg4 since SIB1, other SI, paging and msg2/msg4 are scheduled within the bandwidth of CORSET#0. However because msg3 is scheduled within the bandwidth of initial uplink BWP, type identified should be done before msg3. This can be achieved by separate PRACH resources or preamble partition as captured in current TR.
If RedCap UE is identified before msg3, the NW can configure proper bandwidth for other BWPs which are used in RRC connected mode via msg4. The BWPs can include a RedCap specific initial BWP if needed. And the NW can schedule RedCap UE on the initial BWP properly since the NW is already aware of UE’s capabilities in this stage.
This option brings a benefit in SIB1 signaling overhead since there is no need to configure RedCap specific initial BWP within SIB1. And the RedCap specific configuration for initial BWP can be updated via msg4 if needed.
Proposal 7: To reflect following two options regarding initial BWP in the TR:
· Option 1: To configure RedCap specific initial BWP via SIB1.
· Option 2: Does not apply the initial BWP bandwidth based “cell barring” evaluation for Redcap UE, and network update the BWP configuration in Msg4.
2.3. UE identification
RAN1 studied feasibility, necessity, pros and cons from RAN1 perspective for the following schemes for identification of RedCap UEs:
-	Option 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning
-	Option 2: During Msg3 transmission
-	Option 3: Post Msg4 acknowledgment, e.g., during Msg5 transmission or part of UE capability reporting
-	Option 4: During MsgA transmission (subject to support of 2-step RACH procedure)
The feasibility, necessity, pros and cons of Option 1, Option 2, and Option 3 have been captured in TR. Option 1 is necessary at least for identifying UE bandwidth capability for Msg3 as discussed in section 2.2 in this document. As captured in TR, at least PUSCH of RedCap should do coverage recovery. Thus identification before msg3 is needed to perform coverage recovery for msg3.
Identification of RedCap UE type(s) during transmission of Msg1 could be feasible from the perspective of RAN1 by separation of PRACH resources/PRACH preambles between RedCap and non-RedCap UEs or separation of initial UL BWP for RedCap and non-RedCap UEs.
The similar reasons are applicable for option 4, i.e. identification during MsgA transmission.
Proposal 8: RedCap UE type is identified during Msg1/MsgA transmission 
2.4. UAC Enhancement
In RAN2#111-e, it was agreed UAC mechanism also apply to RedCap UE and further discuss enhancement of UAC for RedCap UEs[1]:
Agreements:
1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
2. UAC mechanism also apply to REDCAP UEs.
3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)
In NR, UAC is performed based on Access Category and Access Identity. A list of Access Category are defined to map different reasons of access attempts, such as MT access, emergency, MO data, etc. The Access Identity represent whether UE is configured with access class 11 to 15 or configured for MPS and MCS.
Current UAC mechanism is designed in such a manner that barring configuration (including barring timer and barring factor) is configured per Access Category. The network can configure to which Access Identities the barring information is applied. With this mechanism, access attempts with different Access Identities but same Access Category applies the same barring configuration.
On performing UAC, firstly, UE check whether there is configuration matching its Access Category. If yes, UE then check whether the configuration is applied to one of its Access Identities.
Observation 2: In current NR UAC mechanism, access attempts with different Access Identities but same Access Category share the same barring information (barring time and barring factor) unless the baring configuration is not configured applicable to an Access Identity.
With solution of defining new Access Identity for RedCap only but not define new Access Category, the network can configure whether barring is applicable to a RedCap Access Identity. But it cannot configure different barring configuration for RedCap UE and non-RedCap UE with the same Access category. This will limit flexibility in access control configuration.
Observation 3: By only defining new Access Identity for RedCap, the network cannot configure different barring information for RedCap UE and non-RedCap UE.
On the other hand, defining new Access Category can support separate barring configuration for RedCap UEs.
If new Access Category solution is adopted, new Access Identity seems unnecessary. Current defined Access Identities can be reused for RedCap UE, i.e. RedCap UE can be configured with Access Class 11-15, like non-RedCap UE.
Proposal 9: From RAN2’s perspective, it is preferred to introduce new Access categories for RedCap UEs.
Similar to non-RedCap UE, RedCap UE may initiate access attempt for various reasons. To have fine granular in access control, a list of new access categories need to be defined to map different access attempts.
The exact access categories can be defined after it is clear which access attempts are supported by RedCap UE. It can be discussed in normative phase.
Proposal 10: Multiple Access Categories are defined to map different access attempts, to enable fine granular access control. The exact definition is discussed in normative phase.
Regarding how to define new Access Category, two options are provided by companies:
Option 1: To define new standard Access Categories by using unused bits in current Access Category space.
Option 2: To use Access Categories reserved for operator-defined Access Category.
In current spec, the maximum access category number is defined as 64. AC 32 to 63 are reserved for operator-defined access category, AC 0-7, 9,10 have been defined. Both option 1 and option 2 are feasible with respect to available Access Category ID space.
Per our understanding, the difference between option 1 and option 2 is whether a set of standard Access Categories for RedCap UE can be defined. With option 1, a set of standard Access Categories are defined. Besides of that, operator can still define its own Access Categories based on RedCap UE’s subscription data, e.g. use case information. This is similar to current mechanism for non-RedCap UE. Thus option 1 seems more preferable.
Proposal 11: Define a set of new standard Access Categories for RedCap UE.
3. Conclusion
On network capability indication:
Proposal 1: A cell can be configured as non-RedCap access only, RedCap access only, or RedCap and non-RedCap coexist, i.e. cell barring for non-RedCap UE and RedCap UE can be configured independently.
Proposal 2: Current “cellBarred” in MIB is not applicable for RedCap UE.
Proposal 3: To reflect the following alternatives in the TR for indicating whether Redcap UE can camp on current cell: 
· An explicit indication included in MIB;
· An explicit indication included in the DCI used for SIB1 scheduling;
· An explicit indication included in SIB1
Proposal 4: For each inter-frequency and/or neighbour cell, network can indicate whether it is applicable to ‘Redcap only’ or ‘non-Redcap only’, or ‘both’, FFS on signalling design.
Proposal 5: For a given inter-frequency, network can configure separate cell reselection priorities for Redcap UEs and non-Redcap UEs. 
On initial BWP issue:
Observation 1: Limiting initial BWP bandwidth to be smaller than RedCap UE’s minimal bandwidth requirement will sacrifice non-RedCap UE’s performance.
Proposal 6: In the cell allows RedCap UE access, the NW is able to configure initial BWP for non-RedCap UE with bandwidth larger than RedCap UE’s minimal bandwidth requirement.
Proposal 7: To reflect following two options regarding initial BWP in the TR:
· Option 1: To configure RedCap specific initial BWP via SIB1.
· Option 2: Does not apply the initial BWP bandwidth based “cell barring” evaluation for Redcap UE, and network update the BWP configuration in Msg4.
On UE identification
Proposal 8: RedCap UE type is identified during Msg1/MsgA transmission 
On UAC enhancement:
Observation 2: In current NR UAC mechanism, access attempts with different Access Identities but same Access Category share the same barring information (barring time and barring factor) unless the baring configuration is not configured applicable to an Access Identity.
Observation 3: By only defining new Access Identity for RedCap, the network cannot configure different barring information for RedCap UE and non-RedCap UE.
Proposal 9: From RAN2’s perspective, it is preferred to introduce new Access categories for RedCap UEs.
Proposal 10: Multiple Access Categories are defined to map different access attempts, to enable fine granular access control. The exact definition is discussed in normative phase.
[bookmark: _GoBack]Proposal 11: Define a set of new standard Access Categories for RedCap UE.
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